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1. Scope

Editors Note: The text for this section was taken from OMA-OMNA_Process-V1.0-20030630-D

The purpose of this document is to define the administration mechanism for namespaces for mobile oriented data that are managed by the Open Mobile Alliance (OMA).

The Open Mobile Naming Authority (OMNA) acts as an authority for namespaces that are primarily defined by data or uses declared by specifications of OMA.  This naming authority could potentially be folded into another authority if a suitable alternative becomes available.

OMNA replaces the WAP Interim Naming Authority (WINA) and continues the management of the namespaces that it previously managed.  Many of the namespaces were previously defined by, or support data, that was defined in specifications from the WAP Forum.  In these cases the WAP-based names are retained for the previously defined elements.  New objects will use OMA-based names where appropriate.

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA document, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA documents are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum documents are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

DELETE THIS COMMENT

Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[WSP}
	To be completed (http://www.openmobilealliance.org/tech/affiliates/wap/wap-230-wsp-20010705-a.pdf )

	[WTP]
	To  be completed (http://www.wapforum.org/what/technical/wtp-30-apr-98.pdf )


2.1 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of documents.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V1.6, URL:http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	


3.3
Abbreviations

Editors Note: This section was taken from OMA-OMNA_Process-V1.0-20030630-D

	EFI
	External Functionality Interface

	ETSI
	European Telecommunication Standardisation Institute

	IANA 
	Internet Assigned Numbers Authority

	IP
	Internet Protocol

	MPG
	Mobile Protocols Working Group

	MS
	Mobile Station

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	UDP
	Unreliable Datagram Protocol 

	USSD
	Unstructured Supplementary Service Data

	USSDC
	Unstructured Supplementary Service Data Centre

	WAE
	Wireless Application Environment

	WAG
	Wireless Application Group

	WAP
	Wireless Application Protocol

	WDP
	Wireless Datagram Protocol 

	WG
	Working Group

	WINA
	WAP Interim Naming Authority

	WSP
	Wireless Session Protocol

	WTP
	Wireless Transaction Protocol


4. Introduction

4.1 Version 1.0

Editors Note: The text for section was taken from OMA-OMNA_Process-V1.0-20030630-D

The role of the naming authority in the OMA space is to ensure a swift and harmonious deployment of OMA-based services, and to make it possible to develop extensions to the core OMA protocol suite.

To support one area of extensibility and adaptation OMA has established the Open Mobile Naming Authority (OMNA) to serve the mobile community by managing the OMNA namespaces.

Version 1.0 documents the procedures for maintaining the OMNA namespace and numberspace registry.
· What is registered

· How to submit a request

· Actions on receiving a request
5. Overview

Editors Note: The text for this section was taken from OMA-OMNA_Process-V1.0-20030630-D

5.1 Motivation

The OMA protocols have been carefully designed to allow for extensions in certain areas.  New functionality can be added through content types, parameters and access methods without any changes to the base protocols.  There needs to be a registration process to ensure that the set of such values is developed in an orderly, well-specified and public manner.

Most of the OMA specifications have to be thoroughly defined in working groups, but in many cases companies must be allowed to try new solutions to new problems.  In addition, future domain specific solutions will require new solutions that not all OMA implementations need to support (e.g. Telematics-specific content types).  OMA needs mechanisms to allow this dynamic development to happen, and still allow the OMA community to regain some control and visibility.  When one of these “proprietary or experimental extensions” turns out to be generally useful it can be incorporated into the next version of the core specifications.

A lack of naming authority would be a severe threat to the continuous development of the protocol/application space in OMA, and would very likely lead to interoperability problems in the future.

5.2 Assignments/Naming Rules

To simplify the management of assigned names and numbers, a simple categorisation scheme is implemented.  This categorisation scheme is the basis for the proposed name and number management rules.

The naming is based on a three-layered structure, with Well-Known, Registered and Private names or codes.  The assignment of names, parameters and codes is done on an as-needed basis.  The code spaces are sufficiently large to allow for all the assumed needs within this version of the protocol suite.

This document uses the word “element” to identify various entities like content type, header page, information item, parameter, etc.

5.2.1 Well-Known Elements

Well-Known elements are part of the core OMA specifications, and reserved for allocation by the OMA Working Group that controls the specification.  A new Well-Known element can be defined by submitting a change request to the appropriate OMA working group to change the defining specification.  The WG defines the exact format of the element, or references a well-defined entry in a specification from another standardisation organisation.  The Naming Authority updates these Well-Known elements based on the changes made by these working groups.

5.2.2 Registered Elements

Individual companies that are members of OMA can apply for Registered elements.  The description of an element does not have to be approved by the appropriate Working Group, but at least a general description of the functionality and format must be submitted to the Naming Authority.  The Naming Authority will Register these elements and assigns any necessary numbers.  In most cases, the Naming Authority will refuse registration of elements if they are in conflict with the general OMA architecture or with general naming conventions.

5.2.3 Private Elements

The private element space is unregulated and any company can announce or use a Private (or experimental) Element.  No description of the functionality needs to be submitted to OMNA.  Private elements are experimental in nature, and could be used for prototyping of functionality. 

5.2.4 Relationship to IANA

The Internet Assigned Numbers Authority already manages a number of name and code spaces.  These include for example:

· Content Types

· Port Numbers

· Character Sets

OMNA is a complement to IANA, and deals with spaces not presently administered by IANA.  These are either unique code spaces, or special encoding of already known name spaces.
6. OMNA Registration Procedure
Editors Note: The text in section is based on OMA-OMNA_Process-V1.0-20030630-D

This procedure recognizes a distinction between “Well-Known OMA elements” and “Proprietary Extensions”.  A Well-Known OMA element is defined by the appropriate Working Group, and can be made mandatory in a version of the protocol.  The definition of proprietary (registered) extensions is outlined below.

In order to allocate a Registered Element, an openly available description of the element is needed.  A precise specification is recommended, but not required.  The proposed element should be sent for registration to OMA, using the OMNA Request Web Interface found at http://www.openmobilealliance.org/technical/omna/ 
The table below lists the type of information that should be submitted in the proposal.  It should, among other things, include a short technical description of how the element interacts with the OMA protocol suite.

	Information to provide
	Explanation

	The name space in which the registrations is done
	For example “WSP Content Type Codes”

	The name of the element
	For example “x-oma.specialContent”

	The proposed encoding of the element
	For example “0x5A01”

	The specification it references
	For example “WSP, April 30, 1998”

	A description of the use of the element in the OMA space
	For example “The content type is used to encode car-related data and events”.  Some of the encoding mechanisms might also be explained.

	Possible previous registration of the element with other naming authorities
	For example “The content type name “x-oma.specialContent” is already registered with IANA, as required with OMNA”

	Possible related documents
	For Example “the format and encoding of the content type is described in the specification “Car Telematics, Version 1.4, Car Standards Organisation, 1998”  “


Table 1: Information Needed for Registration

6.1 WSP Related

http://www.openmobilealliance.org/tech/affiliates/LicenseAgreement.asp?DocName=/wap/wap-230-wsp-20010705-a.pdf
http://www.openmobilealliance.org/tech/affiliates/wap/wap-230-wsp-20010705-a.pdf
6.1.1 WSP Extended Content Type Codes/Numbers
http://www.openmobilealliance.org/tech/affiliates/wap/wap-230-wsp-20010705-a.pdf  Section 8.4.2.24

Editors Note: This section was taken from OMA-OMNA_Process-V1.0-20030630-D and the OMNA page for WSP Content Type Numbers at http://www.openmobilealliance.org/Technical/omna/omna-wsp-content-type.aspx

6.1.1.1 Purpose of Registry

The Content Type codes are numeric identifiers for a media type. In order to register a content type as a WSP content type, and assign a code to it, it must first be registered with IANA. Content types are divided into:

6.1.1.2 Data Model for the Registry

	Classes of Content Types
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Content-Types
	0x00 – 0xFF
	One byte: value
Two byte: length + value
	Well-Known values, named in the WSP specification.
	Assigned Number (0x00 – 0xFF)

Content Type

Encoding Version

	Registered-Content-Types
	0x0100 – 0xFFFF
	Three byte: length + 2 byte value
	Registered values must be IANA-registered before assigned a number.
	Assigned Number (0x0100 – 0xFFFF)

Content Type

Registrant (name with mailto: link)

Other Information

	Private-Content-Types
	0x010000 – 0xFFFFFF
	Four byte: length + 3 byte value
	Experimental values, may be used at will. Registered by OMNA only for advisory purposes
	Assigned Number  

Content Type

Registrant (name with mailto: link)

Other Information


Table 2: WSP Extended-Content Type Code/Number Plan

The Naming Authority will assign Registered content type codes on an as-requested basis.

In order to register a WSP Content Type Number, a short description of its use should be provided. A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-wsp-content-type.aspx

See [WSP] Section 8.4.2.24, for more information. 

Note on the Encoding Version: The encoding version is typically frozen a few weeks before the release. The current version is 1.5. More information on the process of freezing the encoding version will be published in the future.

6.1.1.3 Submitting a request

The form for requesting a request can be found at http://www.openmobilealliance.org/Technical/omna/omna-req-wsp-content-type.aspx
The information requested on the form is:

· Name 

· Email Address

· IANA registered Content type Name

· Short Description

· Comments
6.1.1.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form.

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· Check that the mandatory information has been provided asn is valid

· Check that the Content type number has been registered with IANA <provide URL where IANA registers Content Type Numbers>

· If the request seems reasonable and correct and registered with IANA

· Determine the next available value

· Assign the next available value

· Update the omna page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification.
6.1.2 WSP Header Code Page Name Assignments

http://www.openmobilealliance.org/tech/affiliates/wap/wap-230-wsp-20010705-a.pdf 

Editors Note: This section was taken from OMA-OMNA_Process-V1.0-20030630-D and the OMNA WSP Header code Page at http://www.openmobilealliance.org/Technical/omna/omna-wsp-hdr-codepage.aspx

6.1.2.1 Purpose of Registry

Well-Known header code page names are proposed to OMNA by the OMA MPG.  The name of the page can have any format, except starting with “x-“ (reserved for experimental) or “v-“ (reserved for registered).

Registered and Private Code pages are administered by the company/organisation that has proposed them.  Header codes of registered code pages should be registered with OMNA for public visibility. OMNA registers code page names of the form "v-CompanyToken-".  "CompanyToken" is a short abbreviation that uniquely identifies the company (e.g. a stock ticker symbol or some other well-known abbreviation like “NOK” or “IBM”).  The “CompanyToken” must be at least 2 characters in length.  In order to register a code page name at least one header code on the page must be defined. The registration should include at least a short description of the purpose of the header.

Experimental users do not need to register, but the code page name must start with "x-CompanyToken-". 

For further information, see the WSP specification. [WSP]

6.1.2.2 Data Model for the Registry

	Classes of Parameters
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Parameters
	0x00 – 0x7F
	One byte: value
Two byte: length + value
	Well-Known values
	Assigned Number 

Description

	Registered-Parameters
	
	
	Registered values, listed on the OMNA page
	Assigned Number 

Other Information


Table 3: WSP Header Code Page  Name Number Plan

6.1.2.3 Submitting a request

A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-wsp-hdr-codepage.aspx 

The information requested on the form is:

· Name 

· Email Address

· Requested Header Code Page Name

· Short Description

· Comments
6.1.2.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct and registered with IANA

· Determine the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification.
6.1.3 WSP Header Parameter Assignments

Editors Note: The text for this section was taken from OMA-OMNA_Process-V1.0-20030630-D and the OMNA page for WSP Header PArameters at http://www.openmobilealliance.org/Technical/omna/omna-wsp-header-param.aspx

6.1.3.1 Purpose of Registry

Parameters have various types: integer, text, version, etc.  The parameters 0x00 – 0x09 are defined in [WSP].

6.1.3.2 Data Model for the Registry

	Classes of Parameters
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Parameters
	0x00 – 0xFF
	One byte: value
Two byte: length + value
	Well-Known values, named in the WSP specification.
	Assigned Number 

Parameter Name

Reference

	Registered-Parameters
	0x0100 –0xFFFF
	Three byte: length + 2 byte value
	Registered values, listed on the OMNA page
	Assigned Number 

Parameter Name

Registrant (with mailto:)

Other Information

	Private-Parameters
	0x010000 – 0xFFFFFF
	Four byte: length + 3 byte value
	Experimental values, may be used at will. Registered by OMNA only for advisory purposes
	Assigned Number 

Parameter Name

Registrant (with mailto:)

Other Information


Table 4: WSP HeaderParameter  Plan

Parameters are related to Content–Types, and can have different interpretation with different Content Types.  A code for a Well-Known-Parameter can only be assigned if it is used as part of a Well-Known-Content type. 

In order to register a parameter, a short description on its use should be submitted to the Naming Authority.

The Well-Known Parameters are owned by OMA MPG
6.1.3.3 Submitting a request

A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-wsp-header-param.aspx 
The information requested on the form is:

· Name 

· Email Address

· Requested Header Parameter Name

· Short Description

· Comments
6.1.3.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct and registered with IANA

· Determine the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification.

6.1.4 WSP Extended Methods
Editors Note: The text for this section was taken from OMA-OMNA_Process-V1.0-20030630-D and the OMNA page for WSP Extended Methods at http://www.openmobilealliance.org/Technical/omna/omna-wsp-extended-method.aspx

6.1.4.1 Purpose of Registry

Well-Known Extended Methods names are proposed to OMNA by the OMA MPG.  The name of the page can have any format, except starting with “x-“ (reserved for experimental) or “v-“ (reserved for registered).

OMNA registers names of extended methods of the form "v-CompanyToken-" (reserved) or 'x-CompanyToken-' (experimental) where "CompanyToken" is a short abbreviation that uniquely identifiesan organization (e.g. a stock ticker symbol or some other well-known abbreviation like “MOT” or "OPWV").  The “CompanyToken” must be at least 2 characters in length.

Experimental users do not need to register, but the extended method name must start with "x-CompanyToken-".

A form for submitting a request may be found at 
See WAP WSP specification for more information on code page negotiation.

6.1.4.2 Data Model for the Registry

	Classes of Extended Methods
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Extended Methods
	
	
	
	Assigned Number 

	Registered-Extended Methods
	
	
	
	Assigned Number 

	Private-Extended Methods
	
	
	
	Assigned Number  




Table 5: WSP Extended Methods Plan

6.1.4.3 Submitting a request

A form for submitting a request may be found athttp://www.openmobilealliance.org/Technical/omna/omna-req-wsp-extended-method.aspx

The information requested on the form is:

· Name 

· Email Address

· Requested Header Parameter Name

· Short Description

· Comments
6.1.4.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct and registered with IANA

· Determine the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts
· Contact the requestor and request clarification

6.2 WTP

6.2.1 WTP Option TPI
6.2.1.1 Purpose of Registry

The number space of the Option TPI allows for 256 values, and these are divided between Well-Known, Registered and Private/Experimental.

If the number space is exhausted it is still possible to assign a new code page for options by allocating another TPI code for the purpose.

In order to register an Option TPI code a short description of the functionality must be submitted.

[WTP]  See WTP 30-April-1998 [WTP] for more information on code page negotiation.

The Well-Known Option TPIs are owned by OMA MPG.
6.2.1.2 Data Model for the Registry

	Classes of Extended Methods
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Option-TPI
	0x00 – 0x7F
	
	Well-Known values are set as specified by the specification group processes.
	Assigned Number 
Description

	Registered-Option-TPI
	0x80 – 0xDF
	
	Reserved values, registered and managed by OMNA.
	Assigned Number 
Description

	Private-Option-TPI
	0xE0 – 0xFF
	
	Experimental values, registered by OMNA only for advisory purposes
	Assigned Number  
Description



Table 5: Option-TPI Plan

6.2.1.3 Submitting a request

A form for submitting a request may be found at (NO form linked from OMNA

The information requested on the form is:

6.2.1.4 Processing a request

The steps to take are:

6.3 Browser Related (WAG)

6.3.1 WBXML Public Document ID
6.3.1.1 Purpose of Registry

Registered Document ID tokens must specify a DTD and a public document type identifier.

In order to register an WBXML public document identifer number, a short description the DTD and the public DTD name must be provided. 
OMNA assigns numbers for registered public document IDs. The number space is divided into three segments:
6.3.1.2 Data Model for the Registry
	Classes 
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Document-Id
	0x00 – 0x7F
	One byte
	Well-Known values are set as specified by the specification group processes.
	Assigned Number 

Description

	Registered-Document-Id
	0x80 –  0x3FFF
	Two byte
	Reserved values, registered and managed by OMNA.
	Assigned Number 

Description

	Private-Document-Id
	0x4000 – 0x1FFFFF
	Three byte
	Experimental values, registered by OMNA only for advisory purposes
	Assigned Number  

Description




Table 8: WBXML Public Document ID Number Plan

The Naming Authority will allocate registered document ID tokens on an as-requested basis.

See WAP-192-WBXML for more information on public document identifier use in WBXML. Spec  (add to references)
6.3.1.3 Submitting a request

A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-request-number.aspx?type=WBXML Public Document ID 
Requests for assigned names or numbers must include all required information,and must comply with the guidelines set down in the WINA processes document. 
Failure to meet these basic requirements will result in the rejection of the assigned name or number. 
The information requested on the form is:

· Name 

· Email Address

· DTD Public Document Type (this should be the string used in the XML DOCTYPE PUBLIC identifier (e.g. "-//OMA//DTD DRMREL 1.0//EN") 

· Short Description

· Comments
6.3.1.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct

· Determine  the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification

6.3.2 WMLScript Library ID
6.3.2.1 Purpose of Registry

Well-Known library names and Id values are proposed to OMNA by the MAG working group.

The name of the library can have any format, except starting with “x-“ (reserved for private and experimental) or “v-“ (reserved for registered).

OMNA registers library names of the form "v-CompanyToken-".  "CompanyToken" is a short abbreviation that uniquely identifies the company, e.g. a stock ticker symbol or some other well-known abbreviation.

Experimental users do not need to register, but the library name must start with "x-CompanyToken-".

In order to register a WML Script Library, a short description on its use should be submitted to the Naming Authority. It must include at least a list of functions and their function codes as well as a general description of the functionality.

6.3.2.2 Data Model for the Registry

	Classes 
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Library-Id
	0x00 – 0x7F
	One byte
	Well-Known values are set as specified by the specification group processes.
	Assigned Number 

Description

	Registered-Library-Id
	0x80 – 0x3FFF
	Two byte
	Reserved values, registered and managed by OMNA.
	Assigned Number 

Description

	Private-Library-Id
	0x4000 – 0x1FFFFF
	Two byte
	Experimental values, registered by OMNA only for advisory purposes
	Assigned Number  

Description




Table 9: WMLScript Library ID Number Plan

The Naming Authority will allocate registered library ID tokens on an as-requested basis.

See WMLScript 30-April-1998 [WMLS] (PDF) and WMLScriptStandard and Libraries 30-April-1998[WMLSLib](PDF) for more information on library identifiers.

(add to References)
6.3.2.3 Submitting a request

In order to register an WMLScript library identifier, a short description of its use must be provided. It is helpful if this description includes the list of funciton IDs that the library uses. A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-wmlscript-lib-id.aspx 

In order to register an WMLScript library identifier, a short description of its use must be provided. It is helpful if this description includes the list of funciton IDs that the library uses. A form for submitting a request may be found here. 

Requests for assigned names or numbers must include all required information,and must comply with the guidelines set down in the WINA processes document. 
Failure to meet these basic requirements will result in the rejection of the assigned name or number. 
The information requested on the form is:

· Name 

· Email Address

· WML Script Library Name

· Short Description

· Comments
6.3.2.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct

· Determine  the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification

6.3.3 PUSH Application ID

6.3.3.1 Purpose of Registry

The registrant submits an URI to OMNA for registration, together with the name and the description of the application, which the URI represents.

· OMNA verifies that the URI is not registered

· OMNA assigns an available code for the URI

General Rules for URI:

· MUST be rfc2396 compliant

· URN SHOULD be used for location independent URI [rfc2141][rfc2611]

Well-Known:

The application as represented by the URI must be defined in any OMA specification.  The registration request must be submitted by the OMA working group that is responsible for the specification.  URNs are REQUIRED for URI and NID in URN [rfc2141] MUST be 'x-wap-application' or ‘x-oma-application’.  Code in the code range must be assigned by OMNA.

Example: Application ID for WML User Agent is a URI of urn:x-wap-application:wml.ua and a code of 0x02.

Registered:

URI can be registered with OMNA by any entity.  The registrant may choose any desirable URI except that the URN with NID 'x-wap-application' or ‘x-oma-application’ cannot be used. Code in the code range must be assigned by OMNA.

Private/Experimental:

Any URI can be used at will, but any registered URIs in Well-Known and Registered category SHOULD NOT be used.  Registration is not required.  Any code in the code range can be selected as desirable.
6.3.3.2 Data Model for the Registry
	Classes 
	Application Values
	Encoding
	Description
	What is registered

	Well-known Application Ids
	0x0000 – 0x7FFF
	
	Well-Known values are set as specified by the OMA working group processes. The application as represented by the URI must be defined in an associated OMA specification. URNs are required for URI and NID in URN [ rfc2141 ] MUST be 'x-wap-application'.
	Assigned Number 
URN
Description

	Registered Application Ids
	0x8000 – 0xFF000000
	
	Reserved values, registered and managed by OMNA. URN with NID 'x-wap-application' cannot be used.
	Assigned Number 
URN

Registrant (with mailto:)
Description

	Private Application Ids
	0xFF000001 – 0xFFFFFFFF
	
	Experimental values, registered by OMNA only for advisory purposes. URIs in the Well-Known and Reserved categories SHOULD NOT be used.
	Assigned Number  
URN

Registrant (with mailto:)
Description




Table 10: PUSH Application ID Number Plan

The Naming Authority will allocate registered library ID tokens on an as-requested basis.

See WAP-189 PUSH OTA Specification for more information on PUSH Application identifiers. (add to References)
6.3.3.3 Submitting a request

In order to register a PUSH Application identifier, a short description of its use must be provided. A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-push-app-id.aspx
The information requested on the form is:

· Name 

· Email Address

· Requested PUSH Application ID’s URN
· Short Description

· Comments
6.3.3.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct

· Determine  the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification
6.3.4 EFI Namespaces

6.3.4.1 Purpose of Registry

External Functionality (EF) is a general term for components or entities with embedded applications that execute outside of the OMA Application Environment, and conform to the EF Requirements. The External Functionality can be built-in or connected to a mobile terminal. This connection can be permanent or temporary and realized virtually with software or a real connection.

The name scheme is defined in the EFI Framework [EFIFRM] document (see OMA-WAP-EFI-v1_1). A simple view of the model scheme is as follows:
'efi://' Server '/' [ Service ] [ '?' Parameters ]

(Add to references)
6.3.4.2 Data Model for the Registry

The registrant must develop an EFI Class in accordance with the EFI Class Definition Process [EFICDP].  Upon completion, the registrant submits the EFI Class name to OMNA for registration, together with a description of the class (the class specification) represented by the name.

· OMNA verifies that the Class name is not registered and follows the General Rules below

· OMNA assigns the name for the Class specification

General Rules for EFI Class names:

· Class names MUST be unique within the scope of EFI

· Class names MUST NOT be one of the reserved words defined in the EFI Framework [EFIFRM]

· Well-known class names MUST NOT contain company names or registered trademarks.

· In the event that there is a clash between class names, OMA member companies SHALL have precedence in selecting the class name.

EFI Classes may be submitted to OMNA as “Registered” or “Well-known” classes.  The implications for these two types of classes are as follows.

Registered:

· OMNA provides protection of the class name only after submission

· MUST have a named owner that maintains the class specification

· The owner can make changes to the class specification without control of OMA

· It is also under the owner's control to provide any means for ensuring interoperability

The class specification written according to the above is chosen to be under control of the issuer only or to be proposed as a well-known OMA-Class-Specification.  If a class fails to get support, it can be registered as a registered class and left in that state.

When the class specification is in the state registered, it needs to have an assigned owner.  The owner could be a person, a company or an organisation.

Registered class specifications are outside of OMA's purview and conformance testing needs to be driven through the owner if wanted.

Well-known:

· Uses the standard name space publicly available through OMA web sites

· Class specifications are developed through standard OMA process

· Reliability and interoperability is provided by OMA means like test assertions and conformance statements

Class specifications are the responsibility of OMA, specifically the MAG.  If there is an appropriate drafting committee, OMA can assign the responsibility to it.  MAG is understood as a placeholder for the charter-documents of any group appointed by MAG.
In order to register a vendor specific name, the following information should be submitted to the Naming Authority:
vendor-class-name:
Desired name for the vendor-specific class

Company name:

Name of the company

Contact person:

Name of the contact person within the company with eMail address of the contact person

Description:

Optionally, a short description of how this class will be used.

Registered class will be accessed/placed within the EFI namespace in the following form: "efi:/vnd.<vendor-name>, where <vendor-name> is the name of the registered vendor.

The names of the classes are case-insensitive

	Classes 
	Allowed Characters
	Encoding
	Description
	What is registered

	Well-Known classes
	[A..Z, a..z, 0..9, "_"]
	1 to 16 characters
	
	Server Name

Description of EF Class

Specification defining Class

	Registered classes
	[A..Z, a..z, 0..9, "_"]
	1 to 16 characters
	
	Server Name

Description of EF Class

URL of declaration for the class

	
	
	
	
	


Table 11: EFI Namespace Class Encoding

The Naming Authority will allocate registered library ID tokens on an as-requested basis.

The External Functionality Interface (EFI) allows access to that functionality through the namespace corresponding to a special class of defined functionality; so called EF Class. The name scheme is defined in the EFI Framework [EFIFRM] document (see OMA-WAP-EFI-v1_1).  (Add to references).

Note that 'vnd' and 'agent' have special meanings and are only used as specific component part in the registered class namespace. Vendor registered classes must start with 'vnd.' and EF Class Agents may only end with '.agent'. No other uses for 'vnd' and 'agent' are permitted.

6.3.4.3 Submitting a request

In order to register EFI…. A form for submitting a request may be found at http://www.openmobilealliance.org/Technical/omna/omna-req-efi-ns.aspx

The information requested on the form is:

· Name 

· Email Address

· Server Identifier

· Descriptive name

· Comments
6.3.4.4 Processing a request

The steps to take are:

· Check that the request seems valid and is not generated by a spam generator or someone testing the form

· Check that the mandatory information has been provided and is valid

· Determine if the request is for a Well Known Value, a Registered Value or a Private or Experimental Value

· If the request seems reasonable and correct

· Determine  the next available value

· Assign the next available value

· Update the OMNA page

· Inform the requestor and the OMNA exploder list

· If the the request is incomplete or there are doubts

· Contact the requestor and request clarification
6.4 Security Related Assignments
6.4.1 ISO Object Identifiers (OIDs)

Editors Note: This section was taken from OMA-OMNA_Process-V1.0-20030630-D

6.4.1.1 Purpose of Registry

6.4.1.2 Data Model for the Registry

Prior to OMA, the WAP Security Group (WSG) has applied for, and received, a root OBJECT IDENTIFIER (OID) from ISO/ITU-T.  This OID and its descendants can be used in any specification, which needs to define protocol data units distinguishable with OIDs.  OMNA will be in charge of the registration procedure for allocating object identifiers below its root, and probably also some organization of these identifiers at the top-level.  Refer to the OMNA Web page for the up-to-date ISO Object Identifiers definitions.  
6.4.1.3 Data Model for the Registry

The following is just an example.

WAP's root object identifier:

wap OBJECT IDENTIFIER ::= {joint-isu-itu-t(2) identified-organizations(23) 43}

WSG has defined the following identifiers:

wap-modules OBJECT IDENTIFIER ::= {wap 0}




-- for use when defining ASN.1 modules. Can be used by any WAP group.

wap-wsg OBJECT IDENTIFIER ::= {wap 1}


-- Used in WIM specification

wap-at  OBJECT IDENTIFIER ::= {wap 2}


-- Attributes branch, for use by any WAP group

wap-ce  OBJECT IDENTIFIER ::= {wap 3}


-- Certificate extensions branch, for use by any WAP group

wap-oc  OBJECT IDENTIFIER ::= {wap 4}


-- Object class branch, for use by any WAP group

In "public" branches (i.e. not the {wap-wsg} branch), the following object identifiers has been defined:

wap-ce-domainInformation        OBJECT IDENTIFIER ::= {wap-ce 1}


-- Certificate extension

wap-oc-wapEntity                OBJECT IDENTIFIER ::= {wap-oc 1}
-- Auxillary Object Class


6.4.1.4 Submitting a request

6.4.1.5 Processing a request

The OMNA Web Page will be used to register the OIDs.  When a request is received by OMNA, the request will be forwarded to the WSG group.  When the group approves the OID, the requester will be informed of the approval and the registered OIDs will be updated on the OMNA web pages.  An OID is not considered to be registered until the Security Group approves it and is published on the OMNA web page.  The following information is required by OMNA for OID registration:

OID-name:

Desired name for the OID

Company name:

Name of the company

Contact person:

Name of the contact person within the company with eMail address of the contact person

Description:

Optionally, a short description of how this OID will be used.

6.4.1.6 Processing a request

6.4.2 GBA Protocol Identifiers
6.4.2.1 Purpose of Registry

The GBA Protocol Identifier is a five-octet string and is defined in 3GPP TS33.220. The first octet in the string defines the Organization allocating the identifier. OMA has been assigned the value 0x03 and this OMNA registry records all identifiers with this Organization value. 

The values in this registry are made available for use in various OMA Enablers. It not expected that OMA will asign values for other organizations. 

6.4.2.2 Data Model for the Registry

With the first octet of the GBA Protocol Identifier set as the OMA Organization code (0x03), the remainng four octets are available for assignment. To provide as much flexibility as possible in its use, most of the available space will be reserved and not committed initially. 

At the present, three address schemes in addition to the reserved area are being declared: 

· Non-versioned schemes
The first three octets will be 0x03,0x00,0x00 and the last two octets will declare the specific scheme
  

· Versioned schemes that will have some octets available for option codes
The first two octets will be 0x03,0x00 and the third octet will be a value from 0x01 to 0xFF which will define the protocol family and the last two octets can provide additional information within the selected protocol family
  

· Experimental usage - these will not recorded
The first two octets will be 0x03,0xFF with the remaining octets usable for any purpose
  

· Reserved for future use
With the first octet set to 0x03, all whose second byte ranges from 0x01 to 0xFE will be reserved 

6.4.2.3 How to get a Registration
At present, only OMA Working Groups may receive a GBA Protocol Identifier from the OMNA registry. 

When an OMA Working Group needs a value from this registry they should follow these steps: 

1. Work with the OMA Security Working Group when they need to determine how they can use existing schemes or need to declare their own. If they can reuse one, the OMNA registry can capture that (go to step 4) 

2. If a new scheme needed, the OMA Security Working Group shall determine if the requested need fits the current data model in which case it will inform the requesting Working Group of their assignment. This usage will also be notified to REL Committee such that the OMNA registry can be updated. 

3. If the current data model is unsatisfactory, the OMA Security Working Group will work with REL to establish a new scheme. The requesting Working Group will then be notified of their assignment and REL will update the OMNA registry to record both the new data model and the assignment. 

4. The Requesting Working Group will provide information to the REL representative working on the OMNA update regarding references so that it can revise the OMNA registry accordingly. 

6.4.2.4 Referencing an Assignment in the OMNA Registry
There may be times that a specification needs to reference the OMNA Registry to point people to values that are available for use. In addition, it may make sense to point to OMNA to make it clear that an assignment being mentioned is valid. In these cases, it will be good to have a formal reference to the OMNA information. 

The current practice for OMNA references is to point to the main OMNA directory and provide information to permit a person to click to the appropriate registry. This allows for future revisions to the registry structure or presentation as the OMNA main page will be the only page that needs to be protected. 

An example usage of a reference to this registry is 

	...The Ua security protocol identifier that shall be used for this activity is declared in OMNA GBA Protocol Identifier Registry [OMNA_USPI]... 


And an example of the reference itself is 
	[OMNA_USPI] 
	OMNA GBA Protocol Identifiers Registry,
URL: http://www.openmobilealliance.org/tech/omna 


6.4.2.5 Example Level 4
6.5 Device Management - Client Provisioning
6.5.1 General Format

The registration information must be provided in a text file written in English. The name of the file must end with '.txt'. The beginning of the file name should be equal to the APPID value used for the application type. If the APPID is a URI, some appropriate name that is not likely to collide with other registration information file names must be selected. OMNA reserves the right to rename the registration information file as it sees fit.

The registration information file must contain the following sections:

· Identifying information

· Well-known parameters

· Application-specific parameters

· Parameter values

Each section starts with its name written in uppercase followed by a line containing hash mark '#' characters. If some section would have no content, this is indicated with the text 'N/A' (not applicable).

Each section is composed of information items. The name of each information item is at the beginning of a line and is terminated with a colon ':'. If the item description fits on a single line, it must be on the same line as the item name. Otherwise it must start on a new line and each line in the description must start with a tab character. The item description must end with a full stop '.'.

The registration information file is terminated with a line containing the string '###END###'.

The content of each section in the registration information file is described in the subsections below. The text that the submitter of the document is expected to provide is described in italics. 

The information item 'Status' is required for parameters and parameter values. Normally the value is 'Required' indicating that all user agents for the application type must handle the parameter according to the description. 'Optional' indicates that the parameter does not have to be implemented, but an implementation must be done according to the description. If use of the parameter is discontinued or it is replaced with some other parameter, the value must be 'Deprecated in <N>' where '<N>' is the registration version number in which this happened.

Using parameters that have to be labelled 'Optional' is not recommended. The server has no guarantee that the provisioned value has the intended effect and the bytes sent over the air may end up being totally wasted. However, in some cases documenting such parameters may still be worthwhile to provide a common basis for provisioning features that e.g. cannot be supported in some special class of client. 

The 'Occurs' information item can be used to tell that the application never uses a parameter (0/0) or that a parameter must always be included in a provisioning document (e.g. 1/1).

The information item 'Default value' tells which value will be used if the parameter is not present. The value 'None' indicates that there is no explicit default value, not even the empty string "". However, the application may give a specific interpretation to the absence of a parameter (e.g. ADDRTYPE).

6.5.2 Identifying Information

This section must contain the following information items in the given order:

APPID: Used application identifier.

APPID type: One of the following APPID types:

OMNA:  for X-OMA-Application-ID values registered with OMNA 

IANA: for port numbers registered with IANA

URI: for unregistered, vendor-specific URI values
Owner: Name of the person or body maintaining the registration information file.
Contact: Name and e-mail address for inquiries about the registration information file. 

Registration version: 

Version of the registration information file. Updated when new parameters are added, existing parameters are deprecated or the usage of existing parameters changes.The value is a  number counted from '1'. 

Registration timestamp: 

Time when the registration information file was modified in the format YYYY-MM-DD (year, month, day). It will change also when errors in the registration information file are corrected, although the registration version is not incremented in that case.

Application description: Brief description of the application type. 

Application reference: 

List of references describing the application type and/or the protocols used by it, and information on how to obtain them. The most preferred type of reference is a publicly available URL.

6.5.3 Well-known Parameters

This section documents which of the parameters defined in the Provisioning Content specification actually are used by an application user agent. 

Only parameters occurring within the APPLICATION characteristic are expected to be listed. However, parameters occurring in other characteristics (e.g. BOOTSTRAP or PXLOGICAL) may be listed, if they have a specific meaning for the application user agent.

Use of APPID and APPSERVER-ID does not have to be explicitly documented, since these parameters are mandatory. Use of APPADDR/ADDR must be documented, but use of APPLICATION/ADDR must not be described separately, because it is equivalent to APPADDR/ADDR when it can be used. If some other parameter is not mentioned, this is equivalent to describing it with 'Occurs: 0/0'. 

The description of each parameter contains the following information items in the order listed below. Each description is terminated with a line containing hyphens '-'.

Characteristic/name: Name of characteristic in which parameter occurs/name of parameter.

Status: Required/Optional/Deprecated in version.

Occurs: 

The number of  times the parameter may occur given as: minimum/maximum (e.g. 0/1).
The maximum value indicates the number of parameter values that all implementations of the application must be able to accept from a provisioning document.

Default value: None/"Default value in string quotes".

Used values: 

List values (e.g. authentication methods) actually used by the application using string quotes "" . 
In the case of AACCEPT, describe which kinds of content type specifiers the application recognises.
In the case of ADDR, list the supported address types.
In the case of URI, describe which kinds of URI (e.g. absolute or relative) the application recognises.
If some specific encoding of the value (e.g. BASE64) is required, state it here.
If the values cannot be enumerated and there is no other information to provide, fill in N/A.

Interpretation:

Possible notes on the interpretation of the parameter. 
If APPSERVER-ID is used also for some other purpose than distinguishing between definitions related to different application service instances, describe the expected effect.
If STARTPAGE is used, describe the expected effect.
If the Provisioning Content specification gives all the necessary information, fill in N/A.
6.5.4 Application-specific Parameters

This section documents the used application-specific provisioning parameters. There should be as few such parameters as possible, since the bootstrap provisioning mechanisms cannot carry a large amount of data. Ideally only parameters required to make the application operational at a basic level of functionality should be included.

The application-specific parameters and their values will also be embedded in the provisioning content as literal strings, so it is highly recommended to select reasonably short parameter names and parameter value keywords.

The description of each parameter contains the following information items in the order listed below. Each description is terminated with a line containing hyphens '-'.

Characteristic/name: 

Name of characteristic in which parameter occurs/name of parameter. The name of the parameter is case-sensitive.

Status: Required/Optional/Deprecated in version.

Occurs: 

The number of  times the parameter may occur given as: minimum/maximum (e.g. 0/1).
The maximum value indicates the number of parameter values that all implementations of the application must be able to accept from a provisioning document.

Default value: None/"Default value in string quotes".

Format: 

Define the format of the parameter values. Preferably reference an applicable specification. For example, 'URI [RFC2396]' or' e-mail address [RFC822]'. If some specific encoding of the value (e.g. BASE64) is required, state it also here. 
If the values are keywords with an arbitrary format, fill in 'See Used values'.

Used values: 

List values  actually used by the application using string quotes "".
 If the values cannot be enumerated, use N/A (not applicable) as the item description.

Interpretation:

Describe the intended effect of the parameter as accurately as possible. Refer to the listed application references as needed. The effect of individual parameter values is intended to be described in the Parameter Values section.
6.5.5 Parameter Values

This section documents the effects of specific parameter values.

The description of each parameter value contains the following information items in the order listed below. Each description is terminated with a line containing hyphens '-'.

Characteristic/parameter/value: 

Name of characteristic/name of  parameter/ parameter value. The value strings are case-sensitive.
Status: Required/Optional/Deprecated in version.
Interpretation:

Describe the intended effect of the parameter value as accurately as possible. Refer to the listed application references or other applicable references (e.g. RFCs) as needed.
6.5.6 Example of a Registration Information File

This is a hypothetical example from the Provisioning Content specification. The actual registration of the application type may be different.

IDENTIFYING INFORMATION

#######################

APPID: 25.

APPID type: IANA.

Owner: OMA Device Management Client Provisioning Drafting Committee. 

Contact: DM Client Provisioning DC <info@mail.openmobilealliance.org>. 

Registration version: 1.

Registration timestamp: 2003-05-22.

Application description: E-mail transmitter. 

Application reference: 

URL:http://www.ietf.org/rfc/rfc821.txt and URL:http://www.ietf.org/rfc/rfc822.txt. 

WELL-KNOWN PARAMETERS

#####################

Characteristic/name: APPADDR/ADDR.

Status: Required.

Occurs: 1/1.

Default value: None.

Used values: hostname, IPv4 address, IPv6 address.

Interpretation: N/A.

-------

Characteristic/name: APPADDR/ADDRTYPE.

Status: Required.

Occurs: 0/1.

Default value: None.

Used values: "IPV6".

Interpretation: N/A.

-------

APPLICATION-SPECIFIC PARAMETERS

###############################

Characteristic/name: APPLICATION/FROM.
Status: Required.

Occurs: 0/1.

Default value: None.

Format: e-mail address [RFC822].
Used values: N/A.

Interpretation: Value is used in the "From" header of sent mail messages.

-------

PARAMETER VALUES

################

N/A.

###END###
6.6 DRM

6.6.1 DRMS Registry
<text>

6.6.1.1 Purpose of Registry

6.6.1.2 Data Model for the Registry

6.6.1.3 Submitting a request

6.6.1.4 Processing a request

<text>

6.7 Namespace

6.7.1 OMNA URN/Namespace Registry
<text>

6.7.1.1 Purpose of Registry

6.7.1.2 Data Model for the Registry

6.7.1.3 Submitting a request

6.7.1.4 Processing a request

<text>

6.7.2 OMNA  Schema Based Namespace Registry
6.7.2.1 Purpose of Registry

6.7.2.2 Data Model for the Registry

6.7.2.3 Submitting a request

6.7.2.4 Processing a request

<text>

6.8 Presence

6.8.1 Service Description elements
6.8.1.1 Purpose of Registry

6.8.1.2 Data Model for the Registry

6.8.1.3 Submitting a request

6.8.1.4 Processing a request

<text>

6.9 XDM

6.9.1 URI ListUsage names
6.9.1.1 Purpose of Registry

6.9.1.2 Data Model for the Registry

6.9.1.3 Submitting a request

6.9.1.4 Processing a request

<text>

6.10 WDP Port Numbers
Editors Note: In OMA-OMNA_Process-V1.0-20030630-D this was Section 6.4. Moved here to keep OMNA registrations  together and external registrations together.

The WDP port space is equal to the UDP port space.  IANA acts as the assignment authority for this name space.

6.10.1.1 Purpose of Registry

6.10.1.2 Data Model for the Registry

6.10.1.3 Submitting a request

6.10.1.4 Processing a request

6.11 Information Element Identities for User Data Header over USSD

6.11.1.1 Purpose of Registry

6.11.1.2 Data Model for the Registry

6.11.1.3 Submitting a request

6.11.1.4 Processing a request

The WAP specification [WAPGSMUD] defines how the User Data Header shall be mapped onto the GSM Unstructured Supplementary Service Data (USSD).  The User Data Header is specified in [GSM 03.40] for the GSM Short Message Service (SMS).  It's an extensible mechanism for adding control information related to the user data in the short message.  The Information Element is a container mechanism that holds the control information.  Each Information Element has a unique identifier.  For GSM SMS the identifiers are defined in [GSM 03.40].  When the User Data Header is used over USSD the Information Element identifiers are defined here.

	Information Element
	Identity 

	Same as GSM 03.40 sections 9.2.3.24
	0x00 – 0xDF

	USSD Dialogue Control Protocol (UDCP)
	0xE0

	Reserved for future use
	0xE1 – 0xFF


Table 17: WSP Header Field Name Number Plan

The [WAPGSMUD] specified the USSD Dialogue Control Protocol (UDCP). It's used to hide the alternating half-duplex nature of a USSD dialogue.

6.12 Example Level 2

<text>

6.12.1 Example Level 3

6.12.1.1 Purpose of Registry

6.12.1.2 Data Model for the Registry

6.12.1.3 Submitting a request

6.12.1.4 Processing a request

<text>
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Figure 1: Example Figure

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 18: Example Table
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Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

B.1 App Headers

<More text>

B.1.1 More Headers

<More text>

B.1.1.1 Even More Headers

<More text>
Appendix C. Template for adding a new OMNA name or number space

C.1 <Number/Name space group> (e.g. WSP, Security, etc)

<More text>

C.1.1 <Number/Name space> (e.g. PUSH Application ID)

<More text>

C.1.1.1 Registered information

For each registry consider
· Who registers it

· What is registered
· Classes of Parameters

· Code Values
· Encoding

· Other information

· Description
	Classes of Extended Methods
	Code Values
	Encoding
	Description
	What is registered

	Well-known-Extended Methods
	
	
	
	Assigned Number 

	Registered-Extended Methods
	
	
	
	Assigned Number 

	Private-Extended Methods
	
	
	
	Assigned Number  




Table 5: XXX Plan

· Preconditions, such as Registration with IANA

· Specifications which give information on the use of the registered value

C.1.1.2 Submitting a request

· URL for the form to request registration
C.1.1.3 Processing the request request

· DSO actions on receiving a registration request
C.1.1.4 Sup file handling

· SUP file handling
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