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Recommendations

	ID
	Open Date
	Section
	Description
	Status

	001
	2005.03.31
	
	There was a question about which enablers would be supported by DM 1.2.  The answer was essentially "any enabler which defines DM1.2 Management Objects".  However the process for "OMA" release of Management Object definitions is apparently unclear.  The DM group participants in our call suggested that they are part of the enabler ERP and not part of the DM ERP.  This makes sense because it allows DM applicability to be extended without changing the DM enabler directly.  However e.g. the PoC enabler just released does not include the DM Management Objects for PoC although these were defined between DM and POC.  Maybe the REL experts can help out with how the process should work? (REQ WG)
	Action to REL and OPS.
This item is closed.

	002
	2005.04.04
	All
	The SCR tables in the DM documents are rather sparse, and that more entries in the SCR tables would be preferable. (Peter Thompson, Qualcomm)
	Accept.
DM accepts the SCR tables as they are.
This item is closed.

	003
	2005.04.04
	ETR
	5.1.1.1 Mandatory test cases for Client. The following should not be mandatory:

· Client initiated session

Currently states it is “Required to test whether a client initiated session is performed properly.”

However, it is not mandatory for a client to support Client-Initiated Mgmt session. Test requirement should be reworded to test whether session is started correctly by client regardless of whether “initiated” by server (e.g. by Server Initiated Notification) or by client trigger (e.g. by UI or timer).

· Multiple messages per package

Spec currently states, “Required to test whether a package fragmented into multiple messages is sent and received properly.”

However, support for multiple messages per package is not required unless sending large objects. Support for large objects is optional in the client. So client should not be required to support multiple messages per package unless also supporting large objects.

· Support for client and server initiated alerts

Spec currently states, “Required to test client and server initiated alerts and Generic Alert message elements are utilized properly. For generic alerts, the server is required to receive the alert from the client.”

However, support for sending alerts from either client or server is not mandatory. This test may be made dependent upon support for each type of alert. From the DM-Protocol SCR table:

      

DM-PRO-Alert-C-010

Sending Server-Initiated mgmt Alert

8.3

O

DM-PRO-Alert-C-011

Sending Client-Initiated mgmt Alert

8.3

O

I was unable to determine whether there are any SCR entries which are dependent on these optional elements. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0187 addresses this.
This item is closed.

	004
	2005.04.04
	ETR
	5.2 "Servers which implement this version (OMA DM 1.2) of enabler MUST be compatible with OMA DM 1.1.2 clients."

Need language added to spec that clarifies how a down-version client should respond to an up-version Notification. Reject? Accept but initiate session at client version level? This will likely need to be added to previously approved enablers as an “erratum” since it only affects DM 1.1.2 client implementations.

And since down-version clients will reject messages with a DTD version they do not recognize and will reject any packages with a VerProto <> 1.1.*, we also need DM 1.2 spec language that requires servers to accept a Pkg#1 formatted by a 1.1.2 client and respond by formatting and labeling all further outgoing packages with VerProto 1.1.2. 
(Miller Abel, Microsoft)
	Accept. 

CR OMA-DM-2005-0186 addresses this. 

This item is closed.

	005
	2005.04.04
	Protocol
	In section 11 (Example), the value of Source LocURI in the SyncHdr sent by the client is NOT equal to the value sent in ./DevInfo/DevId. But in the DM 1.1.2 ETS 5.1.4, it states: "The value of Source LocURI in the SyncHdr sent by the client MUST be equal to the value sent in ./DevInfo/DevId".

Since LocURI must be either a relative URI, absolute URI, or a URN, there should be language added to the specs that indicate how the ./DevInfo/DevId <Data> element should be formatted in Pkg#1 to accomplish this. For example, should it include the URN namespace, “IMEI:1234567890” or should it contain only the IMEI value, “1234567890”? The relevant examples in DM-Protocol should be updated to reflect the best practice. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0190 addresses this.
This item is closed.

	006
	2005.04.04
	RepPro
	Appendix C. MIME Media Type Registration. It states the default value for verproto and verdtd in Content-Type header is DM/1.2. But in DM v1.1.2 spec, same section, it states the default value is DM/1.1.

Since the content-type “verproto” value is intended to be used by edge servers for routing to a properly versioned server or client, if omitted, there should be no expectation by the sender that this edge routing will occur. The default version value should be removed from the MIME-type registration document (and this section of the RepPro spec) before it is submitted. There should be no assumed default value if the parameter is omitted and in that case, the client or server software should make its own determination as to version compatibility. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0185 addresses this.
This item is closed.

	007
	2005.04.04
	Bootstrap
	For smartcard bootstrap, it isn't clear removing the DM server is purely based on server id or other information.

For smartcard bootstrap, it isn't clear from the specification whether at device power-on, the client should sync its configuration with bootstrap information in SC (assuming that information is discovered to be different). 
(Miller Abel, Microsoft)
	Accept.
Comment withdrawn.

	008
	2005.04.04
	StdObj, section 5.3.1.20
	x/AppAuth/<x>/AAuthType: HTTP-BASIC and HTTP-DIGEST are listed as Required.

These authentication types indicate Transport Layer Authentication which is optional in the client and so support for these values should be optional in the client. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-184 addresses this.
This item is closed.

	009
	2005.04.04
	TND, section 6.2
	"The management tree can be extended at run-time. This is done with the Add or Replace command and both new interior nodes and new leaf nodes can be created. However, the parent of any new node MUST be an existing interior node".

Since implicit Add is possible in 1.2, the parent of new node needn't be an existing interior node. Reword or remove this requirement. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0171 addresses this.
This item is closed.

	010
	2005.04.04
	TND, section 7.2
	7.2. Support for Size property is still MUST.

Agreed CR not reflected in specs: "Size MAY for leaf nodes MUST NOT for interior nodes"
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0094R01 applied.
This item is closed.

	011
	2005.04.04
	TND, section 7.7.2
	Format states, "Note that the value b64 is not used in the Format property of any node in the management tree."

The spec should NOT limit the usage of b64 format for actual node values exposed through the DM tree. The client should have the freedom to decide whether to save a b64 encoded node value directly and expose it as b64 in the tree. A good example of this is X.509 Certificates that may be saved directly in b64 encoded format rather than binary. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0183 addresses this.
This item is closed.

	012
	2005.04.04
	TND, section 7.7.7.2
	Interior node (Type) For simplicity and portability, each name element is currently restricted to (case sensitive) alphanumeric characters"

This restriction should be removed. Several CRs have been agreed and applied to remove the restriction that node names are case-sensitive. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0171 addresses this.
This item is closed.

	013
	2005.04.04
	TND, section B.1
	The request (DMTND-Prop-C-004) of Size is still listed as “M” instead of “O” as it should be, given recently agreed CR. 
(Miller Abel, Microsoft)
	Accept.
CR OMA-DM-2005-0094R01 addresses this.
This item is closed.

	014
	2005.04.05
	Protocol, sections 8.3, 8.4, 8.5, 8.6
	Inconsistency in the package definition and command definition, client event and generic alert are missing in the package definition.

OMA-DM-2005-0096R02 already agreed in DM WG

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0096R02 takes care of this comment.
This item is closed.

	015
	2005.04.05
	Protocol, section 9, 9.3, 9.4.2, 
	Conflicting requirements on if the client needs to support Application Layer Security and Transport Level Security compared to the definition in DMSec. 
OMA-DM-2005-0096R02 already agreed in DM WG.

(Svante Alnås, Ericsson)
	Moved to Editorial section.

	016
	2005.04.05
	Protocol, section 9.1, 9.4.1
	Conflicting requirements on if the client needs to support Application Layer Security and Transport Level Security compared to the definition in DMSec. 
Submitted proposal to Singapore: OMA-DM-2005-0166 

(Svante Alnås, Ericsson)
	Moved to Editorial section.

	017
	2005.04.05
	StdObj, section 5.3.1.19
	Conflicting requirements on if the client needs to support Application Layer Security and Transport Level Security compared to the definition in DMSec. 
Submitted proposal to Singapore: OMA-DM-2005-0162 

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0162 takes care of this comment.
This item is closed.

	018
	2005.04.05
	Protocol, TND, RepPro
	Incomplete SCR table, several features missing in the SCR table. 
OMA-DM-2005-0096R02 already agreed in DM WG (for Protocol) 

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0096R02 takes care of this comment for the Protocol document.
The comment for TND and RepPro is withdrawn.
This item is closed.

	019
	2005.04.05
	TND, sections 5, 7.3, 7.7.7.2
	Inconsistent definition of the DMAcc Management Object. 
OMA-DM-2005-0124 already agreed in DM WG

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0124 takes care of this comment.

This item is closed.

	020
	2005.04.05
	TND, section 9.4.2.7
	Inconsistent definition of the content model of the Type property in TND and the DTD.  
OMA-DM-2005-0125 already agreed in DM WG 

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0125 takes care of this comment.
This item is closed.

	021
	2005.04.05
	TND, sections 9.4.2.7, 9.4.3.8
	Inconsistent definition of the content model of the Type & DFType property in TND and the DTD. 
Submitted proposal to Singapore: OMA-DM-2005-0134R01

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0134R02 takes care of this comment.
This item is closed.

	022
	2005.04.05
	TND, section 5.3.1.20
	Inconsistent definition of the authentication elements and also invalid references. 
Submitted proposal to Singapore: OMA-DM-2005-0157

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0157 takes care of this comment.
This item is closed.

	023
	2005.04.05
	TND, section 5.3.1.12
	Inconsistent definition of “<X>/AppAddr/<X>/Addr” and “<X>/AppAddr/<X>/AddrType”. 
Submitted proposal to Singapore: OMA-DM-2005-0159

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0159R01 takes care of this comment.
This item is closed.

	024
	2005.04.05
	Security, sections 5.1, 5.2.1.1
	Inconsistent usage of server identifier.
Submitted proposal to Singapore: OMA-DM-2005-0160

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0160 takes care of this comment.
This item is closed.

	025
	2005.04.05
	StdObj
	Inconsistent usage of server identifier. 
Submitted proposal to Singapore: OMA-DM-2005-0161

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0161R01 takes care of this comment.
This item is closed.

	026
	2005.04.05
	Protocol, sections 6.5.1, 6.5.2, 6.5.3, 6.5.4, 6.5.5, 6.5.6, 6.5.7, 6.5.11, 6.5.14
	Inconsistent definition of status codes. For example the protocol defines how to report error conditions for large object transfer and none of these error codes are listed in the list of valid status codes for the command there the large object must be located. 
Submitted proposal to Singapore: OMA-DM-2005-0164

(Svante Alnås, Ericsson)
	Accept.
Comment withdrawn.

	027
	2005.04.05
	ETR, section 5.1.1.1
	Inconsistent definition on whatever the client MUST support SSL3 and TLS. In DM DMSec it is optional but in ETR it is mandatory. 

Should not be mandatory test case

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0189 addresses this.
This item is closed.

	028
	2005.04.05
	All
	File name version number is incorrect (should be V1_2 instead of V1_2_0).

(Svante Alnås, Ericsson)
	Accept.
To be corrected by DSO.
This item is closed.

	029
	2005.04.05
	TND, section 2.1
	Incorrect URI for [AMT].
URL for reference [AMT], Assigned media types. Internet Assigned Numbers Authority.URL:http://www.isi.edu/in-notes/iana/assignments/media-types/: seems to be wrong, it is redirected to www.iana.org if that one should be used that reference should be used.
(Svante Alnås, Ericsson)
	Moved to Editorial section.

	030
	2005.04.05
	TND, section 6.2.2
	The reference to [AMT] is wrong.

Change to [RFC2396].

(Svante Alnås, Ericsson)
	Moved to Editorial section.

	031
	2005.04.05
	Notification, section B.1
	In the SCR table the reference is wrong to the item “DM-PRO-Alert-C-010” since the DMPro is already updated with CR OMA-DM-2005-0096R02.

(Svante Alnås, Ericsson)
	Moved to Editorial section.

	032
	2005.04.05
	StdObj
	We define 4 MO but only one Identifier to one of them, what is the MOIdentifier to the other 3? Document to fix that is: OMA-DM-2005-0167-CR-StdObj-MOIdentifier

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0167R01 takes care of this comment.
This item is closed.

	033
	2005.04.05
	Bootstrap
	During bootstrap from smart card, if the location of the Add command is occupied in the management tree then the device will not be bootstrapped. This is an inconsistency/interoperability problem, if DM Bootstrap is supported the specification mandates a way of bootstrapping from smartcard. But without the "./Inbox" support it is not guaranteed to work.
(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0191 addresses this.
This item is closed.

	034
	2005.04.05
	Bootstrap, section D.1
	In DMBoot the OID is defined as TBD, this value must be reserved. 
(Svante Alnås, Ericsson)
	Accept.
The OID will be assigned by OMNA during Candidate state.
This item is closed.

	035
	2005.05.02
	StdObj
	Use of Inbox during DM bootstrap contains a security risk.
	Accept.

CR OMA-DM-2005-0212-StdObj_Use-of-Inbox-node-and-associated-Bootstrap-security-risk is addresses this comment.
This item is closed.


Editorial Comments

	Document Rev
	Section
	Description
	Status

	
	
	
	

	Protocol
	9, 9.3, 9.4.2
	Conflicting requirements on if the client needs to support Application Layer Security and Transport Level Security compared to the definition in DMSec. 

OMA-DM-2005-0096R02 already agreed in DM WG.

(Svante Alnås, Ericsson)
	Accept.

CR OMA-DM-2005-0096R02 takes care of this comment.
This item is closed.

	Protocol
	9.1, 9.4.1
	Conflicting requirements on if the client needs to support Application Layer Security and Transport Level Security compared to the definition in DMSec. 

Submitted proposal to Singapore: OMA-DM-2005-0166 

(Svante Alnås, Ericsson)
	Accept.
CR OMA-DM-2005-0166 takes care of this comment.
This item is closed.

	TND
	2.1
	Incorrect URI for [AMT].

URL for reference [AMT], Assigned media types. Internet Assigned Numbers Authority.URL:http://www.isi.edu/in-notes/iana/assignments/media-types/: seems to be wrong, it is redirected to www.iana.org if that one should be used that reference should be used.

(Svante Alnås, Ericsson)
	Accept.

Action to DSO to update reference.

This item is closed.

	TND
	6.2.2
	The reference to [AMT] is wrong.

Change to [RFC2396].

(Svante Alnås, Ericsson)
	Accept.
Action to DSO to update the reference.

This item is closed.

	Notification
	B.1
	In the SCR table the reference is wrong to the item “DM-PRO-Alert-C-010” since the DMPro is already updated with CR OMA-DM-2005-0096R02.

(Svante Alnås, Ericsson)
	Accept.
Action to DSO to update the reference.

This item is closed.
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