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	Review Report Document Id
	OMA-RDRR_Client_Side_CS_FW-V1_0-20041029-A
	 FORMCHECKBOX 
 OMA Confidential

	Document Being Reviewed:
	OMA-RD_Client_Side_CS_FW-V1_0-20040928-D

	Group Presenting Document:
	BAC-MAE

	Date of This Report:
	29 of October 2004


OMA Groups Involved

	Name Of Group
	Role
	Invited
	Comments Provided

	
	
	
	

	Requirements
	Reviewer
	 FORMCHECKBOX 

	Had some involvement and has seen the document during an informal review

	Architecture
	
	 FORMCHECKBOX 

	No prior involvement 

	Security
	
	 FORMCHECKBOX 

	No prior involvement

	IOP
	
	 FORMCHECKBOX 

	No prior involvement

	BAC-MAE
	Host
	 FORMCHECKBOX 

	This group had prior involvement in this work


Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id

	Preliminary
	2004.09.2
	Conference Call
	REQ Group
	OMA-RD_Client_Side_CS_FW-V1_0-20040910-D

	Full
	2004.09.29
	F2F
	REQ Group
	OMA-RD_Client_Side_CS_FW-V1_0-20040910-D

	Full
	2004.10.19
	Conference Call
	BAC-MAE
	OMA-RD_Client_Side_CS_FW-V1_0-20040928-D


Recommendations

	ID
	Open Date
	Section
	Description
	Status

	001
	2004.09.17
	Introduction, 

First paragraph
	Remove the first paragraph in the Introduction section and put it in the end of the section:

‘There is an urgent market demand for an effective countermeasure to the growing amount of malicious content delivered to mobile terminals before more lethal variants, such as self-spreading viruses and worms create havoc for networks and users as richer content become available’. 

Source: Ericsson (OMA-REQ-2004-0869)
	Closed
Agreed by BAC-MAE.

	002
	2004.09.17
	Introduction, 

First paragraph
	Add the following in the Introduction section: 

‘According to the Content Screening BOF (OMA-TP-2004-0213R02-CSBOF-Report-and-Recommendations), this should be standardized by OMA’.

Source: Ericsson (OMA-REQ-2004-0869)
	Closed
It was handled in BAC-MAE and agreed to change to:

According to “7.1 Recommendation for Client-Side Content Screening” of the Content Screening BOF ([CSBOFTR]), client side content screening framework should be standardized by OMA.

	003
	2004.09.17
	Introduction, 

First paragraph
	Delete the following text from the Introduction section: 

‘An OMA specified framework for mobile terminals will facilitate adaptation of existing client-side content screening technologies established within the PC environment to the mobile environment, providing a timely solution for an effective countermeasure to malicious content’.

Source: Ericsson (OMA-REQ-2004-0869)
	Closed
It was handled in BAC-MAE and agreed to change to:

‘An OMA specified framework for mobile terminals will facilitate adaptation of existing, or the development of, client-side content screening technologies to the mobile environment, providing a timely solution for an effective countermeasure to malicious content’


	004
	2004.09.17
	Introduction, 

First paragraph
	Add the following in the Introduction section: 

‘This document provides requirements on a client-side system for countering this’.
Source: Ericsson (OMA-REQ-2004-0869)
	Closed
It was handled in BAC-MAE and agreed to change to:

‘This document provides requirements on a client-side content screening framework for countering these threats’


	005
	2004.09.17
	6.1.1
	Add new requirement in section 6.1.1 as follows:

‘The client side CS framework SHALL be able to accept the result of the scan from other CS frameworks, both client- and server-based’

Source: Ericsson (OMA-REQ-2004-0869)
	Closed
BAC-MAE handled the proposed requirement and concluded that it is out of the scope of this Work Item.

	006
	2004.9.28
	6.2.1
	Comment by BAC-MAE

Content scanning functionality and its interfaces SHALL be trusted by the mobile terminal

	Closed
Suggested to revise 6.2.1 in order to avoid any misinterpretation that there is a trust relationship between multiple content screening frameworks. The agreed text is as  following:

‘’Content scanning functionality and its interfaces SHALL be trusted by the clients residing within the mobile terminal’.

	007
	2004.9.29
	
	Comment by REQ (WG Chair)

An issue was whether the same version of the RD handled in the technical group should be reviewed or the one taken from the time when the formal review started. To be discussed and solved.


	Closed
The version under formal review is the original version (20040910-D).  Comments listed in this Review Report are also against this version.

	008
	2004.9.29
	5.4.1
	Comment by REQ (WG Chair)
Use case 5.4. Section 5.4.1. When you roam you receive MMS from the home network anyway. Need rearrangement of the first sentence.


	Closed
Agreed to replace with ‘browser accessing a malicious image file’.

	009
	2004.9.29
	6.1.3 #3
	Comment by REQ (WG Chair)
What is the intention of severity level in this sentence?


	Closed
After the explanation by RD Editor: 

This may be used for presenting appropriate user notifications or user confirmation and is related to 6.1.4 #3.

	010
	2004.9.29
	6.2.6
	Comment by REQ (WG Chair)
Some interaction with Privacy is expected in particular on Spyware.


	Closed
Agreed to insert reference to [Privacy] in 2.1 and add the following two high-level functional requirements in 6.2.6:

1. Privacy: Privacy requirements SHALL be compliant with requirements stated in [Privacy].
2. Informational privacy: Content scanning functionality SHALL NOT expose personal data.


Editorial Comments

	Document Rev
	Section
	Description
	Status

	OMA-RD_Client_Side_CS_FW-V1_0-20040910-D
	5.7
	Blank section will confuse readers if it is lost or missing
	To insert “none”.

	
	6.2
	Each of the requirements requires to be numbered
	To number the requirements listed in 6.2.

	
	Appendix B 
	Appendix B to be deleted if empty
	To delete Appendix B.
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