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1. 
Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[CSP]
	"Client-Server Protocol Session and Transactions Version 1.3". Open Mobile Alliance™. URL: http://www.openmobilealliance.org

	[ERELD]
	“Enabler Release Document for IMPS”, Version 1.3, Open Mobile Alliance™, OMA-ERELD-IMPS-V1_3 URL: http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL: http://www.openmobilealliance.org/

	[IMPSRD]
	“OMA IMPS Delta Requirements”, Version 1.3, Open Mobile Alliance™, OMA-RD_IMPSDelta-V1_3, URL: http://www.openmobilealliance.org/

	[PRIVACY]
	“Privacy requirements for mobile services”, Version 1.0, Open Mobile Alliance™, OMA-RD_Privacy-V1_0_0 URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[SSP]
	"Server-Server Protocol Semantics Document Version 1.3". Open Mobile Alliance™. URL: http://www.openmobilealliance.org


	
	

	
	

	
	

	
	

	
	


2.2 Informative References

	[E.164]
	ITU-T Recommendation E.164 (05/97) The international public telecommunication numbering plan. URL:
http://www.itu.int/rec/recommendation.asp?type=folders&lang=e&parent=T-REC-E.164

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.1, Open Mobile Alliance™. OMA-Dictionary-V2_1, URL: http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Alias
	The name a user suggests others to use as NickName. Part of the User Presence – available only those who are authorized to retrieve it.

	Application
	An implementation of a related set of functions, often enabling one or more services. It may consist of software and/or hardware elements.

	Auto login
	A user setting within the device that allows the IMPS client to log into the IMPS service automatically without user action (e.g. selecting a "login" function or starting an application). The login sequence may be triggered at the client's discretion in a variety of ways (e.g. at power-on, when the service becomes available after an outage due to coverage, phone calls, use of other services etc.)

	Client
	A device, user agent, or other entity that acts as the receiver of a service. The IMPS protocol designates the IMPS client to be an entity that is establishing and maintaining the IMPS session.

	Contact
	The representation of a single user in the IMPS technology – consist of a User-ID and an optional NickName.

	ContactList
	A collection of Contacts that resides on the server, and essential part of presence authoring functions. It is possible to address IMs using the ContactListID as well.

	Device
	Equipment – including the hardware and the operating system software that is necessary for the operation of the hardware – that provides the functions necessary for the operation of the access protocols by the user. Device types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, etc.), data-only terminals, PDAs, laptop computers, desktop computers, PCMCIA cards for data communication, unattended data-only Devices (e.g., vending machines), and smart cards.

	Friendly Name
	A name that the user suggests for the general public to use as a nickname and is available to all users at all times.

	Inbox
	A local repository on the client device where the incoming messages are stored.

	NickName
	A name that is used internally in a client device to hide the User-ID of contacts from the end-user. It is not possible to address other users using the NickName.

	Inband transaction
	Transaction in the context of the session. The transaction carries an active Session-ID.

	Offline Message Notification
	A notification used to inform a logged-out recipient about an Instant Message sent to his User-ID and received on the IMPS server from his home domain. 

	Outband transaction
	Transaction outside of a session context. The transaction does not carry an active Session-ID.

	Private Group Conversation
	A temporary chat group that is the result of extending a one-to-one messaging to many-to-many messaging.

	Phonebook
	A local database in the terminal containing phone numbers, names, etc.

	Private profile
	A collection of information, which is available for the service provider only, and there is no way to retrieve it directly by any user. Users can perform searches based on private profile if the service provider allows it. The information is typically collected when the user buys his/her IMPS subscription.

	Public Profile
	A user’s profile information that is available to the public – it is maintained by the owner user and is searchable with some restrictions.

	Publisher
	The user that owns the presence information.

	Registration
	The action or process by which the IMPS service is activated for an individual, who generally is a subscriber of the mobile network operator. The Registration is logically subsequent to the user provisioning onto the IMPS system, which does not exclude that provisioning and registration are chronologically adjacent. 

If the Registration process is triggered seamlessly – i.e. without User intervention – when the Client makes the first login attempt onto the Server, then it is called Automatic Registration.

	Registered User
	A user for whom the IMPS service has been activated via Registration.

	ScreenName
	A combination of a name a user chooses in a group session, and the Group-ID itself. The user MAY have different ScreenNames for different occasions as well as on different groups. The ScreenName is always connected to a group.

	Session
	The IMPS session is a framework in which the IMPS services are provided to the IMPS client. The IMPS session is established using the ‘Login’ transaction and it is terminated with a ‘Logout’ or ‘Disconnect’ transaction.

	System Message
	A special type of message sent by the IMPS system for different purposes (e.g. advice of charge, service notifications, advertisements, instructions, etc). System Messages MAY contain a list of possible options and require actions or response from the user.


	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.3 Abbreviations
	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	AD
	Architecture Document

	AoC
	Advise of charge

	CSP
	Client-Server Protocol

	IM
	Instant Message

	IMPS
	Instant Messaging and Presence Service

	ISDN
	Integrated Service Digital Network

	MDN
	Mobile Directory Number

	MSISDN
	Mobile Station International ISDN Number

	OMA
	Open Mobile Alliance

	SAP
	Service Access Points

	SSP
	Server to Server Protocol

	T&C
	Terms and conditions


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler IMPS Version 1.3, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following documents of the latest available draft versions:

· OMA-RD_IMPSDelta-V1_3-20041118-C (Not Draft): OMA IMPS Delta Requirements.

· OMA-IMPS-CSP_Data_Types-V1_3-20050426-D: Client-Server Protocol – Data Types.

· OMA-IMPS-CSP_PTS-V1_3-20050425-D: Client-Server Protocol – Plain Text Syntax.

· OMA-IMPS-CSP_Transport-V1_3-20050424-D: Client-Server Protocol – Transport bindings.

· OMA-IMPS-CSP_WBXML-V1_3-20050426-D: Client-Server Protocol – Binary XML definition and Syntax.

· OMA-IMPS-CSP_XMLS-V1_3-20050425-D: Client-Server Protocol – XML Syntax.

· OMA-IMPS-CSP-V1_3-20050425-D: Client-Server Protocol.

· OMA-IMPS-MO-V1_0-20050424-D: OMA IMPS Management Object
· OMA-IMPS-PA_XMLS-V1_3-20050426-D: Presence Attributes – XML Syntax.

· OMA-IMPS-PA-V1_3-20050426-D: Presence Attributes.

· OMA-IMPS-SSP_Transport-V1_3-20050425-D: Server-Server Protocol – Transport bindings.

· OMA-IMPS-SSP_XMLS-V1_3-20050425-D: Server-Server Protocol – XML Syntax.

· OMA-IMPS-SSP-V1_3-20050425-D: Server-Server Protocol – Semantics.
· OMA-wA-Application-Characteristic-for-IMPS-V1_0-20050424-D: Application Characteristics for Instant Messaging and Presence Services (IMPS).
Generally, the testing activity should aim at validating the normal working behavior of the client/server and server/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for IMPS-1.3.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler IMPS 1.3.

5. Test Requirements

The Instant Messaging and Presence Services Enabler specifies protocols for network and devices for handling the instantaneous messages, presence features, sharing contents, and group management.

Multi-operator testing requirements (i.e. testing in roaming) are also specified. Multi-operator test requirements are to be included in the following sections.

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler IMPS Enabler..

In this section, it is defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. are also listed in this table. Use cases are the main input to identify test requirements.

The following test requirements cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server and server/server interactions one with another)

The test requirements do not include the test requirements from the previous enabler release (IMPS 1.2). All test requirements from the previous enabler release apply to this enabler release – unless it is stated otherwise or the feature is obsolete in the new enabler release. The obsolete features are:

· Reactive presence authorization

· Various error codes.

The following section is separated for client and server test requirements.

5.1.1 Test Requirements

The test requirements are covering mandatory and optional features/functions of an Enabler.

5.1.1.1 Client

The following is the list of test cases for IMPS clients. The normal flow and the error flows are not indicated separately as all clients and servers MUST support the error management.
	FEATURE
	REQ
	TEST REQUIREMENTS

	Information elements.
	M
	Test that the appropriate information elements are present in the primitives.

All mandatory information elements MUST be present in the primitives. All conditional information elements MUST be present in the primitives when the context requires so. All optional information elements MAY be present in the primitives.

	Error management.
	M
	Test error management.

The client and the server MUST be able to recover from all error situations using the proper status codes in the Status primitive and/or Result  element as described in [CSP] – whichever is applicable. The client/server MUST take appropriate follow-up steps to repeat/reject the transaction and/or to notify the user of possible input errors.

	Addressing.
	M
	Check that the client always includes the “wv:” schema in all IMPS addresses.

	Addressing.
	M
	Check that the client is able to handle non-IMPS addresses.

The client MUST show IM or invitation properly.

The client MAY manage non-IMPS users in the contact lists, authorizations, access control, and it MAY retrieve/subscribe presence as well.

	Client addressing.
	M
	Check that whenever an IMPS client is addressed, a URI is used.

	Login.
	M
	Test that the client uses unique Client-ID (unique in the scope of the u ser) even if it establishes more than one session.

The client MUST use unique Client-ID – that is no in use currently – every time it logs in. The server MUST reject login attempts using non-unique Client-IDs.

	Client capability negotiation.
	M
	Test negotiation of all client capability settings during client capability negotiation.

The client MUST negotiate its capabilities with the server. When the server supports presence, the applicable settings MUST be published in the user’s presence. The client and the server MUST obey at all times the agreed capability settings.

	Performing client capability or service negotiation during login.
	O
	Test the LoginRequest/LoginResponse transaction:

· without the negotiation,

· with the negotiation.

Without negotiations – during login the client MUST perform client capability negotiation after the successful login.

With negotiations – the client SHOULD NOT perform the negotiations again, and the client and the server MUST be in “sync” with the capabilities/services agreed during login transaction.

	Messaging capability boundaries/client capability negotiation.
	M
	Test that the server informs the client about supported content types, message size limitations and about oversize message handling policies during client capability negotiation.

The client MUST accept the new values from the server (if any) during client capability negotiation.

	Messaging capability boundaries/client capability negotiation.
	M
	Test messaging capability boundaries

The sending client MAY retrieve the ClientInfo presence attribute and find out the capabilities of the recipient. The client SHOULD verify the received set against its own agreement with the SAP, and when the user attempts to compose a message that includes an unsupported (or limited) content types, the user SHOULD be notified and the client SHOULD NOT send the unsupported (or limited) content type.

	General notification mechanism.
	M
	Test all applicable general notification types.

The client MUST take the appropriate action: refresh the cached data/notify the user about the changes/etc as described in [CSP].

	System message.
	M
	Test all System Message types online and offline, with or without verification mechanism, with or without requiring response from the client. Also test invalid replies.

The server MUST show the System Messages to the end-user, process and respond with the end-user’s response. When the response is invalid, the server MUST re-send the system message (with the same ID), which the client MUST handle again.

All clients – except SMS based – MUST demonstrate support for System Messages that include 512 characters and MAY demonstrate support for System Messages that are longer than 512 characters.

SMS based clients MUST demonstrate support for System Messages that include 128 characters and MAY demonstrate support for System Messages that are longer than 128 characters.

	Segmentation mechanism.
	O
	Test the segmentation mechanism retrieval and upload using these list:

· Contact lists,

· Message-ID-List,

· Block/grant lists,

· Group lists (joined users’ list, access list, reject list),

· Presence lists (authorization list, attribute list, presence update, watcher list)

The ´long lists MUST be split up, and transmitted in segments. The receiving end MUST re-assemble the list(s), and show the complete list to the end-user.

The segment MUST be dropped when it’s not needed anymore.

	Segmentation mechanism.
	O
	Test the segmentation mechanism over various transport bindings that the client supports.

The result MUST be the same (as above) over every transport binding.

	Invitations.
	O
	Test all invitation types with creating/accepting/rejecting/canceling invitations. A client claiming support for invitations MUST understand and handle all invitation types properly.

	Search mechanism.
	O
	Test general search/advanced search using various private/public profile fields as well as group-related search elements.
For advanced search, the general search mechanism MUST be supported.

	Groups.
	O
	Test all group conversations while having a blocked user in the group.

In Private Group Conversation the client MUST always, while during normal group conversations the client MUST when subscribed receive group change notification. The notification MUST indicate which users are blocked. When the joined user’s list was requested while joining the group, the server MUST send the joined users list, and it MUST indicate which users are blocked.

	Extend point-to-point messaging to multipoint-to-multipoint messaging (Private Group Conversation).
	O
	The client-related requirements are described in Table 1 along with the server requirements. The client MUST demonstrate interoperability for the client-related requirements only.

	Send/receive instant message.
	O
	Test font formatting.
The font formatting MUST be applied to ‘text/plain’ messages only. The server MUST transmit the formatting information to the recipient. The recipient SHOULD render the text message according the specified format. 

	Send/receive instant message.
	O
	Test sending/receiving multimedia content within an IM including the original name of the multimedia content.

The server MUST transmit the name of the content to the recipient. The original name included SHOULD be shown to the user.

	Get map feature.
	O
	Test retrieval of map information based on User-ID and GeoLocation presence attribute.

The server MUST reject the request when the User-ID did not authorize the requesting user, otherwise it MUST deliver the map to the requesting client using a supported content type. The client MUST show the map to the end-user.

	Contact list management.
	O
	Test authorizing and granting all users in a contact list using the AuthorizeAndGrant flag.

The client MUST NOT use the AuthorizeAndGrant with ‘F’ value.

	Presence.
	O
	Same as test requirements in IMPS 1.2, however the proactive authorization is now mandatory to support when presence feature is supported. Reactive has been removed in IMPS 1.3, though the same behavior MAY be utilized using the combination of the general notification transaction with proactive authorization. There are separate test cases for these features; it is up to the client to combine these.

	Session re-establishment.
	O
	Test session re-establishment.

The client MUST restore the previous session context properly.

	Client-implemented feature – auto-login preference.
	O
	Auto-login is merely a client-specific setting. Test that the user can turn automatic logon on and off within his/her client, and the client obeys the current setting.

	Multiple sessions’ support.
	O
	Test multi-session support.

The device MAY include multiple clients, which MAY use IMPS services concurrently. Other devices MAY establish concurrent sessions as well. A device that claims multi-session support MUST demonstrate Interworking with at least one other session of the same user in the same/other device without causing interference.

	Proprietary extensions.
	O
	Test proprietary extensions.

When the client understands a proprietary extension, it MUST perform the requested operations. When the client does not understand a proprietary extension, it MUST ignore the proprietary extensions without generating an error.


Table 1: Client-Specific Test Requirements
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5.1.1.2 Server

The following is the list of test cases for IMPS servers. The normal flow and the error flows are not indicated separately as all servers MUST support the error management.

	FEATURE
	REQ
	TEST REQUIREMENTS

	Information elements.
	M
	Test that the appropriate information elements are present in the primitives.

All mandatory information elements MUST be present in the primitives. All conditional information elements MUST be present in the primitives when the context requires so. All optional information elements MAY be present in the primitives.

	Error management.
	M
	Test error management.

The server MUST be able to recover from all error situations using the proper status codes in the Status primitive and/or Result element as described in [CSP] – whichever is applicable. The server MUST take appropriate follow-up steps to repeat/reject/rollback the transaction.

	Privacy.
	M
	The tests MUST prove that there are no privacy issues, and the server conforms to the privacy requirements [PRIVACY].

	Addressing.
	M
	Check that the server always includes the “wv:” schema in all IMPS addresses, and any addresses sent from the server (to another server or a client) are always fully qualified.

	Addressing.
	M
	Check that the server is able to handle non-IMPS addresses.

The server MUST be able to route transactions based on non-IMPS addresses to the home server/domain of the user(s). The home server/domain MAY support non-IMPS addresses, however when it does not it MUST reply with an error.

	Client addressing.
	M
	Check that whenever an IMPS client is addressed, a URI is used.

	Application addressing.
	M
	Check that when the client provides an Application-ID during login, the server will remember the setting until logout/disconnect.

	Routing.
	M
	Test end-to-end messaging.

When only User-ID has been specified as recipient, the end-to-end message MUST be routed according to the OnlineETEMHandling setting.

When User-ID/Client-ID combination has been specified as recipient, the end-to-end message MUST be routed to the requested client only.

When User-ID/Application-ID combination has been specified as recipient, the end-to-end message MUST be routed all of those online clients of the user that specified the matching Application-ID during login.

	Access control.
	M
	Test end-to-end messaging.

Test that Contact-List-ID(s) can be added to the block/grant lists – the server MUST not expand the list to the User-IDs, always the up-to-date contact lists MUST be used for access control.

Test that Application-ID(s) can be added to the block/grant lists.

Test wildcard character usage – the server MAY choose support the use of wildcard characters fully, to a limited extent, or not at all. When the server accepted addition of some ID(s) to the block/grant list, all of those entries matching the wildcard characters MUST be denied on the block list or granted on the grant list.

The server MUST NOT treat the entries case sensitively.

The lists and the flags that control the usage MUST be persistent.

	Login.
	M
	Test login sequence.

The IMPS client MUST NOT show the client as online until the service negotiation has been performed successfully.

	Session re-establishment.
	O
	Test session re-establishment.

The server MUST restore the previous session context.

	Client capability negotiation.
	M
	Test negotiation of all client capability settings during client capability negotiation.

The client MUST negotiate its capabilities with the server. When the server supports presence, the agreed and applicable settings MUST be published for the client in the ClientInfo attribute. The client and the server MUST obey at all times the agreed capability settings.

	Performing client capability or service negotiation during login.
	O
	Test the LoginRequest/LoginResponse transaction:

· without the negotiation,

· with the negotiation.

With negotiations – if the client performs the negotiations again (even though it SHOULD NOT), the server MUST handle the situation properly (perform the negotiations again without generating any error).

	Messaging capability boundaries/client capability negotiation.
	M
	Test that the server informs the client about supported content types, message size limitations and about oversize message handling policies during client capability negotiation.

The server MUST inform the client about message size limitations and oversize message handling policies.

	Messaging capability boundaries/client capability negotiation.
	M
	Test messaging capability boundaries

Servers that limit the content types MUST remove the unsupported types (or alter the limitations and/or policy) when the ClientInfo presence attribute passes through the server – ultimately resulting in a set that is supported through the entire route.

	Network-based authentication.
	O
	Test login server behavior.

The server MAY ignore User ID/password combination of the user, but when such occurs is MUST authenticate the user based on MSISDN/MDN or other authentic network information.

When the server identified an unsupported protocol, it MAY deny IMPS services, however when the server denies the access, it MUST inform the client about the reason.

	Auto-registration.
	O
	Test automatic registration on the server.

The server MAY require registration. When it is required, the server MUST register any un-registered users upon their first login attempt.

	Auto-registration.
	O
	Test automatic registration on the server.

During automatic registration the server MAY prompt the user with a User-ID to choose using System Message. The server MUST use the User-ID chosen by the client. After the automatic registration is complete, and a new User-ID was created, the server MUST return the User-ID and MAY return the new Password to the client in the LoginResponse.

	Login/System Message.
	O
	Test un-responded System Messages.

The server MAY deny IMPS services to the client when it does not respond to System Messages.

	General notification mechanism.
	M
	Test all applicable general notification types.

The server MUST NOT send notifications of non-subscribed notification types. The server MUST send notifications whenever a subscribed event occurs.

	System Message.
	M
	Test System Messages.

Both server and client MUST be able to handle

· all System Message types,

· answer options,

·  requiring answers by blocking access,

· verification mechanism,

· re-sending System Messages

either while the client is online or offline.

The server SHOULD NOT send System Messages when it is not necessary (e.g. AoC, T&C has to be accepted only once, and should not be sent at every login).

	System Message.
	M
	Test System Message responses.

The server MUST perform the actions based on the user’s response to a System Message.

	Invitations.
	O
	Test all invitation types with creating/accepting/rejecting/canceling invitations. A server claiming support for invitations MUST understand and handle all invitation types properly.

	Search mechanism.
	O
	Test general search/advanced search using various private/public profile fields as well as group-related search elements.
For advanced search, the general search mechanism MUST be supported.

When the server does not support some search elements that the client included in the request, the entire list of un-supported search-elements MUST be, while the entire list of supported search-elements MAY be included.
When presence-related elements are included in the search, proper authorization MUST take place for the relevant presence information – when the searching user is not authorized the publisher MUST NOT be returned as a result.

	Advanced search.
	O
	Test advanced search.

The advanced criteria MUST be parsed correctly, and the results MUST be matching the advanced criteria.

Test the search based on mixed private and public profile elements.

Whenever a public profile element is used in a search, he server MUST NOT return those users who did not fill in all of the mandatory fields on their Public Profile.

	Segmentation mechanism.
	O
	The tests MUST prove that there are no security holes.

	Segmentation mechanism.
	O
	The tests MUST prove that there are no IOP issues.

	Segmentation mechanism.
	O
	Test the segmentation mechanism retrieval and upload using these list:

· Contact lists,

· Message-ID-List,

· Block/grant lists,

· Group lists (joined users’ list, access list, reject list),

· Presence lists (authorization list, attribute list, presence update, watcher list)

The ´long lists MUST be split up, and transmitted in segments. The receiving end MUST re-assemble the list(s), and use the re-assembled list in the related transaction (which was segmented)..

	Segmentation mechanism.
	O
	Test the segmentation mechanism over various transport bindings that the client supports.

The result MUST be the same (as above) over every transport binding.

	Get Service Provider Info feature
	O
	Test the Get Service Provider Info as inband and outband transaction.

	Multiple sessions’ support.
	M
	Test multi-session server behavior.

The server MUST reject Client-IDs that are not unique in the scope of the user.

The server MUST accept Client-IDs that are unique in the scope of the user.

The server MUST NOT disconnect previous session(s) in favor of establishing a session with another client.

The server MUST inform the client about concurrent session limitations during client capability negotiation, and it MUST reject new login requests when the limit has been reached.

	Offline Message Notification
	O
	Test that the Offline Message Notification bearer is agreed during client capability negotiation and the service is agreed during service negotiation, and the client goes offline.

The server MUST send offline notifications when the service and the bearer were agreed when the pre-defined events occur, but the notification MUST NOT include sensitive information.

	Offline Message Notification.
	O
	Test that the Offline Message Notification is sent from the home domain – and the home domain only.

	Public profile.
	O
	Test the search transaction.

The server MAY require that users fill out the mandatory parts of their own public profile before they can search. When the server requires it, the server MUST reject search requests for those users who fill out the mandatory parts of their own public profile. When the server rejected such requests, it MAY send a System Message to the user informing him/her about the privacy consequences of filling out the Public Profile.

The server MUST include FriendlyName in the results with UserIDs when FriendlyName is available for the resulting User-ID.

When a server has age restriction for searching based on the age field in the Public Profile, then the restricting server MUST exclude those users – who are under the restricted age according to their Public Profile – from the search results.

The server MUST perform the Public Profile field related search request assuming that the fields are full strings (NOT sub-strings). Exceptions: USER_INTENTION, USER_INTERESTS_HOBBIES.

	Send/receive instant message.
	O
	Test sending/forwarding instant messages.
Whenever the client send an instant message, the server MUST generate a unique Message-ID and send it back in the response – even when the instant message contains Message-URI.

	Send/receive instant message.
	O
	Test font formatting.
The font formatting MUST be applied to ‘text/plain’ messages only. The server MUST transmit the formatting information to the recipient. The recipient SHOULD render the text message according the specified format. The server MUST NOT accept formatting information for other content types than ‘text/plain’.

	Send/receive instant message.
	O
	Test sending/receiving multimedia content within an IM including the original name of the multimedia content.

The server MUST transmit the name of the content to the recipient.

	Send/receive instant message.
	O
	Test receiving content within a group conversation.

If the client has set a limited message size using the Set Delivery Method transaction for the particular group, the server MUST NOT send messages from the group that are larger than this limit.

	FriendlyName.
	M
	Test sending and reception of instant messages.

The server MUST add the FriendlyName the sender’s and the recipient User-IDs – when the FriendlyName is available in the Public Profiles related to the User-ID.

	Offline storage support..
	O
	Test offline storage support.

The server SHOULD offer offline storage. When it does, it MUST store the instant messages as long as the user is offline and there is enough storage space for the user.

	Get map feature.
	O
	Test retrieval of map information based on User-ID and GeoLocation presence attribute.

The server MUST reject the request when the User-ID did not authorize the requesting user, otherwise it MUST deliver the map to the requesting client using a supported content type.

	Get map feature.
	O
	Test retrieval of map information based on User-ID.

The server MUST reject the request when the requesting user is not authorized to see the requested user’s GeoLocation presence attribute.

	Contact list management.
	O
	Test contact list creation.

When a new contact list is created, the server MUST include the initial properties of the contact list in the response.

	Contact list management.
	O
	Test authorizing and granting all users in a contact list using the AuthorizeAndGrant flag, as described in [CSP] ListManageRequest.

When the AuthorizeAndGrant flag is ‘T’, the server MUST make sure that the requested contact list is added to the grant list, and the OnlineStatus presence attribute is assigned to the list (so that it’s available for all user on that contact list).

	Presence.
	O
	Test notification flags for each attribute list types: Default-Notify flag for the default list, User-Notify flag for individual users, ContactList-Notify flag for the individual contact lists.

While the relevant flag is ‘T’, the server MUST send a general notification, unless the client did not subscribe the relevant general notification type.

While the relevant flag is ‘F’, the server MUST NOT send general notifications even if the client subscribed the relevant general notification type.

	Presence.
	O
	Test subscriptions.

Subscription MUST happen for the requesting client only.

The subscription MUST NOT be persistent.

	Presence.
	O
	Test contact list-based subscriptions.

The contact list-based subscription MUST NOT translate the contact list to a list of User-IDs; the contact list itself MUST be subscribed. When users are added/removed, subscriptions MUST be updated for all clients. When a subscribed contact list is deleted, the subscription MUST be removed for all clients that subscribed the removed contact list.

	Presence.
	O
	Test the Get Watcher List transaction.

When the client requested only a limited number of watchers but there are more watchers than the client requested, the server MUST include the total number of watchers in the response.

	Remote user session management.
	O
	Test remote user session management.

The SAP MUST provide pass-thru role only towards the home domain, and the client MUST log into the home domain via the pass-thru SAP by performing these transactions:

· Login

· Logout

· Server Initiation Logout by the remote domain

· Keep Alive

· Get Service Provider Info

The server response MUST originate from the home domain.

	Extend point-to-point messaging to multipoint-to-multipoint messaging (Private Group Conversation).
	O
	Test extend IM to group conversation mechanism, and that all signaling from client and server side are correct.

The client MUST submit the necessary information to the server, and the server MUST create the group and inform the user.

The client MAY perform the operation seamlessly, however for security reasons it is RECOMMENDED that a simple user confirmation is show (to avoid force dragging user into groups).

The server MUST not send message history to the participants who join the discussion.

The requirements from participating in Private Group Conversation MUST be tested as well.

The server MUST NOT allow searching for private conversation groups.

The server MUST delete the group that was created to host the conversation after every participant has left.

The server MUST deny all attempts from users to delete the group that was created to host the conversation.

	Participating in Private Group Conversation
	O
	Test participation in Private Group Conversation.

Participant users MUST have equal privileges in the conversation, and the server MUST allow other users to join who have received invitations from a participant. The server MUST NOT allow un-invited participants to join.

The server administrator MUST be able to expel users. The participants SHOULD NOT be able to expel each other.

The sever MUST send notifications when blocked users have joined the conversation using group change notification mechanism – providing that the mechanism is supported by the client and it is currently subscribed.

The unintentionally left users MUST be able to re-join the conversation, but not after expiration of the server-specific timeout value – unless the users have been invited to the conversation again.

The intentionally left users MUST NOT be able to re-join the conversation – unless the users have been invited to the conversation again.

The server MUST check that the joining user’s screen name is unique within the group, and MUST adjust it when it is not unique. When the server adjusted the screen name, the new screen name MUST be sent back to the client.

The server SHOULD NOT allow private messaging within the scope of an active Private Group Conversation.

	Add user to contact list.
	O
	Test contact list management – adding users to a contact list.

If the adding user does not provide a Nickname for the added users, then the server MUST automatically assign a NickName – either the user’s Friendly Name, if present in the User B’s Public Profile, or by default the User B’s IMPS UserID. When the NickName has been assigned, the server MUST send back those User-IDs and NickNames.

The server MUST perform the required actions when the AuthorizeAndGrant element indicates ‘T’.

	Public Profile.
	M
	Test public profile management: get, update, clear.

The server MUST send the requested Public Profiles when the profiles are available (mandatory elements are filled in). The server MUST update and clear the public profile of the requested user only. Clearing operation MUST NOT clear the FriendlyName field.

	Groups.
	O
	Test all group conversations while having a blocked user in the group.

In Private Group Conversation the client MUST always, while during normal group conversations the client MUST when subscribed receive group change notification. The notification MUST indicate which users are blocked. When the joined user’s list was requested while joining the group, the server MUST send the joined users list, and it MUST indicate which users are blocked.

	Groups.
	O
	Test group properties/join group mechanism.

The server MUST allow specifying a minimum age for the groups.

The server MUST NOT allow those users that are under the age specified in the group properties to join the group.
When the client requested the list of joined users, and there are some users in the group that the joining user is blocking, the server MUST indicate the list of blocked users.

	Proprietary extensions.
	O
	Test proprietary extensions.

When the server understands a proprietary extension, it MUST perform the requested operations. When the server does not understand a proprietary extension, it MUST ignore the proprietary extensions without generating an error.
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5.2 Backwards Compatibility

No backward compatibility with other versions of IMPS is required. Business motivations exist for server and/or client manufacturers as well as mobile operators and service providers to offer IMPS implementations that support a certain degree of end-to-end interoperability between IMPS 1.3 and the previous OMA conformant IMPS versions. Up to which extent this end-to-end interoperability should be supported by product implementations is out of scope of OMA IMPS 1.3 specifications.

5.3 Enabler Dependencies

No dependencies with other OMA Enablers are required.
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.3 History

	Document Identifier
	Date
	Sections
	Description

	Draft version 1.3

OMA-ETR-IMPS-V1_3-20041123-D
	23 Nov 2004
	All
	Initial baseline has been taken by the WG



	Draft version 1.3

OMA-ETR-IMPS-V1_3-20050218-D
	18 Feb 2005
	5
	IMPS 1.3 Delta Requirements and test cases were added to the document.

	Draft version 1.3

OMA-ETR-IMPS-V1_3-20050425-D
	25 Apr 2005
	4, 5
	Introduction section updated.

Re-formatted and clarified test requirements.

	Draft version 1.3

OMA-ETR-IMPS-V1_3-20050713-D
	13 July 2005
	All
	Added following CRs:

· OMA-IM-2005-0389-IMPS-13-CONRR-Correction-ETR
· OMA-IM-2005-0370-IMSP13-AddTextCase-ERELD
· OMA-IM-2005-0336-CONRR_Correct_ETR

	Draft version 1.3

OMA-ETR-IMPS-V1_3-20050714-D
	14 July 2005
	A.2
	Updated version history.

	Draft version 1.3

OMA-ETR-IMPS-V1_3-20050810-D
	10 August 2005
	All
	Added following CRs: 

· OMA-IM-2005-0510R01-IMPS13_ETRUpdate-ETR
· OMA-IM-2005-0513-IMPS13_ETRUpdate2-ETR
· OMA-IM-2005-0549-IMPS13_NonIMPSAddressTest-ETR


( 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20050101-I]
( 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20050101-I]

