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1. Scope
(Informative)

<This clause defines the boundaries of the requirements described in this requirements specification>

2. References

2.1 Normative References

[RFC2119]
“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt





<<Remove unused reference rows! >>

2.2 Informative References

[REF]
“RefTitle”, Source, URL

None.
<<add/remove entries as needed OR state that there are>>


<<If there are no references of a particular type, state that there are none>>




3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

<<definition>>
description

<<definition>>
description

3.3 Abbreviations

<<abbreviation>>
explanation

<<abbreviation>>
explanation

4. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>

5. Use Cases
(Informative)

<This clause provides a high level description of the requirements identified in this requirements specification.  It does not contain any normative requirements.  This description shall describe the user experience of the requirements subsequently identified>

5.1 Use Case: < Service Category >, < Title >
<SERVICE CATEGORIES:

Person-to-Person communication (P2P): 

Includes services providing means of interpersonal communications. Examples are SMS, MMS, IM, rich voice. Typically, these services are an evolution of the principles of the voice communication services.  These are typically the mobile operator domain providing services to its customers.

Information and Entertainment (I&E): 

Includes services providing access to information and entertainment. Typically, this requires use of applications such as browsers and specific downloading technologies used in conjunction with the provisioning aspects, privacy, charging and billing capabilities, etc. for the service. Examples are information portals, m-shopping, mobile games and watching movie trailers.
Third Party Service Providers (TPSP): 

Includes services dealing with the reselling of mobile operators’ or service providers’ enablers to third parties. Examples are providing access to network operator or service provider service capabilities, such as SMS capabilities, MMS capabilities, location information and presence information. This introduces the requirements of a variety of business models where two independent commercial entities (TPSP and operator or service provider) combine to deliver service to an end user such as wholesale and retail sales models with all the additional considerations that entails such as authentication, trust, branding and settlement.

Corporate Market (CORP):

Includes services dealing with corporate applications with corresponding specific requirements as security, device management, personal information management (PIM), etc. These applications usually offer a substantively different model to the consumer model in that there are different security, privacy (protection of corporate data), roaming and perhaps a more marked separation between the entity specifying and purchasing service (the corporate) and the user consuming the service (employee) Examples are e-mail access over VPN, access to corporate calendars and address books, training information and fleet management.
Other:
This category can be used if usage of one of the other categories is not appropriate.
 The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols. It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.>
< The table below allows the submitter of the Use Case to indicate the reader what the main affected areas are in this Use Case. The affected areas are formulated as ones which are directly exposed to the end-user by its experience of the service. The table can also be used to provide market guidance in making architectural and implemenation choices by OMA  Working Groups. For example if a Use Case illustrates the need of a more fluent experience of streaming content, the Requirements Group can focus the attention on Content as affected area instead of Connectivity to improve this, by for example, content compression. As Additional Keyword could ‘compression’ be added in the Content column. >
Affected Areas


DEVICE
CONNECTIVITY
ENABLING SERVICES
APPLICATIONS
CONTENT

Tickmarks (X)






Additional Keywords






5.1.1  ASK  \* MERGEFORMAT Short Description

<In one or two sentences, describe the interaction that occurs in this use case. Try not to regurgitate the basic course of events. The short description may provide context that other sections do not contain (mandatory).

Information & Entertainment (I&E) example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered
Third Party Service Providers (TPSP) example: This use case describes the content distribution process between content providers and service providers. >
5.1.2 Actors

<A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as End-User (private / corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).>

5.1.2.1 Actor Specific Issues

<A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory)>

5.1.2.2 Actor Specific Benefits

<A list of specific benefits for each actor in the defined use-case. Shall be used in the valuation of the defined use-case (mandatory)>

5.1.3 Pre-conditions

<Pre-conditions are things that must be in place before the interaction can occur. They are part of the contract between this use case and the outside world (mandatory).>

5.1.4 Post-conditions

<Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).>

5.1.5 Normal Flow

<This is the meat of the use case. Describe the steps that each actor and the system go through to accomplish the goal of the use case. The normal flow represents the ‘simple, correct path’ through the use case. It is the most common path taken. For example, think of a use case which applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps which describe the actions of the actors and the system behaviour. If it helps, a UML diagram might be added. (mandatory)>

5.1.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>

5.1.7 Operational and Quality of Experience Requirements

<Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

· 'The customer contact is always with a sales person' 

· 'The system shall allow for at least 1,000 concurrent transactions' 

· 'The order confirmation shall be sent not later than 1 hour after purchase' 

· 'If 5 items are purchased, there is a special discount on the sixth'

· 'The user shall have full control over his personal data' 

· 'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'>

5.2 Use Case B

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.3 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>

6. Requirements
(Normative)

<Linkage of requirements to Use Cases is not mandatory>
6.1 High-Level Functional Requirements

<This clause identifies the high-level functional requirements to support the use cases  identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title> 


6.1.1 Security

<This clause identifies the high level security needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title, HLFR>


6.1.2 Charging

<This clause identifies the high level charging needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title, HLFR>


6.1.3 Administration and configuration

<This clause identifies the high-level administration and configuration needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title,  HLFR>


6.1.4 Usability

<This clause identifies the usability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title,  HLFR>


6.1.5 Interoperability

<This clause identifies the high-level interoperability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title, HLFR>


6.1.6 Privacy

<This clause identifies the high-level privacy needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Ref: Use Case Title, HLFR>


6.2 Overall System Requirements

<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>


<text>

6.3 System Elements

<This section identifies the highlevel requirements, on each system element in the use cases,  identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>
System Element <letter>:
<System Element Description>
<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>

6.3.1 System Element A

<This section contains numbered highlevel requirements on System Element A>
<Nr.>


6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the highlevel requirements on the interfaces from System Element A to the other Elements in the System.>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high-level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
<Nr.>
<Ref: SE (letter)>


Appendix A. <Description>
(Informative/Normative)

<This annex provides additional information to support the requirements, and is explicitly identified as being either informative or normative. Requirements shall be presented at a high level, and not assume or imply the implementation of the requirements>

Appendix B. Change History
(Informative)

Version Name
Date
Section
Description
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