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1. Scope
(Informative)

This requirement addresses various specific areas of mobile web browser functionality that are currently having a problematic impact upon interoperability with mobile web applications.
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	
	


2.2 Informative References

	[REF]
	“RefTitle”, Source, URL


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

	<<definition>>
	description

	<<definition>>
	description


3.3 Abbreviations

	<<abbreviation>>
	explanation

	<<abbreviation>>
	explanation


4. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>

The mobile web market has produced a rich variety of terminals and mobile web clients that operate on them. In many ways this is one of the most exciting aspects of this market: that terminals and clients offer a variety of capabilities, allowing the user to select devices that suit the way they want to use the mobile web. However when compared to the personal computer browser market, dominated by only a few browsers, the dozens of browsers in the mobile web market presents a difficult task for the web content developer or service provider. The difficulty lies in the very variety of capabilities supported by the devices, the optional nature of device support for those capabilities, and variations in the user experience resulting from those options. Developers have a complex and effort-intensive task in creating and maintaining applications that are interoperable with a wide range of clients. 

Still, growth in the mobile web market, and the success of mobile web developers and service providers, depends upon the volume, variety, and quality of content available to mobile web users. This work item addresses two factors impacting mobile web-based service growth: consistent content type support, and consistent HTTP feature support.

Browser Content Conformance
There are currently three main methods for dynamic determination of mobile web client support for content, each of which has significant limitations:

· Tailoring applications to the specific client and version (by the User Agent header): This approach is not scalable, given the number of clients to be considered. Specific handling for clients is costly to develop and maintain.

· Utilizing detailed Accept headers and other HTTP headers provided by the client: This approach is complex and requires sophisticated content rendering logic, to select which content types should be used in the context of each request. These headers are also somewhat unreliable since the trend in WAP2 terminals is to minimize header delivery through leaving them out, or sending wild card content types, since the headers are sent in every request and perceived as an undesirable overhead. 

· Utilizing the User Agent Profile (UAProf): This approach is also complex and requires sophisticated content rendering logic. By itself, UAProf is also an unreliable approach since support for UAProf varies, and the detail provided in the UAProf document, when available, varies significantly between clients. 

Successful application support for a variety of clients currently requires one or more of the approaches above for each client. Developers with resources to meet these challenges can be successful with even the most sophisticated methods. However to truly develop the mobile web market, a more straightforward method is needed to attract a broader range of developers, familiar with coding for a single browser or a couple more at most. The first objective of this work item will thus be to create Browser Content Conformance requirements that reduce the number of variations in content support that developers have to consider, and simplify the task of creating interoperable applications from a content support perspective.

Note that the intent of this objective is not to create a technology to compete with UAProf as the premier mechanism in OMA for detailed content compatibility negotiation. UAProf is a valuable technology that should continue to be promoted and developed in OMA, especially toward improving conformance to UAProf and reducing barriers to UAProf use by developers. The Browser Content Conformance objective of this WID, in comparison, is to provide a “horizontal layer” of consistency across devices, while being fully compatible with use of the “vertical” definition of per-device capabilities in UAProf. The alternative chosen for use in by a developer for a particular application can then be selected based upon the amount of resources expendable in creating the application, and the flexibility needed /available for dealing with special cases.

Browser HTTP Conformance
When clients vary in terms of HTTP feature support, this adds another level of complexity to the developer’s job. The current OMA HTTP-related specifications reference IETF for most HTTP requirements without clarifying which requirements are mandatory for interoperability. This leads to a doubly complex situation for developers, as not only does the content need to be tailored to the client, in many cases the HTTP server behaviour must also be tailored.  

In the wired web, this is not a significant problem since there are very few widely used browsers, and they have been developed over years, often using open-source collaboration to improve the comprehensiveness and quality of the implementation. In the mobile web, however, dozens of browsers (even several per device vendor) have been developed in the last few years, and more are expected. Under resource and time pressure, browser vendors are faced with choosing which HTTP features will be supported and how they will be used. With each browser vendor making these choices, the end result is significant variation in browser compliance to HTTP. For example:

· The URL length and number of URL variables supported varies significantly between clients. This limits use of HTTP and WML redirect to pass control and information between web servers.

· The Push URL length and number of URL variables supported in Service Indication and Service Loading content types varies significantly between Push clients. Since the target for these content types is the browser, this is a browser conformance issue. It prevents reliable use of WAP Push to deliver complex URLs to devices, e.g. for download of purchased content via the browser, or in general to retrieve content with lengthy URL parameters.

· Cache control options via HTTP headers or META directives vary significantly between clients. This prevents reliable use of device cache as a means to improve performance, or ensure that stale content is not presented.

· Cookie size and control options vary significantly between clients. This prevents reliable use of cookies for storing of complex state information, or reliable cookie management in general.

· Time synchronization for purposes of cache and cookie management varies significantly between clients. This prevents reliable use of cache and cookies in many cases.

Client variation in such features is costly to developers. It also creates roadblocks to convergence with wired web application design methods. The second objective of this work item will thus be to develop use cases that illustrate HTTP interoperability issues, and create Browser HTTP Conformance requirements that ensure a reliable baseline of HTTP feature support in mobile web clients.

The objectives of this requirement specification are thus to identify:

· Develop Browser Content Conformance requirements that reduce the number of variations in content support that developers must consider, and simplify the task of creating interoperable applications from a content support perspective.

· Develop Browser HTTP Conformance requirements that ensure a reliable baseline of HTTP feature support in mobile web clients.

5. Use Cases
(Informative)

5.1 Simple and Reliable Detection of Browser Content Compatibilty
5.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes the detection of browser content compatibility via simple and reliable means. It shall be possible for the content provider to simply and reliably determine the content types compatible with the browser, without special preparation for the specific browser user agent.
5.1.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves mobile web content in response to the user’s browser requests.

5.1.2.1 Actor Specific Issues

The user expects to see few errors while browsing the mobile web. The user also expects to be able to use the latest browser versions with a similar error-free quality of experience.
The content provider expects to be able to reliably determine browser content compatibility. The content provider also expects to be able to serve the latest browser versions without costly application upgrades for device-specific handling, or complex content compatibility logic being required in the application.

5.1.2.2 Actor Specific Benefits

The user is no longer distracted/annoyed by errors in the presented content. The user is also able to purchase and use new browsers without feeling that they are on the “bleeding edge” of technology, needing to wait for the mobile web providers to catch up to their new browser.
The content provider receives fewer complaints from users. Instead, use of the content provider’s service grows faster as users appreciate the improved quality of experience.  The content provider is also able to reduce the cost of serving new browsers.

5.1.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.
5.1.4 Post-conditions

The user is provided with content compatible with their browser.
5.1.5 Normal Flow

1. The user selects a link in the browser, which issues a request to the content provider.

2. The content provider receives the request, detects the browser’s content compatibility, and responds with content compatible with the browser.

3. The browser processes the content for the user.

5.1.6 Alternative Flow

None
5.1.7 Operational and Quality of Experience Requirements

The user request results in compatible content being delivered. 
5.2 Browser Content Classes
5.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes the definition and use of browser content classes as a means to enhance content interoperability between browsers and content servers, and reduce content provider effort in producing interoperable applications.  It shall be possible to utilize browser content classes to reduce the number of content support variations that content providers must consider in developing applications.
5.2.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications targeted to support of specific content classes instead of specific content types.

5.2.2.1 Actor Specific Issues

The user expects to see growth in the mobile web from both established wired-web content providers, and new content providers focused on the mobile web. 

Content providers expect to be able to serve mobile web users without high application development and maintenance costs.
5.2.2.2 Actor Specific Benefits

The user is presented with more content, as the content provider community discover that it is easier to develop applications toward content classes.

The content provider deploys more applications as the effort for each is reduced, allowing the content provider to focus on content development instead of interoperability.

5.2.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.2.4 Post-conditions

The user is provided with content compatible with their browser.

5.2.5 Normal Flow

1. The user selects a link in the browser, which issues a request to the content provider.

2. The content provider receives the request, detects the browser’s content class, and responds with content compatible with the class.

3. The browser processes the content for the user.

5.2.6 Alternative Flow

None

5.2.7 Operational and Quality of Experience Requirements

The user request results in compatible content being delivered. 

5.3 Use of Long URLs in Browsing
5.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of long URLs by browser applications, e.g. as necessary to support submission of long URL-based forms, URL-based application session data, or interserver information exchange through server redirection. It shall be possible to utilize long (at least 1024 octets) URLs in browser applications.
5.3.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications utilizing long URLs.

5.3.2.1 Actor Specific Issues

The user expects to encounter few errors even though using complex applications similar to those available on the wired web.
Content providers expect to be able to reliably serve mobile web users with complex applications similar to those available on the wired web, while not needing to rely upon special design methods for mobile web browsers.
5.3.2.2 Actor Specific Benefits

The user can reliably access richer services.

The content provider is able to deploy richer applications using common wired-web application design methods.

5.3.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.3.4 Post-conditions

The service works as expected, with no errors.
5.3.5 Normal Flow

1. The user selects a link in the browser, which issues a request to the content provider. The request URI contains 1024 octets.
2. The content provider receives the request, and redirects the browser to another server. The redirect location URI contains 1024 characters.

3. The second server receives the request, and responds with the requested content.

4. The browser processes the content for the user.

5.3.6 Alternative Flow

None

5.3.7 Operational and Quality of Experience Requirements

The user must be able to create and access bookmarks for URLs supported in this use case.
5.4 Use of Complex URLs in Browsing
5.4.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of complex URLs by browser applications, e.g. as necessary to support submission of URL-based forms with many variables, or interserver information exchange through server redirection containing many URL-based variables. It shall be possible to utilize complex URLs (at least 30 URL-based variables) in browser applications.

5.4.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications utilizing complex URLs.

5.4.2.1 Actor Specific Issues

The user expects to encounter few errors even though using complex applications similar to those available on the wired web.

Content providers expect to be able to reliably serve mobile web users with complex applications similar to those available on the wired web, while not needing to rely upon special design methods for mobile web browsers.

5.4.2.2 Actor Specific Benefits

The user can reliably access richer services.

The content provider is able to deploy richer applications using common wired-web application design methods.

5.4.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.4.4 Post-conditions

The service works as expected, with no errors.

5.4.5 Normal Flow

1. The user selects a link in the browser, which issues a request to the content provider. The request URI contains 30 variables.

2. The content provider receives the request, and redirects the browser to another server. The redirect location URI contains 30 variables.

3. The second server receives the request, and responds with the requested content.

4. The browser processes the content for the user.

5.4.6 Alternative Flow

None

5.4.7 Operational and Quality of Experience Requirements

The user must be able to create and access bookmarks for URLs supported in this use case. 

5.5 Use of Long URLs in WAP Push to Browser

5.5.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of long URLs by browser applications that use WAP Push to deliver URLs to the browser, e.g. to allow the user to access purchased content via a URL containing a long encrypted token. It shall be possible to utilize long (at least 1024 octets) URLs in browser applications that use WAP Push to deliver URLs to the browser.

5.5.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications utilizing long URLs delivered to the browser using WAP Push.

5.5.2.1 Actor Specific Issues

The user expects to encounter few errors when using services that deliver notifications using WAP Push.
Content providers expect to be able to reliably use WAP Push as a means to deliver long URLs to the user’s browser.

5.5.2.2 Actor Specific Benefits

The user can reliably access services that depend upon long URL delivery via WAP Push.
The content provider is able to reliably deploy services that depend upon long URL delivery via WAP Push.

5.5.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.5.4 Post-conditions

The service works as expected, with no errors.

5.5.5 Normal Flow

1. A content provider delivers a 1024-octet URL to a user’s browser using WAP Push Service Indication (SI) or Service Load (SL). The WAP Push may be delivered over a connection-oriented or connectionless bearer as appropriate for the target device and browser session state.
2. The WAP Push SI or SL is received by the browser. The browser sends a request for the URL either upon user response to the WAP Push, or automatically, depending upon the type of Push received and the device configuration.

3. The content provider receives the request, and responds with the content.

4. The browser processes the content for the user.

5.5.6 Alternative Flow

None

5.5.7 Operational and Quality of Experience Requirements

Long URLs must not impact the usability of the WAP Push inbox on the device.

5.6 Use of Complex URLs in WAP Push to Browser

5.6.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of complex URLs by browser applications that use WAP Push to deliver URLs to the browser, e.g. to allow the user to access content via a URL containing many variables. It shall be possible to complex (at least 30 URL-based variables) URLs in browser applications that use WAP Push to deliver URLs to the browser.

5.6.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications utilizing complex URLs delivered to the browser using WAP Push.

5.6.2.1 Actor Specific Issues

The user expects to encounter few errors when using services that deliver notifications using WAP Push.

Content providers expect to be able to reliably use WAP Push as a means to deliver complex URLs to the user’s browser.

5.6.2.2 Actor Specific Benefits

The user can reliably access services that depend upon complex URL delivery via WAP Push.

The content provider is able to reliably deploy services that depend upon complex URL delivery via WAP Push.

5.6.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.6.4 Post-conditions

The service works as expected, with no errors.

5.6.5 Normal Flow

1. A content provider delivers a URL with 30 variables to a user’s browser using WAP Push Service Indication (SI) or Service Load (SL). The WAP Push may be delivered over a connection-oriented or connectionless bearer as appropriate for the target device and browser session state.

2. The WAP Push SI or SL is received by the browser. The browser sends a request for the URL either upon user response to the WAP Push, or automatically, depending upon the type of Push received and the device configuration.

3. The content provider receives the request, and responds with the content.

4. The browser processes the content for the user.

5.6.6 Alternative Flow

None

5.6.7 Operational and Quality of Experience Requirements

None.

5.7 Use of Cookie and Cached Content Expiration Controls
5.7.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of expiration controls on cookies and cached content. It shall be possible to rely upon the following minimum expiration control options:

· for cookies: the max-age attribute of the Set-Cookie header

· for cached content: the max-age attribute of the Cache-Control header, and the Expires header 
In order to ensure that a reliable clock source is used for cookie/cache management, browsers must use the best available absolute time reference for computing expiration. For use of the Expires header, a network-based time source must be used if available. For use of the max-age attribute, the browser must use an internal timer that is not controllable by the user.Cookies and content with no explicit expiration must expire at the end of the browser session.
5.7.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content and cookies with explicit or implicit expiration controls.

5.7.2.1 Actor Specific Issues

Devices that do not support a network-based time source are likely to create issues for content cache managed with the Expires header, since the device clock may be incorrect or even never set by the user. For content cache, use of the Cache-Control header with max-age attribute is thus preferred.
5.7.2.2 Actor Specific Benefits

The user does not encounter application errors related to incorrect cookie/cache expiration.

The content provider is able to reliably and efficiently deploy services that depend upon cookie/cache expiration control.

5.7.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.7.4 Post-conditions

The service works as expected, with no errors.

5.7.5 Normal Flow

1. A content provider responds to a user request with content, including cookies and/or cache control based upon the expiration control options described above.
2. The browser adheres to the cookie and cache controls according to [RFC1616] and [RFC2965], as applicable.
5.7.6 Alternative Flow

None.
5.7.7 Operational and Quality of Experience Requirements

None.

5.8 Use of Large Cookies

5.8.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of large cookies, e.g. to store complex session data or encrypted tokens. It shall be possible to rely upon device-based storage for cookies of up to 4096 octets in length for browser applications.
5.8.2 Actors

User: uses the device with a mobile web browser.

Content provider: serves content via applications utilizing large cookies.
5.8.2.1 Actor Specific Issues

Use of very large cookies (e.g. >2048 octets) may significantly slow the responses to user requests, thus should be used only when necessary.
5.8.2.2 Actor Specific Benefits

The user is able to access cookie-dependent services without errors.
The content provider is able to reliably and efficiently deploy services that depend upon large cookies.

5.8.3 Pre-conditions

Browser manufacturers and content providers implement the technical requirements supporting this use case. The user uses a conforming mobile web browser to access a conforming content provider’s service.

5.8.4 Post-conditions

The service works as expected, with no errors.

5.8.5 Normal Flow

1. A content provider responds to a user request with content, including large cookies.
2. The browser successfully stores the cookies.

3. The user selects a browser link that is associated with large cookies stored in the device. The browser retrieves and forwards the cookies in the browser request.

4. The content provider successfully processes the request and cookies, and returns content.

5. The browser processes the content for the user.

5.8.6 Alternative Flow

None.
5.8.7 Operational and Quality of Experience Requirements

None.

5.9 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

<This clause identifies the high level requirements to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.1 Security

<This clause identifies the high level security needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.2 Charging

<This clause identifies the high level charging needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.3 Administration and configuration

<This clause identifies the high level administration and configuration needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.4 Usability

<This clause identifies the usability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.5 Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.6 Privacy

<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
6.2 Overall System Requirements

<text>

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases,  identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 System Element A

<This section contains numbered high level requirements on System Element A>

6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
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Appendix B. <Additional Information>

<This annex provides additional information to support the requirements, and is explicitly identified as being either informative or normative. Requirements shall be presented at a high level, and not assume or imply the implementation of the requirements>
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