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1 Reason for Change

Comment on this use case are being submitted to help clarify the use case
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

Asks for clarifications of the submitted use case that is intended to modify the current version of the RD (OMA-RD_Presence-V1_0-20031222-D)
4 Intellectual Property Rights Considerations

None
5 Recommendation

Recommend that this use case be updated based on answers to the comments and then incorporated as use case 5.3 (Sharing Presence information) in the RD.
6 Detailed Change Proposal

6.1 Use Case – Sharing Presence Information
This use case will demonstrate how a user of presence can share their presence information with presence aware applications and users.  This will include how to make their presence available and how to manage the authorization of how/what can use their presence and what piece(s) of their presence information can be accessed.  The use case will actually define to scenarios.
6.1.1  ASK  \* MERGEFORMAT Short Description

In this use case the presence enabled user wants to share his presence information with applications that require or are enhanced with presence information.  There are several ways that presence information can be shared, this use case focuses on two.  The first is where the presence owner initiates the sharing of presence information, and the second is where an application will request presence from the owner and is granted access to the information.
6.1.2 Actors

Bob – The owner of the Presence information

The Team - Bob’s friends and business colleagues.  They will be subscribed to the PoC service and will benefit from Bob authorizing the PoC application access to his presence information.

Sue – User of a presence enabled Address Book application

PS – The Presence Server

Ready-Link sm – A PoC applications that Bob uses along with his friends and business colleagues  that have a need for his presence information (pushed to the application).

Address Book – A Presence aware address book application that Bob shares presence information with (requested by the application)
6.1.2.1 Actor Specific Issues

Bob has presence information about his availability and status.
  In this use case there are two actions for Bob.  In the first he needs to authorize an PoC application to receive his presence information.  In the other scenario, Bob gets a request from a presence enabled address book application requesting that he shares his presence information with it.  In this case Bob will need to authorize the address book application to receive his presence information, what information, and for how long it can receive it without renewing its authorization from Bob.
Sue is a new business colleague of Bob’s and she has added his contact information to her address book.  Her address book has the ability to also provide presence information if authorized to do so
.  She will indicate in Bob’s information to also provide
 his presence information.

The Team would like to be able to tell when Bob is available and able to be contacted with PoC.  They will enjoy the benefits of a presence enabled PoC service.

Presence Server – The network application that is responsible for coordinating and presenting presence information to authorized applications.

The PoC application is an application that Bob uses himself, and he wishes to make his presence information available to the PoC application for his friends and colleagues.

Address Book is a presence enabled address book that will present phone numbers or address information including presence information.  In this use case Bob has been added to the address book, and the application needs to be granted authorization by Bob to receive and post
 his presence information to the user (Sue)
6.1.2.2 Actor Specific Benefits

The value to Bob is that the PoC application will be able to post his availability to his colleagues and friends.

Sue will not only have Bob’s contact information, but will also be able to see if he is reachable and how.

The Team will be able to easily tell if Bob is reachable or not with PoC and if he is willing to accept calls or not.

6.1.3 Pre-conditions

Bob and Sue will need to be a subscriber
 to Presence.
Bob and the Team will need to be a PoC subscriber and Bob will need to be on the necessary “buddy lists.”

Sue will need to have a presence enabled address book service

6.1.4 Post-conditions

Bob will have authorized the Team’s PoC subscriptions to access his presence information, and when members of the Team use PoC they will be able to tell if Bob is available or not.
Sue will be able to see Bob’s presence information when she looks in her address book for him.  This will allow Sue to know the best method for contacting Bob.

6.1.5 Normal Flow

PoC Scenario
1) Bob has just gotten his new PoC device that allows him to share his presence information with others.
2) Bob decides that allowing his friends and business colleagues to see his presence would be valuable to him.

3) Bob selects the “enable presence” feature on his device.

4) Bob identifies who is authorized to receive his presence information
, and indicates that all of his presence information should be made available.  He then activates the service.

5) Bob receives a positive acknowledgement from the PS indicating that his request was successful.

6) The PS updates its policy information for Bob to indicate the change.

7) The PS now pushes Bob’s network based presence information
 to the members Bob selected (the Team).

8) The Team members that are currently connected to PoC will have their presence information about Bob updated accordingly.  Team members that connect later will receive Bob’s presence information when they connect to the PoC service.

9) Bob is able to modify and change his presence information as he needs depending on if he does not want to be disturbed, of is in a meeting, or away from the office, etc.

Presence Enabled Address Book

1) Sue and Bob have recently exchanged business contact information due to a project they will be working on together.
2) Sue decides to enter Bob’s information into her address book, which is presence capable.

3) Once Sue has entered all of Bob’s information into her address book she selects the “enable presence” feature.

4) The address book application will contact the PS
 asking for Bob’s presence information.

5) The PS will check to see if Sue’s address book is authorized to receive this information.

6) Since the address book does not have authorization for this information the PS will send a response to the address book that it is not authorized for this information.  It will send an  indication to the address book asking if it would like to attempt to receive authorization?


7) The address book provides an indication to Sue that it is not authorized for this information, and ask if she would like to attempt to receive authorization.

8) Sue selects “yes” and the address book sends a request to the PS to attempt authorization.

9) When the PS receives the request from the address book it will send a notification
 to Bob that the address book of Sue would like to receive presence information.

10) The PS will also provide Bob options to either deny the request, fully accept the request, or partially accept the request.  Deny will cause the PS to not provide presence information to Sue, accept will provide all of Bob’s presence information to Sue.  A partially accept will allow Bob to select what presence information is provided to Sue.

11) Bob selects “Partially Allow”
12) The PS will then provide Bob a list of presence information that can be sent.  Bob can then select which parts of his presence he wants authorized for Sue.

13) Bob selects to allow Sue to see his presence information during working hours, but not on personal time
 (since this is a business relationship) and indicates it is only valid for 6 months, and approves it.
14) The PS receives Bob’s input and updates its policy on Bob regarding what can be presented to Sue’s address book, when,  and for how long.

15) The PS will then notify the address book of the authorization and send the authorized presence information to the address book.

16) The address book will notify Sue of the authorization and will present the presence information about Bob to Sue in the address book.

6.1.6 Alternative Flow

PoC Scenario
Instead of granting all of his presence information to the Team, Bob decides to only make his presence information available during normal working hours for his business colleagues, and for his friends he only makes his presence available during non-business hours.

Address Book Scenario

Instead of making his presence information available to Sue during normal hours, he could, instead provide business presence information
 during business hours, and make all presence information available during non-business hours.

6.1.7 Operational and Quality of Experience Requirements

PoC Scenario
· The Team is now able to tell if Bob is available to be contacted via PoC, or if there is an alternative method that he should be contacted.  This will lead to more effective interaction with his business colleagues increasing his effectiveness.  For his friends, he is able to reached when available and he does not miss a chance to go to a game or evening out with his friends.

Address Book Scenario

· By granting his business related presence information to Sue they are able to better coordinate their work activities.  Sue is able to know when Bob is available and how best to contact him.  This will make their professional interaction more efficient and organized, hopefully reducing costs and improving overall performance.
�what does "has" mean.  There is separate PS actor; Bob provides input info to the PS stating his presence status


�so it is a PS too


�provide or request?


�does Bob authorize just "receive"?  the post operation is outside Bob's ability to constrain.


�what benefit does Bob get?  He won't answer the phone anyways if he is not available?  Benefit is his colleagues/friends don't dial and get no answer?


�benefit is she won't dial and get no answer (or get voicemail and get charged for call).  Also will use preferred method to contact Bob?


�"subscribe" is used here differently from in requirements where it means "ask for updates".  Only Sue does that; Bob needs to be known by PS


�is the feature really on his device, or in server?


�how does Bob know about Sue's "address book".  Is he authorizing Sue or her address book (an application)?


�where in previous steps did Bob provide presence info?  Or is this info that Bob is connected only?


�does this assume Bob and Sue use the same operator?  What changes if they don't?


�check with privacy/security guru – it is possible that this exchange is not permitted


�this conflicts with RD 5.7.5 #5 – says that status will not change, no notification


�real-time?  what if Bob not connected, or does not want to respond, or ...


�what granularity or choices are required – this should not be standardized.


�is "business presence info" a specific set of info?  maybe say "a subset of all presence info"
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