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1 Reason for Contribution

This contribution describes a charging use case called ‘charging control using policies – 2nd example’, which is submitted for review, discussion and possible generalization, and then for inclusion in the EPEM RD. The use case is complementary to the charging use case in section 5.15 in OMA-RD-Execution_Policy_Enforcement_management-V1_0-20040116.

The intention of this use case is to show an alternative to the charging approach where the network generates a notification about an account limit that has been reached: the EPEM enabler may actively check whether the account is running out. Such a solution may require a different implementation. Also we feel that when the Mobile Operator is dealing with external 3rd party ASPs a Service Level Agreement policy check should be shown explicitly in the use case, since the enforcement of such SLA intends to control the access to the resources of the Mobile Operator on the one hand, and on the other hand make sure that the ASP receives the service it is entitled to.
Revision R01 is made to incorporate the conclusions of the discussion in the 2nd – 3rd February EPEM break-out session.
2 Summary of Contribution

This contribution provides a charging use case that applies in addition to the charging use case 5.15 in the current RD.
3 Detailed Proposal

5.18 Charging Control using Policies – 2nd example

5.18.1  ASK  \* MERGEFORMAT Short Description

This use case is an example of how the Application Service Provider (ASP) request for using a resource triggers a Charging Control policy check in addition to a business agreement check.

In this use case a (3rd party) Application Service Provider (ASP) delivers services to end-users. In doing so, the ASP uses resources from a Mobile Operator, and gets charged for it. The Mobile Operator charges subscribers on behalf of the ASP. Policies are being used to protect the Application Service Provider (ASP) from being exposed to charges generated by the Mobile Operator's resources consumption (e.g. a session to a pre-paid subscriber of the operator) when the pre-paid debit limit of the subscriber has been reached and the subscriber has no money left to pay for the service offered by the ASP. The Mobile Operator creates a policy to handle subscriber overruns of his/her prepaid balance: such policy won’t allow the resource consumption in case the pre-paid debit limit of the subscriber has been reached. The policy created for purposes of illustrating this use case is called the “ACCOUNT_CHECK” policy.

5.18.2 Actors

· Third party ASP

· Pre-paid subscriber

· Mobile Operator

5.18.2.1 Actor Specific Issues

Third party ASP

· Wants to consume resources from the Mobile Operator to be able to offer services to the subscribers. The ASP wants to have a Service Level Agreement (SLA) with the Mobile Operator. This SLA describes to what extent the ASP is entitled to make use of the resources of the Mobile Operator.

· Does not want to be charged for delivered service to the subscriber in case the account of the subscriber has run out.

Pre-paid subscriber

· Wants to be charged according to terms described in his/her service contract.

Mobile Operator

· Wants to restrict access to its resources as defined per Service Level Agreement.

· Wants to specify policies whose operational objectives are defined in the Service Level Agreement with the ASP.

· Wants to evaluate Service Level Agreements.

· Wants to enforce Service Level Agreements.

· Wants to offer to the ASP that it checks the account balance of the subscriber, to prevail that ASP will get charged for delivered services to the subscriber that the subscriber can not afford.

· Wants to manage various applications across a diverse and distributed set of Application Service Providers.

· Wants a flexible service management mechanism, e.g. policy management to manage access to and protect the integrity of network services.

5.18.2.2 Actor Specific Benefits

Third party ASP

· Is protected from unwarranted charges generated when the subscriber’s prepaid debit limit is reached.

Pre-paid subscriber

· Uses services according to the terms of his/her pre-paid subscription.

Mobile Operator

· Can offer a feature rich service, with revenue enhancing potential that flexibly meets SLA terms negotiated with ASP’s.

5.18.3 Pre-conditions

· The subscriber has a pre-paid account and his/her subscription allows him/her to receive services at a certain price directly from the ASP.

· The ASP has a SLA with the Mobile Operator that (1) allows the Mobile Operator to charge the ASP for resource usage and (2) which allows the mobile operator to charge the subscriber on behalf of the ASP and (3) which obliges the Mobile Operator to provide resource usage. 

· The Mobile Operator has implemented a policy-enabled service (e.g. session control) that incorporates or has access to EPEM functionality so that the SLA and the ACCOUNT_CHECK policy are enforced.

5.18.4 Post-conditions

The policy-enabled network service used the EPEM capability that was invoked on the ASP request for network service. Appropriate information was sent about the requested network service to be assessed in an evaluation process. The EPEM enabler was consulted for a SLA check. Also the EPEM enabler was consulted for the evaluation of the ACCOUNT_CHECK  and for the enforcement of the ACCOUNT_CHECK decision.  As a result the session was initiated and thereafter re-evaulated every two minutes.
5.18.5 Normal Flow

The Mobile Operator creates the pre-paid balance policy rule, (ACCOUNT_CHECK) for its network service. The ACCOUNT_CHECK policy looks like this: If the pre-paid account balance is lower than or equal to the lower bound then the session is discontinued, otherwise it is allowed to be initiated and continue for two minutes. 

The rule is created via the policy rule creation facility of the Mobile Operator. As part of the creation process the EPEM enabler is configured to respond appropriately to the network service request.

As part of the normal session initiation, the EPEM enabler is invoked on a request to initiate a session to the subscriber. The SLA is evaluated. The outcome of the SLA evaluation is enforced (the decision is enforced, e.g. continue).  The ACCOUNT_CHECK policy is evaluated. The outcome of the ACCOUNT_CHECK policy evaluation is enforced (the decision is enforced: initiate the session and set the time limit to 2 minutes). The session is now initiated and continued for two minutes. After two minutes have passed a notification is sent which invokes the EPEM enabler. The ACCOUNT_CHECK policy is evaluated again. If the account did not reach the lower bound the session will be continued for two more minutes. This will go on until the account lower bound limit is reached (then the session will be discontinued) or until the ASP or subscriber decides to end the call. 

5.18.6 Alternative Flows

· SLA evaluation fails: service request is discontinued.

· ACCOUNT_CHECK policy fails: service request is discontinued.

5.18.7 Operational and Quality of Experience Requirements

· Policies may be defined with a policy definition language that applies to a specific field or context (e.g. charging, privacy, presence). 

[Editor’s note: This text may need to be re-formulated to match the requirement that “policies SHOULD be based on standard schema and semantics”.]
· Policies may be defined in high-level service terms consistent with a policy information model.

· The high-level representation of a policy is mapped onto an internal representation that is best suited for computations and evaluation.

· Policies are selected and evaluated after the EPEM enabler was invoked on the request for resource usage. 

· Data may be downloaded from databases (e.g. account balance database).

· The results of an evaluation can be a recommended action which is then enforced.

· User experience must be uniform, seamless and consistent whenever the user accesses the system.

4 Intellectual Property Rights Considerations

There is no known IPR in this contribution.

5 Recommendation

To review, discuss and include the use case as detailed in section 3 in the EPEM RD.
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