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1 Reason for Contribution

Document OMA-REQ-2004-0157-IMSRDforFormalReview is on formal review at OMA-REQ. This contribution proposes review comments and recommends additions to the RD.
2 Summary of Contribution

The review comments can be summarized as follows:
· It is critical to address at the level of the use cases as well as at the level of the requirements issues of interoperability between the IMS domain including enablers based on or residing in the IMS domain and enablers residing in other domains like the internet or enterprise intranets.
· We propose a use case that discusses these interoperability issues. We recommend that it be considered by the IMS RD activity, adapted or extended if needed and introduced in the RD.

· We request that interoperability requirements be added to the RD.

· We expect that by considering the proposed use case, additional requirements may also be derived and added.
· It is critical that no OMA requirement mandates the use of an underlying network technology. Therefore why it is reasonable to mandate that certain enabler should be able to rely on IMS, we can not mandate that such enablers must be based on IMS. OMA enablers when using IMS capabilities should under no circumstances need to know what the underlying IMS enablers the IMS capabilites are using to fulfill their function. Hence the RD cannot mandate the use of these IMS support functions by the OMA enablers
· We request that requirements be added or amended to reflect this.

· In general, as for other RDs, we would expect to have more detailed and specific use cases included in the RD. We recommend that such use cases be added so that the members better understand the motivation and implications of the requirements and can better evaluate their adequacy. The open issues related to enterprise interoperability illustrate that using IMS in OMA has numerous dimensions not covered in the use cases of other standard organizations. It is therefore not sufficient to simplky refer to those.
3 Detailed Proposal
3.1 Interoperability considerations
Use cases and discussions of the need to address interoperability issues between non IMS domain and IMS domain where discussed in particular in OMA-TR_IMSinOMA-V1_0-20030912-A (Approved recommendations – Section 9.1 and appendix C) as well as use cases on Streaming between enterprise and mobile network and on corporate chat discussed by the enterprise BOF. 
As it is explicitly covered in the approved recommendations that gave mandate for this IMS activity, it is an absolute must that the RD discusses use cases and derives requirements related to this.

More discussions of some of the issues that should be addressed were presented in OMA-BOF_IP_MM-2003-0053-IMS_Enterprise_Considerations_20030817_working and OMA-BOF_IP_MM-2003-0062R1prop-Text_IMS_Enterprise_Considerations_20030826. We would like the TR to explicitly addresses these questions (See OMA-TR_IMSinOMA-V1_0-20030912-A section 9.1 and Appendic C). either via use cases and/or via requirements so that as mandated they be treated at the next stages of the work.

To facilitate the discussion, a use case is provided below as well as proposed new requirements.

3.1.1 Use case on interoperability between IMS and Non IMS domain
The following text provided in change tracking mode is proposed to be added to section 5 of the RD.

5.2 Streaming between Enterprises and Mobile Network
5.2.1  ASK  \* MERGEFORMAT Short Description

This use case describes the interoperability between streamed solutions within an enterprise and devices present on a mobile network. Such streamed solutions can encompass:

· Voice over IP voice applications:

· e.g. teleconference, access to voice mail, voice communications, voice-enabled applications (IVR), …):

· Multimedia streaming:

· e.g. corporate broadcast

· Collaboration tool (e.g. white boarding, shared screen for presentation, IM, Presence, etc…):

· E.g. presentation driven from enterprise network and followed from mobile devices or presentation driven from a mobile employee and followed by participants on mobile network, in the enterprise network and on the internet.

5.2.2 Actors

The involved actors are:

· Employees present in the enterprise network

· Employees present in other network

· Service provider who provide ways voice or data streaming capabilities to or from the devices of employees that are on their network

5.2.2.1 Actor Specific Issues

The issues for the actors are:

· Being able to contact devices on mobile network from the enterprise network:

· What device

· What address

· What protocol

· Users can initiate session / call / streaming to and from mobile network ( including the case where it is across providers and network technologies) to and from enterprise applications or devices.

· Data is streamed accordingly to the mobile devices, from the enterprise network or conversely from the mobile devices to the enterprise network.

· Applications or users can change the stream behaviour by exchanging additional signalling and control data (e.g. conferencing another user)

· All ends can terminate a streaming session or when applicable all streaming sessions

· Service provider can bill the appropriate accounts for the usage.

5.2.2.2 Actor Specific Benefits

The benefits for the actors are:

· Voice / multimedia collaborations with enterprise colleagues while on the road

· Possibly better managed cost

· Reuse of enterprise solutions

5.2.3 Pre-conditions

The required pre-conditions are:

· Enterprise streaming solutions

· Support of streaming (or telephony only for voice-only) by service provider

·  Support of streaming (or telephony only for voice-only) by employee device

5.2.4 Post-conditions

The required post-conditions are:

· Data has been streamed as required.

· Appropriate accounts are billed.

5.2.5 Normal Flow

The normal flow for this use case is:

1. Authentication of parties

2. Possible QoS / bandwidth reservation

3. Session(s) establishment (signalling, control, negotiation)

4. Streamed data

5. Monitoring, control, additional signalling and possibly impact on existing or new data streams. 

6. Charging for usage

7. Repeat as long as needed

8. Session termination

9. Billing of appropriate account

5.2.6 Alternative Flow

· E.g. Monitoring of usage by enterprise IT department

5.2.7 Operational and Quality of Experience Requirements

· Being able to exchange signalling and control to the devices mobile network from the enterprise network (application or other device):

· Being able to stream data to the devices mobile network from the enterprise network (application or other device):

· Voice channel

· Voice as data

· Data:

· Multi-media

· Application (shared screen)

· SIMPLE/SIP presence, IM etc…

· Being able to exchange signalling and control from the devices mobile network to the enterprise network (application or other device):

· Being able to stream data from the devices mobile network to the enterprise network (application or other device):

· Voice channel

· Voice as data

· Data:

· Multi-media

· Application (shared screen)

· SIMPLE/SIP presence, IM etc…

· End points can be authenticates (sender en recipient)

· Users, applications or enterprise can reserve the necessary bandwidth and QoS for such exchanges:

· In advance

· Dynamically

· Usage policies can be enforced by enterprise or by service providers on behalf of the enterprise.

· Known addressing mechanisms

3.1.2 Additional Use Cases Requested
Besides the proposed use case above focused on streaming, we would like to see use cases that:

· Treat interoperability between IMS-based enablers in the IMS domain and services, devices or enablers outside the IMS domain:
· For example: 

· Relying on IMS- authentication to provide access to enterprise resource

· Sharing IMS-IM and PoC sessions with enterprise IM and VoIP users

· Integrating IMS presence in an enterprise presence aggregator
· Treat interoperability between non-IMS-based enabler that provide similar functionality outside the IMS domain and services, devices or enablers within the IMS domain
· For example:

· Relying on presence provided by the enterprise network for employees in IMS domain

· Sharing IMS-IM and PoC sessions with enterprise IM and VoIP users
As we are not experts on IMS, we would prefer to have the IMS activity carrying on the compilation and analysis of such use cases. 

We do believe that without such use cases we can not appropriately evaluate the impact of the proposal and adequacy of the requirements. Such analysis must be preformed before the RD can be appropriately reviewed.

3.1.3 Proposed additional requirements

We propose adding the following requirements. These are mandated by the discussion above as well as the approved recommendations in OMA-TR_IMSinOMA-V1_0-20030912-A.
The following text provided in change tracking mode is proposed to be applied to section 6.1.5 of the RD.

6.1.5       Interoperability

Interoperability between OMA service enablers and an underlying IMS SHALL be ensured by standardizing the IMS related service enablers in such a way that they can

· Interface with the IMS

· Use IMS capabilities and

· Exploit the resources of their underlying network infrastructure via the IMS.

· It MUST be possible to have IMS client in IMS domain invite SIP clients outside the IMS domain.
· It MUST be possible to have client outside the IMS domain to invite IMS clients inside the IMS domain.
· It MUST be possible to stream the controled data to and from that are inside and outside the IMS domain
· It MUST be possible to expose OMA enablers that would be based on IMS to requestor outside the IMS domain
· When normally associated to the function of the enabler (e.g. location, presence etc..), resources outside the IMS domain MUST be able to send request (e.g. function call, registration ...) to  OMA enablers that would be based on IMS and are located within the IMS domain and receive responses.
· When normally associated to the function of the enabler (e.g. location, presence etc..), IMS resources inside the IMS domain MUST be able to send request (e.g. function call, registration ...) to OMA enablers located oustide the IMS domain and receive the resulting responses.
3.2 Interoperability considerations

The following text provided in change tracking mode is proposed to be added to section 6 of the RD to address the concerns of mandatory use of IMS versus supporting its use.

6.2      Overall System Requirements

The IMS, developed by 3GPP/3GPP2, allows applications, i.e. commercial services, to access capabilities of the IMS. It comprises options for providing services, namely SIP-Application Server and OSA. 

OMA’s “service enablers” SHALL treat the IMS as a network capability providing IP transport and a source of service enabling functions. 

OMA’s Service Enablers SHALL be able to interface to the IMS, use IMS capabilities and exploit the resources of their underlying network infrastructure via the IMS.

6.3     System Elements and IMS capabilities

6.3.1     Relevant Interfaces to IMS

OMA service enablers that can rely on IMS capabilities SHALL be able to use selected IMS interfaces specified by 3GPP/3GPP2, as described in the [IMS AD].

6.3.2      IMS Service Capabilities

The IMS related OMA service enablers SHALL be able to use the IMS service capabilities as standardized by 3GPP/3GPP2. 

The IMS service capabilities consist of session management, user data access, event subscription and notification, messaging, data manipulation, and conference control
.

· Session management enables sessions, maintains session state, and provides control mechanisms e.g. re-direction or detection of unreachable SIP users and indications to requesting entities. 

· User data access provides the service enablers the possibility to retrieve user information, e.g. information whether the IMS subscriber is currently reachable or not. 

· Event subscription and notification capability provides a generic capability for subscribing to and notification of events e.g. user presence and watcher information. 

· Messaging capability enables the distribution of small multimedia content end-to-end. 

· Data manipulation (a.k.a. group management) provides capabilities to configure, update and store data related to service enablers, e.g. presence authorization policies and access control lists to groups. 
· Conferencing provides a set of control capabilities related to conference creation, configuration and management.
6.3.3       Supporting Capabilities

The IMS related OMA service enablers SHALL be able to use the IMS supporting capabilities as standardized by 3GPP/3GPP2.

Currently only one supporting capability has been identified - the charging capability. The supporting capabilities can be considered as non-essential to service enablers. However, they do provide additional value by linking service enablers to business logic infrastructure. Examples of such linkage are charging correlations, prepaid and postpaid charging.

4 Intellectual Property Rights Considerations

We are not aware of any IPR associated to this contribution.
5 Recommendations
We request that prior to final formal review and endorsement by the REQ WG of the RD, the recommendations in this contributions be followed and applied to the RD:
· Addition of the proposed use case

· Consideration and addition of other enabler interoperability use cases as discussed

· Addressing as suggested through use cases and requirements the issues raised in OMA-TR_IMSinOMA-V1_0-20030912-A (section 9.1 and Appendic C).
· Inclusion of the proposed new requirements
· Adoptions of the proposed changes to existing requirements to mandate capability to use IMS not imposing IMS on any OMA enabler.
Accordingly the RD should clearly state that it focuses on IMS capabilities that some OMA service enabler SHOULD be able to provide or to rely on and NOT on IMS capabilities that they MUST use or rely on. In addition, when IMS is to be used the interoperability issues discussed earlier MUST be resolved.

We recommend that the RD should be update accordingly and represented for review before the OMA REQ WG endorses this document.
� Editor’s Note: some of these capabilities are yet to be approved by 3GPP/3GPP2
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