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1. Requirements
(Normative)

1.1 High-Level Functional Requirements

Public Chat
Identity information MUST NOT be displayed in the public domain (e.g. MSISDN, E-Mail, Name)


Public Chat
In public chat, it must be possible for IM subscribers to join and leave a chat-group themselves

Public Chat
It MUST be possible to see the public profile of the chat participant.(age, gender, etc)

Public Chat
It MAY be possible for the user to arrange a chat-group.about a certain topic.

Person-to-person communication, Auto Registration
The request-response time by the network and the distribution of the instant message SHALL be short enough so as not to irritate the users when the users take action to send messages to each other.

Person-to-person communication
It MUST be possible to search a person via the contact-list

Person-to-person communication, Auto Registration
The registration data SHALL be send in a secure way. It MAY be encrypted.

Person-to-person communication, Auto Registration
The IM service SHALL NOT ask for a confirmation before registration. When a user opens the IM service application, he confirms automatically, that he want to connect with the IM server.

Person-to-person communication, Auto Registration
The IM terminal MAY return a “connecting status” to the user.

Person-to-person communication, Auto Registration
It MUST be possible to indicate if a connection fails.


The IM service SHALL be capable to allow the user to add and manage contacts.


The IM service provider SHALL be able to configure the maximum length of an IM message in an IM session.

1.1.1 IM Notification

<This clause identifies the high level needs to support the IM notification requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

The user MAY be notificated when there is a new incoming message

When the user has the conversation screen closed, the user MAY be notificated of incoming messages, if the user has the conversation screen open the user MAY NOT be notificated of an incoming message

To avoid irritation, the user MAY swith notifications off, so that he will not be notificated when there is a new message.

The notification MAY be audio and/or graphic
1.1.2 Conversation History


The IM service SHOULD provide a possibility to (re)store conversations.
The IM subscriber MUST be able to manage the conversations.
The service provider MAY define a maximum storage limit of conversations.
1.1.3 Presence in IM


Presence requirements for IM  SHALL be compliant with the requirements stated in the Presence RD
It SHALL be possible for IM users to use presence capabilities.

It SHALL be possible for IM users  to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availibility to communicate using particular communication means.
The presence service MAY allow presence users to communicate this information by creating and activating “profiles” such as “working”, “meeting”, “Out to lunch”, “Discrete, “busy”, “Do Not Diturb” etc.
1.1.4 Group Management In IM


Group Management requirements  SHALL be compliant with the requirements stated in the Group Management RD
The server will be the master of the Group-list, at startup the client will be synchronised with the server.

The Group-Management list shows a list of groups, the contacts within that group are displayed under friendly names.
1.1.5 Contact List Management
There MUST be a possibillity to manage contacts.

The User MUST have at least one contact-list to contact a contact.

1.1.6 Controlling Privacy In IM


1.1.6.1 Invisibility
The Invisible options makes it possible for users to be online to see the status of contacts, scroll through conversation history, compose a message or wait for good friends coming online without being disturbed by your contacts. If the invisibility option is switched on, the user can still chat with his contacts, but appears offline in the contact-lists.
In this chapter the definitions as described in section  “6.2.3 presence features” will be used.
- The IM subscriber SHALL be shown to his contacts with presence status “offline” to his contacts when the “invisible” option is switched on

- The IM subscriber SHOULD NOT have another presence status than "offline" when the "invisible" option is turned on.

- The IM subscriber MUST be able send messages, having the  “invisible” status.

· The IM subscriber SHALL be able to see the presence status of others.
1.1.7 Security

Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be authenticated
Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be registrated

The IM-communication and signalling SHALL be transported in a secure manner

1.1.8 Charging

The IM service entity  SHALL be able to collect sufficient information needed for charging.

The IM service entity SHALL support sufficient mechanisms to allow various forms of charging. Information of relevance SHOULD include but not be limited to, the following items.

For Subscription based Charging

· IM Subscriber status relative to IM subscription, i.e.IM subscribed, IM unsubscribed, IM subscription suspended or temporarily barred (by the service provider).

· Identity of each IM group in which the IM subscriber participates (as configured by the service provider).

· Maximum Size of each IM group (i.e. maximum number of participants who joined the session, regardless of having spoken or not) in which the IM subscriber has participated within a defined period (as configured by the service provider).

For Support Traffic based Charging (in addition to that for Subscription based Charging):
· Duration of a session, with start and finish time stamps.
· Duration of speaking time in a session (i.e. total time periods for all talk bursts by a subscriber).

· Number of IM participants, including their identities.

· Number of messages send
· Number of sessions initiated, i.e. successful attempts.

· Number of failed session attempts, with time stamps of failed attempts.
· Volume of data (e.g. voice packets, bytes).

· Type of IM session.

· IM service interactions (e.g. join a IM group, leave a IM group, administer IM groups, etc).

· Separate Charging Data Records (CDR) generated for originator and terminator of each IM session.

· CDRs for the underlying packet connectivity resource SHALL indicate that the connectivity session is being used for IM

Latency should be a time-based value captured as part of the CDR; this would allow service providers to define their own thresholds for unacceptable latency (e.g. for operational performance measurements).

The IM service entity SHALL provide records for failed delivery of messages.
1.1.9 Usability

The IM service entity SHALL NOT prevent the IM subscriber’s operation of other OMA compatible services, for which the IM subscriber is authorised and subscribed.

The IM service provider SHALL be able to decide the maximum number of IM-participants of an IM group conversation.
It SHALL be possible to to have more than one conversation in one time.
The IM application on the handset SHALL run concurrently with other applications and services on the device.
1.1.10 Interoperability


IM SHALL interoperate with other OMA services, such as Group Management, Presence & Availibility.
1.1.11 Privacy


Privacy requirements SHALL be compliant with the requirements stated int the Privacy RD

The IM server SHALL provide secure storage for IM subscribers’ personal data such as, identity or conversation history.
Unidentified users SHALL NOT be permitted to the IM service.
The User MUST be able to enter a friendly name.
The IM Service entity SHALL provide secure storage for IM Subscriber’s personal data, e.g. identity or contact lists.
1.1.12 Lawful Intercept
The IM service enabler SHALL support capabilities to allow lawful interception.
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