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1 Reason for Change

One of the first contributions on charging during the first week of working in the RD were some generic requirements on charging. After finishing the Use Cases, it is time to review and update them with the better understanding of the needs.
2 Impact on Backward Compatibility

None, changes in a draft
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the changes in the RD
6 Detailed Change Proposal

6.1 High-Level Functional Requirements

	
	The Charging Enabler MUST provide methods for credit control:
· Credit check

· Content charging

· Reservations
· Commitments of reservations
· Rollback

· Debit (either over reservations, or directly to the account).

· Cumulative charges (Several reservations, and a “commit charge” for the whole amount reserved), 

· Charging based on levels and discounts based on volume (Tier and taper discounting)
· Any combination of all of the above.



	
	

	
	

	
	The charging enabler MUST include enough information to allow the PSP’s rating engine to rate for specific needs:
· It MAY provide pre-rating information
· It SHOULD accept charging information to adjust its behaviour (i.e the PSP asking for offline or online charging)
The charging enabler SHOULD use information provided by the PSP about the service. Some of that information could be identifiers that will be used in the communications with the PSP.
· When credit control is performed, it MUST be possible to set up expiration dates for the credit acquired.or a predefined number of events
It MUST be possible to receive credit for one service in the following situations:
· The credit is shared between different services

· When asking for some amount of credit, the result is a combination of credits, for instance, the streaming service asks for 10 mins. credit and he’s returned 5 mins. free credit and 5 mins. rate x credit
· 
· 
· 
· 

	
	· 

	
	
· 
· 
· 

	
	The charging enabler MUST provide information for:

· Legal aspects, including regulations

· Audit ability
· Gather of statistics

· Customer Relationship Management
And it MAY provide information
· 3rd Party payment 

	
	Charging enabler MUST generate enough information in order to allow the PSP to perform the identification or correlation of all charging events coming from different domains/elements/actors (bearer charges, content charges, 3rd party charges, etc.) in order to generate the final rate for the service.

	
	Rating of a service MUST consider:

· All the elements involved in the delivery of the service, including bearer charges, session charges and event/content charges.

· Specific prices for that event due to bundling, promotions, etc.

· Capabilities asked to provide the service, and those provided (i.e. the user asks for a premium service but he is not granted)

· Account used for the charges.

It is likely that for providing those capabilities rating is not done within the enabler, but on an external part (i.e. the PSP)

	
	The charging enabler MUST be independent of the payment method used to provide it.
There MUST not be differences in the service delivery based on User charging information (prepaid or postpaid user, etc).

	
	

	
	The charging enabler SHOULD provide a way to interact with the user for charging purposes
· Advice of Charge
· User’s acceptance of the charges that are going to be applied
· The decision of whether there is a need for any of this mechanisms should be done on the PSP

	
	

	
	

	
	The information provided by the charging enabler SHOULD be configurable, depending on the needs of the PSP.

	
	
· 
· 

	
	The charging enabler MUST NOT need or provide information related to the User except when completely necessary for the service:
· It MUST allow all the local privacy regulations to be enforced.
· All the charges levied between actors must be identified.
· It MUST be possible to identify the service and the parties involved by means that respect the privacy of the information, as temporary identifiers uniquely related to a party.

	
	The charging enabler MUST provide enough information for mechanisms based on Fraud Avoidance and Revenue Assurance to work.

· The charging enabler MUST provide a mechanisms to ensure that the service can be provided to the user for the charging perspective prior to the delivery of it:
· It MUST be possible to assure that the User has given its permission to be delivered the service.

· It SHOULD be possible to revocate the permission to deliver a service for charging reasons.
· It MUST provide Non-repudiation mechanisms to all the interfaces.
· It MUST be possible to notify the PSP the outcome of the service (i.e. successful, partially successful or failure)

	
	


Table 1: High-Level Functional Requirements

Security

	
	The information used for charging should be secured by any means avaiblable
· Information channels SHOULD be secured

· Information integrity SHOULD be provided
· Authentication of information and senders MUST be provided


Table 2: High-Level Functional Requirements – Security Items

6.2 Charging
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