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1 Reason for Change

The Global Do-Not-Disturb (DND) use cases prompted the creation of the “Overriding Subscriber Willingness” attribute in the normative requirements. Legacy definitions of Service DND and Global DND in the normative definitions should be replaced with the adopted terminology of “Overriding Subscriber Willingness” to eliminate overlapping and misleading definitions. The term “DND” does not appear in the normative section and therefore should not be included in the definitions section.
R01 includes input from the email discussion and the clarification of the “Element” definition. 
The definition proposed here aligns the definition section with the normative text of Section 6.1.4.2 (included here fyi):

6.1.4.2 Presence Information Format

4) The Presence Service SHALL support a format that is able to represent a rich set of presence information.

5) Presence Information SHALL be represented using a standard format, for the purpose of exchanging presence information.

6) A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

a) Default Subscriber Willingness (e.g. willing, not willing, etc.)

b) Application-specific Subscriber Willingness (e.g. willing for PoC, not willing for IM etc);
c) Overriding Subscriber Willingness (e.g. willing, not willing);
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed change into the Presence RD. 

6 Detailed Change Proposal

3.2 Definitions

	Application-specific
	A qualifier that designates an element that is either specific to a communication means (such as PoC or IM), or pertains to an application (such as a networked game application).

	Application-specific availability 
	Available indicates that it is possible to initiate a communication of this type; “Not Available” indicates that it is not possible to initiate a communication of this type. For example, if a user is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., they would be available for PoC, whereas if any of those were not true, they would be ”Not Available”. 

Note: this is mostly unrelated to whether the user is willing or not to accept this particular type of communications. This information would be supplied by various network elements; this is commonly referred to as “network presence”.

	Application-specific willingness 
	Indicates whether the user is willing to accept communications of this type. If the application-specific availability is set to “Not Available” this element has no relevance. If this element is not present in a presence document, it may be deduced from the “Default Willingness” element [see Default Willingness definition]. This value of this element may be overridden by the “Overriding Subscriber Willingness” element [see Overriding Subscriber Willingness definition].

	Authorization Categories
	An Authorization Category consists of a list of watchers that identifies a trust relation like Family, Friends or Colleagues.

	Authorization Profile
	Is a list of Presence and Availability policies that can be used to easily and securely select what information is sent to requesting watchers or groups of watchers.

	Default willingness 
	Indicates the end-users default willingness to communicate in the absence of an application specific willingness element. For example, if a user is “Available” on a particular application, but has not published their willingness for that application, the default value would be used. This element, where applicable, may still be overridden by the “Overriding Subscriber Willingness” element [see Overriding Subscriber Willingness definition].

	Presence Information Element
	A basic unit of Presence Information.  

	
	

	One-time Event Subscription and Notification
	One-time Event Subscription and Notification is the service that enables subscribers to place a subscription that will generate a single notification and then terminate itself.

	Presence
	Ambiguous term. Not used within OMA specifications. 

	Presence Enhanced Phonebook
	A convenient way of referring to a client displaying presence information about one or more presentities. This is a generic name, not mandating nor implying any particular implementation or set of features.

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include items elements such as the status, reachability, willingness, and capabilities of that Presentity. 

Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic. 

	Presence Server
	A logical entity that receives Presence Information from a multitude of Presence Sources pertaining to the Presentities it serves and makes this information available to Watchers according to the rules associated with those Presentities. 

Note: In IETF SIMPLE Presence a Presence Server is referred to as a Presence Agent.

	Presence Source
	A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. 3GPP/3GPP2 Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources. 

Note:  In IETF SIMPLE Presence, Presence Sources are referred to as Presence User Agents. In IETF 2778, they are referred to as Presentities.

	Presentity
	A logical entity that has Presence Information (see definition below) associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as " conference room #27". Presentities are generally referenced by distinguished names, such as "dean.willis@softarmor.com" or by phone numbers like "+19724735455". In SIMPLE, Presentities are generally referenced using a sip:, pres: or tel: URL. 

Note: This definition maps better to the RFC2778 definition of a Principal, rather than that of RFC2778 Presentity. This definition is compatible with the 3GPP/3GPP2 definitions of presentity, as well as that of IETF SIMPLE Presence. 

	Principal
	Ambiguous term. Not used within OMA Presence specifications.

Note: Defined in RFC2778. In OMA/3GPP/3GPP2 a Presentity resembles an IETF Principal.

	
	

	Overriding Subscriber Willingness
	The Overriding Subscriber Willingness provides an indication, set by an end user, that takes precedence over both the Application-specific willingness and the Default willingness settings. For example, when a Overriding Subscriber Willingness indication is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.
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