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1 Reason for Change

In the SRM RD (OMA-RD-SRM-V1_0-20071029-D), there are some spelling errors which have to fix. For clarification of this document, it has to be changed.
In R01 the published Candidate version of the SRM RD is referenced and a typo is corrected. In R02 a general statement is added (as “Change 2”) to replace “DRM Contents” by “DRM Content”.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend that DRM agrees to this CR

6 Detailed Change Proposal

Change 1 addresses various sections as specified below:
5.2.3 Pre-conditions
The User has acquired various DRM Contents and Rights Objects, these are installed on the User’s old Device.

The User’s old Device and User’s new Device support Secure Removable Media.

· The User has acquired various DRM Contents and Rights Objects and these are installed on the User’s old Device.

5.2.5 Normal Flow  
1. The User has purchased and downloaded DRM Content that is stored in the User’s old Device, the associated Rights Objects are installed on User’s old Device. The User’s old Device supports Secure Removable Media.

· The User has purchased and downloaded DRM Content that is stored in the User’s old Device and the associated Rights Objects are installed on User’s old Device.
5.4.3 Pre-conditions
The User has acquired various DRM Content that is stored on the User’s Device, the associated Rights Objects are installed in the User’s Device. The User has transferred the Rights Objects and DRM Contents to the Secure Removable Media to allow their friends to borrow the DRM Contents.

· The User has acquired various DRM Content that is stored on the User’s Device and the associated Rights Objects are installed in the User’s Device.
5.4.5 Normal Flow  
Up-to 4th step, case 1 and case 2 has the same flow. After the 4th step, the DRM Contents and Rights Objects are stored/installed on the Secure Removable Media. Case 1 and case 2 differ in how the DRM Contents and Rights Objects are Consumed.

Case 1: 
1. The User has purchased and downloaded DRM Content that is stored in the User’s Device and the associated Rights Objects are installed in User’s Device which supports the Secure Removable Media.

· The User has purchased and downloaded DRM Content that is stored in the User’s Device and the associated Rights Objects are installed in User’s Device which supports the Secure Removable Media.
Case 2: 

1. The User has purchased and downloaded DRM Content that is stored in the User’s Device, the associated Rights Objects are installed in the User’s Device which supports the Secure Removable Media.
· The User has purchased and downloaded DRM Content that is stored in the User’s Device and the associated Rights Objects are installed in the User’s Device which supports the Secure Removable Media.
5.5.3 Pre-conditions
The User has acquired various DRM Content that is stored on the User’s PC, the associated Rights Objects are installed in the User’s PC. 

· The User has acquired various DRM Content that is stored on the User’s PC and the associated Rights Objects are installed in the User’s PC.
5.5.5 Normal Flow  
1. The User has purchased and downloaded DRM Content that is stored in the User’s PC, the associated Rights Objects are installed in User’s PC. The User’s PC supports Secure Removable Media..

· The User has purchased and downloaded DRM Content that is stored in the User’s PC and the associated Rights Objects are installed in User’s PC. The User’s PC supports Secure Removable Media.
5.6.3 Pre-conditions
The User has acquired various DRM Contents that are stored on the User’s Secure Removable Media, the associated Rights Objects are installed on the to the User’s Secure Removable Media.

· The User has acquired various DRM Contents that are stored on the User’s Secure Removable Media and the associated Rights Objects are installed on the to the User’s Secure Removable Media.
5.6.6 Alternate flow

If there are no remaining Rights or Rights have expired for the DRM Content on the Secure Removable Media, the User can not Consume the corresponding DRM Content.

If the authentication between the Secure Removable Media and the rendering Device fails, the DRM Content can not be Consumed by the rendering Device.

· If the mutual authentication between the Secure Removable Media and the rendering Device fails, the DRM Content can not be Consumed by the rendering Device.
5.7.1  ASK  \* MERGEFORMAT Short Description

Alice owns a state of the art mobile phone and is a faithful subscriber enjoying the multitude of service that her Network Service Provider offers. Alice has purchased DRM content and the associated Rights Objects are installed in her Smart Card. She has subscribed to an operator’s a service that allows her to Backup her Rights Object automatically with just a press of a key.

· Alice owns a state of the art mobile phone and is a faithful subscriber enjoying the multitude of service that her Network Service Provider offers. Alice has purchased DRM content and the associated Rights Objects are installed in her Smart Card. She has subscribed to an operator’s service that allows her to Backup her Rights Object automatically with just a press of a key.
5.7.3 Pre-conditions
The User has acquired various DRM Contents these are stored on her mobile phone, the associated Rights Objects are installed in her Device. She is doing regular Backup of her Rights Objects with a service that is offered by her Network Service Provider or with a PC software that is provided by her Network Service Provider. She can decide which Rights Objects she wants to keep in the Smart Card and which ones she wants to extract in order to free some space.
· The User has acquired various DRM Contents these are stored on her mobile phone, and the associated Rights Objects …
5.8.1  ASK  \* MERGEFORMAT Short Description

A Network Service Provider is providing a brand new music services for teenagers when they purchase a new network subscription. 

In order to deploy exclusive contents, the Network Service Provider provisions DRM Content on the mobile phone or a removable media if available (e.g. MMC, Smart Card …). Finally, the corresponding set of Rights Objects are installed in the Smart Card at the factory during the personalization.

Wendy subscribes to this new service, she puts the Smart Card into her handset, switches on the handset and enjoys her new content without any network interaction.
· In order to deploy exclusive contents, the Network Service Provider provisions DRM Content on the mobile phone or a removable media if available (e.g. MMC, Smart Card …). Finally, the corresponding sets of Rights Objects are installed in the Smart Card at the factory during the personalization.
· Wendy subscribes to this new service, and then she puts the Smart Card into her handset, switches on the handset and enjoys her new content without any network interaction.
6.1.1 Security

	Label
	Description
	Enabler Release

	REQ-SEC-11
	Devices and SRM SHALL be able to use revocation information as part of ensuring a secure mechanism between DRM Agents and SRM Agents.
	SRM 1.0


· Devices and SRM SHALL be able to use certificate revocation information as part of ensuring a secure mechanism between DRM Agents and SRM Agents.
Change 2

Replace all occurrences throughout the SRM RD of “DRM Contents” by “DRM Content”
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