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	Review Report Document Id
	OMA-RDRR-SEC_CF-V1_1-20091021-D
	 FORMCHECKBOX 
 OMA Confidential

	Material Being Reviewed:
	OMA-RD-SEC_CF-V1_1-20090813-D

	Group Presenting Document:
	ARC/SEC

	Date of This Report:
	21 October 2009


1. Instructions

Review comments should be collected and aggregated into a single review report.  This will facilitate efforts to resolve issues:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Avoid changing Comment Ids once drafts have been published – source of possible confusion.

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

2. Review Information

2.1 OMA Groups Involved

	Name Of Group
	Role
	Invited
	Comments Provided

	Requirements
	Host 
	 FORMCHECKBOX 

	

	Architecture
	Reviewer
	 FORMCHECKBOX 

	

	Security
	Reviewer
	 FORMCHECKBOX 

	

	IOP
	Reviewer
	 FORMCHECKBOX 

	

	
	
	
	

	
	
	
	


2.2 Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id

	Preliminary
	2009.01.17
	ConfCall
	REQ
	OMA-RD-SEC_CF-V1_1-20090831-D
OMA-ERELD-SEC_CF-V1_1-20090907-D

	Full
	2009.01.14  to 

2009-09.27
	Email
	REQ, ARC, … (according to Process)
	OMA-RD-SEC_CF-V1_1-20090831-D
OMA-ERELD-SEC_CF-V1_1-20090907-D              ”


3. Review Comments
3.1 OMA-RD-SEC_CF-V1_1-20090813-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	2009.09.15
	E
	5
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: There is no need to keep Figure 1 in section 5.
Proposed Change: To delete Figure 1
	Status: CLOSED
OMA-ARC-SEC-2009-0075-CR_SEC_CF1.1_RDRR_Editorial_Correction

	A002
	2009.09.15
	T
	5.2
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: There are use cases and requirements related to delegated authentication for Web Services.

Proposed Change: To add one functionality, “Support  for Delegated Authentication for Web Services”
	Status: CLOSED
OMA-ARC-SEC-2009-0076-CR_SEC_CF1.1_RDRR_A002_A003

	A003
	2009.09.15
	T
	5.2
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: In order to support OMA Enablers over UDP protocol, it is suggested profiling IPSec.

Proposed Change: To add one functionality, “IPSec profile”
	Status: CLOSED
OMA-ARC-SEC-2009-0076-CR_SEC_CF1.1_RDRR_A002_A003

	A004
	2009.09.15
	E
	6.1
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: There is no Modularisation in the new RD template.

Proposed Change: To delete section 6.1 Modularisation.
	Status: CLOSED
OMA-ARC-SEC-2009-0075-CR_SEC_CF1.1_RDRR_Editorial_Correction

	A005
	2009.09.15
	E
	6.2, 6.3
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: There is no Modularisation in the new RD template. 

Proposed Change: To delete the “Functional module” in each requirement.
	Status: CLOSED
OMA-ARC-SEC-2009-0075-CR_SEC_CF1.1_RDRR_Editorial_Correction

	A006
	2009.09.15
	E
	6.2.1.6
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: The table number is wrong. 

Proposed Change: To update the table numbers as the following:

“Table 4 8: High-Level Functional Requirements – Delegated Authentication”
	Status: CLOSED
OMA-ARC-SEC-2009-0075-CR_SEC_CF1.1_RDRR_Editorial_Correction


3.2 OMA-ERELD-SEC_CF-V1_1-20090907-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	B001
	2009.09.15
	E
	2.2
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: The OMA Dictionary version is wrong.

Proposed Change: To update the reference as below:

“Dictionary for OMA Specifications”, Version x.y2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_78, URL:http://www.openmobilealliance.org/
	Status: CLOSED
OMA-ARC-SEC-2009-0077-CR_SEC_CF1.1_RDRR_B001_B002_B003_B004

	B002
	2009.09.15
	T
	4.2
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: There are use cases and requirements related to delegated authentication for Web Services.

Proposed Change: To add one functionality, “Support  for Delegated Authentication for Web Services”
	Status: CLOSED
OMA-ARC-SEC-2009-0077-CR_SEC_CF1.1_RDRR_B001_B002_B003_B004

	B003
	2009.09.15
	T
	4.2
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: In order to support OMA Enablers over UDP protocol, it is suggested profiling IPSec.

Proposed Change: To add one functionality, “IPSec profile”
	Status: CLOSED
OMA-ARC-SEC-2009-0077-CR_SEC_CF1.1_RDRR_B001_B002_B003_B004

	B004
	2009.09.15
	T
	5
	Source: Alcatel-Lucent

Form: OMA-REQ-2009-0205

Comment: Technical Specifications and Supporting Files are missed.

Proposed Change: To add Technical Specifications as following:

“[TLS]
OMA-TS-TLS-V1_0-20080902-A
Specification that defines an OMA profile of TLS and related IETF specifications. The profling amounts to stating which features, in referenced specifications, that must or should be supported.”
“[GBA_Profile]
OMA-TS-GBA_Profile-V1_0-20080902-A
Specification that defines an OMA profile of GBA, as defined by 3GPP and 3GPP2. GBA specifies how operator controlled smart cards can be used to bootstrap a short term security association between a client and a server. The profling amounts to stating which features, in referenced specifications, that must or should be supported.”
To add Supporting Files as following:

“[SEC_CERT_MO]
OMA-DDS-SEC_CERT_MO-V1_0-20080902-A
Using the OMA DM protocol and its data formats, this data definition specification defines Management Objects required for management of security properties (SEC CERT MOs). To be used as one option to initialize a device in context of the SEC_CF enabler, or in other contexts.”
“[SEC_CERT_DDF]
OMA-SUP-MO_SEC_CERT-V1_0-20080902-A
DDF for the MO in [SEC_CERT_MO]. 

Working file in Schema directory:

file:
SEC_CERT_MO-v1_0.ddf

path: http://www.openmobilealliance.org/tech/omna/dm-mo/”
	Status: CLOSED
OMA-ARC-SEC-2009-0077-CR_SEC_CF1.1_RDRR_B001_B002_B003_B004
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