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Reason for Change

This contribution provides some reference scenarios for Mobile Social Networking.
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Recommendation

It is recommended to the group to accept the change proposed in this contribution.
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Change 2: add new scenarios


6 SNS Scenarios and Standard Work Areas
6.X Gateway Scenario

6.X.1  ASK  \* MERGEFORMAT Short Description and Flows

This scenario aims at enabling users to interconnect with external SNs on which they already have an account (e.g. Facebook, Twitter, etc) using the proprietary interfaces of such networks. This scenario introduces the concept of direction in interacting between an OMA-compliant SN and one or more external SNs.
In particular, inbound interactions relate to the concept of aggregation of activities and media from external networks, making thus possible to allow users that own accounts on multiple external SNs to access aggregated information about their friends (e.g. contact information, activities) on these networks.
Outbound interactions, on the opposite, relate to the ability of cross-posting activities and/or media to multiple external SNs. This way users could potentially share their activities over all their external SNs at once.

1. user A associates her identity on external SNs with its identity on an OMA-compliant SN using the proprietary procedures required by the external SNs

2. At a later stage, user A wants to update her status
3. user A selects to which external SN her status update will be posted and posts it
4. user B2 is a friend of user A2 (other identity of user A) on external SN 2, and sees user’s A2 new status
5. (optional) user B2 comments the new status of user A2 on external SN 2 (out-of-scope)
6. (optional) comment from user B2 gets notified to user A on her OMA-compliant SN
7. (optional) user B2 updates her status on external SN 2, which is seen by user A2

8. (optional) user A gets notified of user B2 status update on her OMA-compliant SN
This scenario aims at defining the requirements needed to enable gateway functionalities in a generic way, not addressing the peculiarities of the single external SN.

.
Furthermore, the concept of activity in this scenario is very generic. Whilst the scenario itself focuses on a status update, media upload and check-in activities are intended as additional valid examples.
6.X.1  ASK  \* MERGEFORMAT High-level Requirements

Hence in general this scenario introduces the following high-level requirements:

· Ability to update status or perform check-in
· Ability to select external SNs for outbound interactions. This function may be performed contextually with the activity post/update, or a previously set preference. In this latter case, the scenario would require the ability to manage preferences for interactions with external SNs.
· Ability to configure external SNs accounts. This function may be an implementation issue, unless the functionality is intended on the mobile device
· (optional) Ability to notify users of activities performed on external SNs (e.g. receiving a comment, reading a friend’s update)
Note that this scenario may be further enhanced with privacy-related features, allowing users to define the level of privacy of their activity, thus replicating this privacy level on an external SN “at best”.

6.X.3 Market benefits
Mobile operators can provide the social networking gateway function in a standalone way or in addition to their own mobile social network. As such it can attract more users and provide competitive services. Users would be attracted by a social network which can provide the gateway function for communication with multiple friends.
6.Y Federated Scenario
6.Y.1  ASK  \* MERGEFORMAT Short Description and Flows

The federated Social Web community has defined a simple social federation scenario named “Social Web Acid Test - Level 0” [SWAT0] as an integration use case for the federated social web.
This scenario aims at enabling users to interact in a standard way across social networks run by service providers compliant with a set of interoperable specifications.
The generalized flavour of this scenario is copied here for convenience:
“
1. user A takes a photo of B from their phone and posts it

2. user A explicitly tags the photo with B

3. B gets notified that they are in a photo

4. C who follows A gets the photo

5. C makes a comment on the photo

6. A and B get notified of the comment 

Where users are on at least 2 (ideally 3) different services […], and the users only need to have *one* account, on the specific service of their choice (requiring the users to have an account on each service that is interacting misses the point of Federation)
”
6.Y.2  ASK  \* MERGEFORMAT High-level Requirements

This scenario introduces the following high-level requirements:

· Ability to post/upload media (pictures, audio, video)

· Ability to attach tags to media, either contextually to the upload process, or at a later stage. Such tags may represent plain keywords, users or other entities to be defined.
· Ability to interconnect SNs (servers)
· Ability to notify users of an activity that they are related to (e.g. being tagged in a picture, receiving a comment) , including users of other SNs
· Ability to “follow” other users, including users of other SNs.
· Ability to access other users’ activities & media, including users of other SNs.
· Ability to take action on (e.g. comment) a user’s activity/media, including users of other SNs.
Note that this scenario considers a federation of SNs without making any assumption on whether such SNs are operated by service providers or individuals (e.g. home computer)
6.Y.3 Market benefits
Social Networking Federation enable users to only have *one* account for SN, whilst still giving them the ability to interact with users on different SNs. It is thus possible to enable a federated SN as the anchor of mobile operator’s service and other services.
The mobile operator can thus operate its own SN thus attracting its own subscribers to an interoperable SN service that allow them to communicate and interact freely with subscribers of other mobile operators.
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