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1 Reason for Change

This contribution provides an overview of the current state of the art in the field of social networks open initiatives, providing a comprehensive list of functionalities to be addressed when targeting social network standardization.
R01: edited online during the REQ call on 30 Nov 2010
2 Impact on Backward Compatibility

N.A

3 Impact on Other Specifications

N.A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1: add references
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Change 2: insert state-of-the-art


5.2 Other Initiatives 
Federated systems have proven over time to have several advantages: they are incredibly robust, they encourage technical innovation, and they are more secure.

At present, any individual, company, or organization can own a Web site or email server and be part of the World Wide Web. Any such entity should hence be able to bring its own identity to any SN, or run its own.
The importance of distributed social networking can be outlined in the advantage that the user gains: freedom to choose between any compatible node without losing access to their contacts, and privacy control.

However, a critical problem in realizing this vision of a distributed and secure SN is the fact that any `distributed' social network will become yet another walled garden unless it is based on open and royalty-free standards. Via open standards, multiple social networking platforms ranging from large vendors to simple personal websites should be able to interoperate.

It is reasonable to assume that a federated social web will at least do what monolithic social networking applications do today.
Editor’s: be sure there is a clarification between the aggregation and federation terms, maybe in section 4 (introduction) or/and section 6 scenarios
5.2.1 Social Networking Features
Below is a list of functionalities that are currently being addressed to define a common approach to (distributed) social networking.

5.2.1.1 Identity
Identity is the unique identifier of an entity or resource. An important part of identity is addressability – having a machine readable address that computers and people can use to find a resource uniquely. Users can have more than one identity in a social network, e.g. wrt email, where many people have work and home addresses, but they are not typically linked in any way, despite some proprietary initiatives.

Because identity is important for remote login and security, it is probably the most discussed part of this system.

There are competing schools of thought on identity and addressing when coming to web identity: OpenID [OPENID] borrows the URL format from the Web (HTTP URI), whilst WebFinger [WEBFINGER] on the other hand, borrows the address format from email.

Whatever address format is considered, it is likely to be hierarchical, including an organizational part that belongs to the reference network, and an individual part that is unique within that network.

5.2.1.2 Profile

Profile data can contain any information about an entity: name, avatar, postal address, phone number, favorite color, religion, political orientation, past jobs, education history, etc. Nearly all SNs provide a single profile Web page for individuals with all their profile data; some allow to restrict sensitive data to subsets of viewers.

A number of standards exist currently for profile and relationship information on the Web. One distinction among them is what data format (plaintext, XML, RDFa) the profile is in and whether or not they are easily extensible.

Even more importantly, there are differences in how, given a digital identity, any particular application can discover and access profile data and other capabilities that the digital identity may implement.

The following is a non-exhaustive list of standard that enable profile discovery and/or representation:

· XRD [XRD] is a XML file format for discovering what capabilities a particular profile provider may have.

· HCard [HCARD] is a microformat for publishing the contact details (which might be no more than the name) of people, companies, organizations, and places, in(X)HTML, Atom, RSS, or arbitrary XML.

· FOAF [FOAF] provides an extensible approach to modeling information about people, groups, organizations and associated entities, and is designed to be used alongside other descriptive RDF vocabularies.

· PortableContacts [POCO] is derived from vCard, and is serialized as XML or, more commonly, JSON. It contains a vast amount of profile attributes. More than a profile standard, the PortableContacts profile scheme is designed to give users a secure way to permit applications to access their contacts.

· OpenSocial [OPENSOCIAL] defines a common API for social applications across multiple websites. With standard JavaScript and HTML constructs, developers can create applications that access friends and update feeds of a SN.
· OpenID Attribute Exchange extension [OPENID-AX] defines a set of messages to exchange (access, insert) user profile information with an OpenID provider
· OMA CAB [OMACAB] provides an extensible list of elements related to people, groups and organizations.
Current profile-related standards provide a way to exchange data between networks, but keeping them synchronized and up-to-date is still to be addressed.

5.2.1.3 Privacy

Users need be able to define who can access their data and under what conditions.

· OAuth [OAUTH] is a popular standard for granting data authorization to third parties, allowing users to grant access to private resources after authenticating themselves via their online identity.

· WebId [WEBID] (a.k.a FOAF+SSL) uses TLS and client-side certificates for identification and authentication.

5.2.1.4 Relationships

Declaring relationships to friends and colleagues is the lifeblood of any SN. 
Some networks allow to define the nature of the relationship. Some require that both related people approve the relationship (“friends”), others support a one-way approach (“fan” or “follow”). In either case, some or all people on the network can navigate a user’s list of friends.

Reading lists of friends or colleagues on the Web is easy. Restricting access to those lists has similar problems to restricting access to profile information as mentioned above.

Machine-readable relationship formats is one of the best-developed features of federation, with FOAF and XFN [XFN] (which embeds its own social contact relationships directly into HTML links using the “rel” attribute) leading the way.

5.2.1.5 Content sharing
The Social Web has evolved beyond connections between people. Sharing photos, audio, links, video and rich text with friends is an important part of SNs. Some networks specialize in only one medium like photos or video; others cover the spectrum.

Sharing office files like word-processing documents and spreadsheets is important for corporate networks, too. 

Navigating or consuming media uploaded by another user is usually easily supported by syndication standards, but present the same issues than above on setting permissions based on relationships (e.g. “only for family and friends”).

On the other hand, uploading media remotely isn't well-specified and is typically pushed using proprietary interfaces or as attachments for syndicated activities (Atom and RSS). However, OExchange [OEXCHANGE] is an open specification for sharing rich content over the Web using URIs between social sites, which may improve this process. It defines a protocol that supports the offering of URIs to other services in a standardized way (with authentication capabilities) and further allows sites to advertise their ability to receive data using XRD and WebFinger. This proposal has gained support from many players in the Social Web.
5.2.1.6 Activities

The most distinguishing feature of the Social Web over the previous hypertext Web is the increasing focus on sharing information in real-time. As opposed to pulling information on an as-needed basis, users desire to have

information that may be of interest, pushed to them immediately. The social interactions of user and resources, including other users, are the activities of the user.

Each activity, such as changing status, making new connections, creating a blog post, uploading a picture, or attending events can be considered an update in an activity. The total of all activities of a user is named as the stream of that user.

This is where the most effort is happening today in the federated social web, both at data representation level and at protocol level. 
Generating and sharing feeds, with RSS and Atom, is a forte of the open web ; its latest development is ActivityStreams [ACTIVITYSTREAMS], a popular set of Atom extensions, which encodes machine readable information about social activities like posting a video or joining a group.
Editor’s Note: mention here AtomPub [AtomPub] as well.
In addition, PubSubHubbub [PuSH] is a real-time push protocol that avoids the typical polling of RSS feeds and optimize the exchange and update of information. In the OMA context, this may relate to OMA PUSH [OMAPUSH].
5.2.1.7 Follow-up actions
In several existing SNs, users can take actions on activities performed by other users, such as comment on media, “favorite” or “like” it, or re-share the media to their own social network.
OpenLike [OPENLIKE] is a proposed open protocol to allow sharing what people like in a simple and standard method between web applications (e.g. “like” button). This proposal however doesn’t seem to have seen wide-scale deployment.

In addition, the Salmon protocol [SALMON] is another open standard way to update and integrate back further comments attached to an update to their original source.

5.2.1.8 Private messages

Over the past years the volume of direct messages on social networking services reached and surpassed that of email. Private, direct messages are readable only by sender and recipient and can often contain embedded media or links. Some services further provide an empty message feature, called a “poke” or “nudge”.

This is a part of the federated social web that hasn't yet received much attention. Some work is currently ongoing to implement remote private messaging using PubSubHubbub-enabled streams.

5.2.1.9 Groups

Grouping people together is an important part of most SNs. Users can join or quit a group (sometimes requiring the group owners' approval), send private messages to the group (which are distributed to all members), and upload images, video, or other media that relate to that group. Group administrators can also announce events or provide a profile for the group.
Most of the issues for individuals apply for groups, and the standards used for communications and relationships between individuals will largely work for groups. For example, joining a group can be seen as establishing a relationship with it.

5.2.1.10 Search

Users on SNs can usually search for other people by name, location, interests, or profile information like age and gender. They can often restrict these searches to their own friends or friends-of-friends. Some SNs further provide the ability to search for media or groups by keyword, with an emphasis or exclusive filter on your friends.

It is unclear so far which role search will play in the federated social web: public media and groups may be accessible to Web Search Engines, but searching media that has privacy constraints is not been addressed so far.

5.2.1.11 Client Web API

Some SNs provide a Web-based API that third-party developers can use to create desktop and mobile web applications that access the network. Typical functionalities include establishing relationships, browsing an activity feed, and uploading or viewing media.

Defining a standard Client Web API that developers could use to access any social web site would significantly help uptake. OpenSocial is an initiative that has started to address this area.
5.2.1.12 Data Portability

Data portability is one of the intrinsic features required for a federated social web that is usually not implemented on existing SNs. Traditionally, users need to re-register their personal information and contacts on every new SN. Through data portability, users should be able to seamlessly import their profile, history, media and connections to new social applications and platforms. Moreover, authorization policies & privacy rules should be seamlessly portable across SNs.
Nowadays, social networking sites encourage users to put their data into their own proprietary platform and sometimes tend to restrict the portability of the user's own data to another site or even their home computer.
A user should be able to move easily from a social network to a different one, bringing with him/her all his/her histories in the previous social network, such as identity, profile, shared contents, social graph. The moving from a social network to a different one shall be managed in an automatic way (with minimum human actions) and, most importantly, keeping authorization and privacy policyies already specificed by the user in the previous social network.

OpenID addresses identity and profile portability, whilst PortableContacts or FOAF are focused on contact information portability. In addition, ActivityStreams or SIOC [SIOC] can help porting user activities from one SN to another.
5.2.2 Main Social Network Federation Initiatives
In a federated Social Web vision, the core architecture of an activity stream presumes the ability to send content (status updates, messages, and other content) in near real-time. Whilst may initiatives exist at the moment to create and operate its own SN, two main architectures, and related initiatives, distinguish themselves at this time. While the underlying protocol is different, the core functionalities and part of the data representations are similar.

A first proposal, the OneSocialWeb [ONESOCIALWEB] is based on XMPP [XMPP], where the XMPP messaging framework natively provides an XML "envelope" for data to be sent in real-time with updates. XMPP in its simplest form can be regarded as an asynchronous protocol for exchanging XML fragments, which features its own methodology for identity authentication and extensibility.

As one of the main concerns of the Social Web in general is to provide status updates and messages in near real-time, XMPP is a natural fit for federated social networks, besides natively supporting user profile & relationships. However, XMPP is not built on HTTP transport and as such provides a whole set of issues when dealing with interconnecting sites remotely.
OneSocialWeb further leverages ActivityStreams format for activity sharing as well as XFN-inspired XMPP extensions for relationship definition.
An alternative architecture is rapidly emerging, based on HTTP, named OStatus [OSTATUS]. It relies on HTTP as baseline transport, further overriding its traditional "pull" architecture with a "push" architecture based on PubSubHubbub.

In general, OStatus can be seen as a "meta-specification", umbrella or design-pattern for relating and sending status updates to people in a federated Social Web. It weaves together a number of previously mentioned specifications (PubSubHubbub, ActivityStreams, Salmon, Portable Contacts, and WebFinger) to enable distributed social networking.

Overall, this specification provides a service to the Social Web community by providing an HTTP-based meta-architecture that defines the baseline functionality needed in a distributed social application based on activities.
In 2010 a number of projects have started to build federated Social Web platforms, which allow users to run their own SN, keeping control of their own data while still interacting with the rest of the Social Web. Several initiatives (e.g. Identi.ca, Status.net, OpenMicroBlogger, Duiit!, CouchAppSpora, Project Danube, Project Nori) already claim compliance with OStatus specifications. Moreover, other players (Google Buzz, Wordpress, Drupal, LiveJournal, Tumblr) have already implemented some of the protocols involved in the OStatus suite (e.g. Pubsubhubbub, ActivityStreams) and are planning to fully support it.
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