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1 Reason for Change

This CR proposes AOI Service shall support scalable architecture so that AOI service can support large number of subscribers and do not suffer from being overloaded.
In GSMA Push Requirement document, following Load Control requirement are mentioned:
· Push Server load control: The Push Notification Service shall enable the Push Server to provide services in stable condition and prevent the Push Server from being overloaded, It is recommended that authenticating the Push Client at the provisioning time so as to check the access privilege and control the work load of the Push Server at the same time. When a Push Server is overloaded, the authentication may fail to guarantee stable operation of the Push Server even if the Push Client has a valid access privilege. If the authentication is failed, the Push Client may attempt to find to another Push Server on the basis of the Push Notification Service information and policy that are given from the operator or return fail to the application so that the application can establish a direct connection with the application server.

The above requirement has been mapped to D 2 as following:

D.2 AOI Server load control
The Notification Service shall enable the AOI Server to provide services in stable condition and prevent the AOI Server from being overloaded, A possible deployment option is based on authenticating the AOI Client at the provisioning time so as to check the access privilege and control the work load of the AOI Server at the same time. When a AOI Server is overloaded, the authentication may fail to guarantee stable operation of the AOI Server even if the AOI Client has a valid access privilege. If the authentication is failed, the AOI Client may attempt to find to another AOI Server on the basis of the Notification Service information and policy that are given from the operator or return fail to the application so that the application can establish a direct connection with the application server.
However, current wording includes several aspects and issues:

1) based on authenticating the AOI Client at the provisioning time so as to check the access privilege and control the work load of the AOI Server at the same time. 

2) When an AOI Server is overloaded, the authentication may fail to guarantee stable operation of the AOI Server even if the AOI Client has a valid access privilege.

Issue: in fact, authentication failure is not overload failure. AOI server should fail with overload error.

3) If the authentication is failed, the AOI Client may attempt to find to another AOI Server on the basis of the Notification Service information and policy that are given from the operator or return fail to the application so that the application can establish a direct connection with the application server.

- if AOI server is overloaded, AOI client may find another to connect; but if the authentication fails, it should check the credential and what caused the authentication failure.

It should NOT mix up authentication failure with overload failure. A suggestion is to remove authentication in the wording, and using registration/connection instead.

This CR propose to cover the above requirement in following way:

· Include requirement allow AOI Service to be a scalable architecture.

· Remove Authentication and related wording from D2
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications
None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group are request to agree the proposed CR
6 Detailed Change Proposal
Change 1:  A new high level requirement
5.X AOI Server
This section contains the High Level requirements for AOI v1.0.

	Label
	Description
	Release

	AOI-AS-XXX
	AOI Service shall support a scalable architecture to support large number of subscriber and prevent AOI Server from being overloaded.
	1.0

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Change 2:  Modify D2
Appendix E. Some suggestions for AOI Enabler deployment (Informative)

E.2 Deployment of multiple AOI Servers
The operator should be able to deploy and operate multiple AOI Servers. The AOI Client may communicate with more than one AOI Servers.
For the purpose of network efficiency the AOI Client should have only one associated AOI Server at a time.

E.2 AOI Server load control
The Notification Service shall enable the AOI Server to provide services in stable condition and prevent the AOI Server from being overloaded, A possible deployment option is when an AOI Server is overloaded, the AOI Server may fail the access from some AOI Clients with overload server error to guarantee stable operation of the AOI Server. If the access to AOI Server is failed, the AOI Client may attempt to find to another AOI Server on the basis of the Notification Service information and policy that are given from the operator or return fail to the application so that the application can establish a direct connection with the application server.
E.2 Single AOI Client in a Device
For the purpose of network efficiency, a device compatible with OMA AOI Enabler shall not allow AOI Enabled Client Application(s) from associating with multiple AOI Clients at the same time. For example, AOI Service provider ensures that the device compatible with OMA AOI Enabler has only one AOI Client installed.
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