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1 Overview

The OMA Requirements Working Group would like to thank 3GPP SA3 SWG for the request of clarifications, indicating a fruitful collaboration.

The OMA Requirements Working Group have analysed the requests received in conjunction with OMA Architecture Working Group
 and the result is enclosed in section 2.

2 Proposal

In liaison text received by 3GPP, OMA is requested to provide further clarification on two points, one related to OMA SpamRep and one related to OMA SCIDM and OMA CBCS. Here are the information requested:

· Question - The scope of Mobile Spam Reporting explicitly excludes voice due to potential overlap with work in other fora. It would be helpful for SA3 to understand if OMA is aware of work on unsolicited voice communication prevention in some other forum, which led to the exclusion of voice from Mobile Spam Reporting. In other words, which standards body is perceived to be responsible for reporting for voice and real-time communications in the scope of Mobile Spam Reporting?
· Clarification from OMA - The scope of the OMA SpamRep work item has been intentionally kept as narrow as possible in order to improve the probability of delivering a useful enabler in a reasonable time. As part of this effort to focus the scope of the work item, we have explicitly excluded voice spam because it was believed, based on anecdotal comments, that this may overlap work being done in other fora, such as IETF for VOIP and even 3GPP (PUCI) for voice calls over the IMS network. We have not evaluated in detail the level of industry effort on this topic as our primary motivation in excluding voice spam was to limit the scope of SpamRep for the initial version of the enabler release.
· Question - Regarding SCIDM: it would be helpful if OMA could clarify the relationship between CBCS and SCIDM with respect to UC. Are these two enablers alternative ways of detecting UC? In that case, what are the main differences between them, and when is one preferable to the other? Or are they meant to complement each other? In that case, how? As a point of clarification, the meaning of the word “identification” in the PUCI WI is to be interpreted in the sense of “categorization”, rather than assigning identifiers to individual communication attempts.
· Clarification from OMA - The OMA CBCS and OMA SCIDM Enablers have a different purpose. The purpose of the CBCS Enabler is to categorize and screen content. The purpose of SCIDM is to associate a unique identifier to content, which can be used for various purposes such as tracking.

The SCIDM Enabler assigns an identifier to content and associates content attributes with it, but does not perform UC detection. On the contrary, the CBCS Enabler could be used to categorize content as "UC".

Moreover, SCIDM content identifiers differ from CBCS categories in many respects:

· A SCIDM content identifier uniquely identifies the content in question; a CBCS category does not.

· A SCIDM content identifier is usually derived from the content itself (e.g. by computing a digest) and can be attached to or embedded in the content; this is not true for CBCS categories.

· CBCS categories are interpretable by humans (e.g. "minimum recomended age 13") whereas SCIDM identifiers are typically opaque datastructures, intended only for machine processing.

SCIDM and CBCS are independent Enablers and were not specifically designed to interoperate or complement each other, however they are not incompatible and can be used in conjunction with each other. One could use CBCS to label content as UC and prevent it from being delivered to the user, whereas one could use SCIDM to identify the content, retrieve the associated metadata, and track it.

Moreover, OMA would like to indicate to 3GPP SA3 the following links on the public section of the OMA portal, where additional information can be found:

1) Presentation of the SpamRep Work Item
http://member.openmobilealliance.org/ftp/Public_documents/TP/2008/OMA-TP-2008-0404R03-INP_SpamRep_WID_0180_presentation.zip



2) Presentation of the CBCS Enabler Release Package:
http://member.openmobilealliance.org/ftp/Public_documents/TP/2008/OMA-TP-2008-0202-INP_CBCS_ERP_for_Information.zip

3) Presentation of the SCIDM Work Item:
http://member.openmobilealliance.org/ftp/Public_documents/TP/2008/OMA-TP-2008-0078R02-INP_WI0160_SCIDM_for_presentation.zip
3 Requested Action(s)

OMA kindly requests 3GPP to take into consideration the information given in section 2 and to continue on seeking any possibility of reusing the OMA technology where appropriate.

4 Conclusion

OMA thanks 3GPP for the continuous support and collaboration in the development of valuable specifications to the market.










� If the “Confidential LS” box is selected, this liaison statement is intended to be Confidential per agreement by OMA and the addressed organization. Neither side should make this communication available to non-members.


� Please note that recently OMA Security Working Group has been moved inside OMA Architecture Working Group as AHG (Ad-Hoc Group).
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