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1. Scope
(Informative)

The intention of PoC2 Requirement Document (RD) is to define the requirements for the Push to Talk over Cellular services beyond those requirements created for PoC as developed in OMA [OMA PoC RD 1.0].  PoC2 includes, but is not limited to the following:
1. Interworking between domains 

2. Machine-to-user PoC sessions
3. Automatic PoC sessions initiated by outside applications
4. Seamless interaction between PoC and other enablers (e.g., instant messaging, VoIP)
5. Use of PoC by emergency organisations/services personnel (e.g. police, ambulance, fire)

6. Use of a variety of media formats to provide enhanced user experience within PoC (e.g. video)
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OMA PoC RD 1.0]
	“OMA Push to Talk over Cellular Requirements, V 1.0” 

http://www.openmobilealliance.org/ftp/PD/OMA-RD_PoC-V1_0-20040916-C.zip 

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

Editor’s Note:  Proposal for initial text in this section:
In the present document the definitions that have been developed in [OMA PoC RD 1.0] are re-used.  These are definitions for the following terms:

· BER 
· Charging Data Record (CDR)
· Corporate PoC System

· Floor Control
· Full Duplex

· Half Duplex

· PoC Administrator
· PoC Group

· PoC Group Administrator
· PoC Host
· PoC group member

· PoC Participant
· PoC Client

· PoC session

· PoC call

· PoC Service Enabler

· PoC Service Entity
· PoC subscriber

· Service provider

· Subscriber
· Talk-Burst

Additionaly, the following definitions apply in the present document:

Editor’s Note:  - END -:
	
	

	
	

	
	

	
	

	
	


3.3 Abbreviations

	PoC2
	Push to Talk over Cellular Version 2

	
	

	
	

	
	

	
	

	
	


4. Introduction
(Informative)

Already on the market are PoC-related applications which integrate non-PoC applications such as IM, presence, voice mail etc.  These services/products are all proprietary in nature; therefore, to avoid market fragmentation and enable wide industry interoperability, a common standard defining services in sufficient detail to allow inter-working among different vendor equipment is needed.

This RD captures the use cases describing the service requirements from the point of view of end users and other actors.  In section 5 use cases illustrate some requirements of PoC2 usage and in section 6, requirements derived from these use cases (and stand alone) will provide a base from which a PoC2 architecture can be built.

4.1 User Experience

Text to be inserted
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Figure 1: Example Figure

5. Use Cases
(Informative)

<< This clause provides a high level description of the requirements identified in this requirements specification.  It does not contain any normative requirements.  This description shall describe the user experience of the requirements subsequently identified.  

There should be no more than 10 use cases in this section.

DELETE THIS COMMENT >>

5.1 Use Case <Service Category>, Title

<< The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols. It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.
The table below allows the submitter of the Use Case to indicate to the reader the main affected areas in the Use Case.  The affected areas are formulated as ones that are directly exposed to the end-user by their experience of the service.  The table can also be used to provide market guidance in making architectural and implemenation choices.  For example, if a Use Case illustrates the need for a more fluent experience of streaming content, the Requirements Group can focus the attention on Content as an affected area instead of Connectivity to improve this, by for example, content compression.  This could be noted by adding the Additional Keyword ‘compression’ to the Content column.

DELETE THIS COMMENT >>
	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content

	Tickmarks (X)
	
	
	
	
	

	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for <Title>

5.1.1  ASK  \* MERGEFORMAT Short Description

<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain (mandatory).  DELETE THIS COMMENT >>

Information and Entertainment (I&E) Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >
· Third Party Service Providers (TPSP) example: This use case describes the content distribution process between content providers and service providers. >

5.1.2 Actors

<< A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).  DELETE THIS COMMENT >>

5.1.2.1 Actor Specific Issues

<< A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory).  DELETE THIS COMMENT >>

5.1.2.2 Actor Specific Benefits

<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case (mandatory).  DELETE THIS COMMENT >>

5.1.3 Pre-conditions

<< Pre-conditions are things that must be in place before the interaction can occur.  They are part of the contract between this use case and the outside world (mandatory).  DELETE THIS COMMENT >>

5.1.4 Post-conditions

<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).  DELETE THIS COMMENT >>

5.1.5 Normal Flow

<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added. (mandatory).

DELETE THIS COMMENT >>

5.1.6 Alternative Flow

<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional).  DELETE THIS COMMENT >>

5.1.7 Operational and Quality of Experience Requirements

<< Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

'The customer contact is always with a sales person' 

'The system shall allow for at least 1,000 concurrent transactions' 

'The order confirmation shall be sent not later than 1 hour after purchase' 

'If 5 items are purchased, there is a special discount on the sixth'

'The user shall have full control over his personal data' 

'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'

DELETE THIS COMMENT >>

5.2 Use Case <Service Category>, Title

<< For the second and subsequent Use Cases, the template for section 5.1 should be followed.  DELETE THIS COMMENT >>

5.3 Open Issues

<< Anything that the author(s) want to mention and which needs further clarification. (optional).  DELETE THIS COMMENT >>

6. Requirements
(Normative)

<Linkage of requirements to Use Cases is not mandatory>

6.1 High-Level Functional Requirements

<< This clause identifies the high level functional requirements to support the use cases identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title> 
	


Table 2: High-Level Functional Requirements

6.1.1 Security

<< This clause identifies the high level security needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title, HLFR>
	


Table 3: High-Level Functional Requirements – Security Items

6.1.2 Charging

<< This clause identifies the high level charging needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title, HLFR>
	


Table 4: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

<< This clause identifies the high level administration and configuration needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title,  HLFR>
	


Table 5: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<< This clause identifies the usability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title, HLFR>
	


Table 6: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<< This clause identifies the high level interoperability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title, HLFR>
	


Table 7: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<< This clause identifies the high level privacy needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Ref: Use Case Title, HLFR>
	


Table 8: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>
	


Table 9: High-Level Functional Requirements – Security Items

<text>

6.3 Operational Requirements

<< This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have sub-subsection(s) covering the requirements on interfaces.  DELETE THIS COMMENT >>

	System Element <letter>:
	<System Element Description>
	<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>


Table 10: System Elements

6.3.1 System Element A

<This section contains numbered high level requirements on System Element A.  DELETE THIS COMMENT >>

	<Nr.>
	


Table 11: Requirements for System Element <A>

6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.  DELETE THIS COMMENT >>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	<Nr.>
	<Ref: SE (letter)>
	


Table 12: Requirements for Network Interfaces

6.4 System Elements

6.4.1 User Equipment

6.4.2 PoC Client

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	

	
	
	.

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>

	Document Identifier
	Date
	Sections
	Description

	OMA-REQ-2004-0971-RD_PoC-V2_0_Baseline.doc
	Oct 27 04
	Title, 1, 2.1, 4 and 6.4.1
	Clean up and approval os Baseline Doc as initial input

	
	
	
	

	OMA-RD_PoC-V2_0-20050214-D
	Feb 14 2005
	Appendix B added
	According to the decisions taken at  the Frankfurt meeting February 2005 in the new appendix B potential requirements, coming from individual contributions, are collected. The aim is to consolidate these potential requirements, prioritize them and then move them to the requirements section as appropriate.

	OMA-RD_PoC-V2_0-20050317-D
	March 17 2005
	3.2, Appendix B
	Editor’s suggestion for preliminary text in 3.2
Additional input in Appendix B as decided in Conference Calls on Feb. 23rd and March 9th 

	
	
	
	

	
	
	
	

	
	
	
	


Appendix B. Potential requirements for PoC 2 (not agreed)
In this informative appendix the potential requirements for PoC 2, as contributed in various input-contributions, are collected. This is to give these potential requirements a home in the document and to structure them according to the PoC 2 topics, they address.
Once requirements to PoC 2 have been formulated and agreed, they should be placed into section 6 and the corresponding potential requirements should be removed from Appendix B.
B.1 Potential High-Level Functional Requirements 

B.1.1 POC Version 2 backward compatibility with POC Version 1
Editor’s Note:  Proposal for consolidated requirements in this section:

OMA PoC Version 2 specifications SHALL provide backwards compatibility with PoC Version 1 Specifications  

More specifically,PoC version 2 compliant systems SHALL be designed according to the following backwards compatibility principles:
· Any PoC Version 2 compliant network element supporting an interface also defined in PoC Version 1 MUST provide backwards compatibility with PoC Version 1 mandatory functionality for that interface 
· Any PoC Version 1 compliant network element MUST be able to connect to a PoC Version 2 compliant network element using the PoC Version 1 specification for that interface, without any required upgrade or provisioning changes.
· Any PoC Version 1 compliant client MUST be able to connect to a PoC Version 2 capable network, without any required upgrade or provisioning changes.
Editor’s Note  -  END  -

	OMA-REQ-2004-1045R02
	OMA PoC Version 2 specifications SHALL provide backwards compatibility with PoC Version 1 Specifications  

More specifically,PoC version 2 compliant systems SHALL be designed according to the following backwards compatibility principles:
1. Any PoC Version 2 compliant network element supporting an interface also defined in PoC Version 1 MUST provide backwards compatibility with PoC Version 1 mandatory functionality for that interface 
2. Any PoC Version 1 compliant network element MUST be able to connect to a PoC Version 2 compliant network element using the PoC Version 1 specification for that interface, without any required upgrade or provisioning changes.
3. Any PoC Version 1 compliant client MUST be able to connect to a PoC Version 2 capable network, without any required upgrade or provisioning changes.


	
	

	
	


B.2 Potential Overall System Requirements

	
	

	
	

	
	


B.2.1 New media types for PoC 2
Editor’s Note:  Proposal for consolidated requirements in this section:
PoC 2 SHALL support communication among PoC subscribes using media in addition to voice. 
As a minimum PoC 2 SHALL support standardised communication for the following media:  still images, live-streamed video, file transfer.

In particular:
· Depending on the capabilities of the terminal a PoC client SHALL be able to send images or series of images that are available in the terminal (e.g. from a built-in camera) to the participants of the PoC session
· Depending on the capabilities of the terminal a PoC client SHALL be able to receive and display images or series of images.The PoC client MAY be able store images or series of images in local memory for playback use, subject to digital rights management restrictions.

· Depending on the capabilities of the terminal a PoC client SHALL be able to send live-streamed video that is available in the terminal (e.g. from a built-in camera) or from external content sources trusted by the PoC service (e.g. a video streaming server) to the participants of the PoC session
· Depending on the capabilities of the terminal a PoC client SHALL be able to receive and display live-streamed video. The PoC client MAY be able store the video in local memory for playback use, subject to digital rights management restrictions.

· Depending on the capabilities of the terminal a PoC client SHALL be able to send files that are available in the terminal (e.g. a MS word document, a game software package) to the participants of the PoC session
· Depending on the capabilities of the terminal a PoC client SHALL be able to receive files. The PoC client MAY be able store files in local memory for playback use, subject to digital rights management restrictions.

Editor’s Note  -  END  -
	OMA-REQ-2004-1012R01

(part 1)
	· The PoC Video Sharing enabled client SHALL be able to send live-streamed video captured by the in-built camera and encoded by the inbuilt video codec
· The PoC Video Sharing enabled client MAY be able to send content from a pre-recorded video from a local file
· When a PoC User wishes to  start  sharing video with  other PoC Participants in the PoC Session, he SHALL request for the permission to  start video streaming
· PoC Participant(s) can request for permission to stream video synchronously or asynchronously with PoC voice
· The PoC video enabled client SHALL support encoding and decoding of streamed video. A PoC Video Sharing enabled client receiving streamed video SHALL be able to decode and consume the content on the terminal display

· A PoC  Video Sharing enabled client receiving  streamed video MAY store the decoded video in local memory for playback use. In case of memory shortage the storing of video is stopped but the client SHALL continue to encode and show the received streamed video

	OMA-REQ-2004-1027R01
	· A PoC participant SHALL be able to share image or series of images with other PoC session participant(s) during a PoC session

· PoC participant(s) SHALL be able to display received image(s) on their terminal display 

· PoC participant(s) MAY be able to store image(s) in their terminal. 

	OMA-REQ-2005-0053
	· A PoC user MUST be able to share multimedia content available in the terminal and also from external content sources trusted by the PoC service provider in a PoC session

	OMA-REQ-2005-0046
	· A PoC Session Participant SHALL be able to transfer and receive a file (a MS word document, a game software package and so on) to other PoC Session participant(s)


B.2.2 Enhanced PoC session handling
Editor’s Note:  Proposal for consolidated requirements in this section:

PoC 2 SHALL support enhancements for PoC session handling.
In particular:

Editor’s Note  -  END  -

	OMA-REQ-2005-0010R01
	· A PoC user MUST be able to establish an ad hoc PoC session involving multiple pre-arranged groups and individual users.     

· The pre-arranged groups MUST be able to reside on separate group management servers, each possibly owned by a different service provider.   

· The originator MUST be able to send a group advertisement to advertise the ad hoc PoC session to the original set of invited members. 

	OMA-REQ-2005-0011R01
	· The originating PoC user MUST be able to establish PoC session with only the manager as a participant. 

· The originating PoC user MUST be able to send a group advertisement to advertise the PoC session to the chat groups and other individuals.

· The chat group members MUST be able to join the created session (Note: this requirement assumes there are no privacy issues for those chat groups that prohibit their members from joining a PoC session that has members not of the same chat group). 

	OMA-REQ-2005-0042R01
	The following MAY be included as a requirement on the Floor Control mechanism:
· It must be possible to support several algorithms for floor-control provided by the service provider on request by the PoC group administrator;

· It must be possible to have multiple floors in a PoC session for multiple media;

· It may be possible to add additional information about the request to the floor;


	OMA-REQ-2005-0038
(part 1)
	· A PoC user MUST be notified of the presence of a machine present or entering a PoC session.

· A PoC user MUST be able to deny access to a PoC Session to machines while in a PoC session using PoC Client capabilities.



	OMA-REQ-2005-0039
	· The right to speak MAY be pre-granted to a PoC User before the PoC User has requested the right to speak
· The pre-granted right-to-speak MAY be given to one or many PoC User in a PoC Session. The number of PoC Users and which PoC User(s) that are given pre-granted right-to-speak is up to local policy in the PoC Server
· The pre-granted right-to-speak SHOULD timeout if not utilised after a certain threshold (to be configured by the PoC service provider)
Note: The pre-granted right to speak is signalled from the PoC Server to the PoC Client during the idle-state of the PoC communication. Basically, the Talk Burst Idle message is replaced with a Talk Burst Pre-Granted message that is sent to one or more PoC Clients in the PoC Session

	OMA-REQ-2005-0052
	· The termination policy SHALL be part of the PoC Group settings that are configured by the Group Management Client at the GLMS

· A PoC session owner SHALL be able to set and modify the termination policy of the PoC Group

· It SHALL be possible to define that the PoC Session is terminated when one or more of the following conditions holds:

· The PoC Session owner leaves the PoC Session

· A defined PoC Session Participant leaves the session 

· The number of participants is less than a certain value

· The last participant leaves the PoC Session

· The PoC Session has lasted a certain amount of time



	OMA-REQ-2004-1028R03
	· A PoC User SHALL be able to send PoC Session invitation(s) containing media component(s) to PoC User(s). Media component can be a reference to the media content or contain the content directly. Examples of content types can be found in [RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types].  

· A PoC User SHALL be able to receive PoC Session invitation(s) including media  component(s) from PoC User(s). Media component can be a reference to the media content or contain the content directly. Examples of content types can be found in [RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types].

· A PoC User SHALL be able to send Group Advertisement message(s) containing media component(s) to PoC User(s). Media component can be a reference to the media content or contain the content directly. Examples of content types can be found in [RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types].
· A PoC User SHALL be able to receive Group Advertisement message(s) including multimedia content from PoC User(s). Media component can be a reference to the media content or contain the content directly. Examples of content types can be found in [RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types].
· It SHALL be possible to limit the size and content of the media component(s) based on service policy.   

	OMA-REQ-2005-0054
	When supporting Queue function, PoC system should support Queue reset function. To satisfy this requirement you should follow like below;
· PoC terminal SHALL be able to request Queue reset.
· PoC service infrastructure SHALL be able to clear all reserved talk burst request in Queue.


	OMA-REQ-2005-0149 
(replaces 
OMA-REQ-2004-1034R03)
	The PoC Client MAY be able to:

· For incoming PoC Session invitation, support that a PoC Subscriber defines the conditions for automatic acceptance, for manual acceptance and for rejection, based on location (whose criteria is TEL URI or SIP URI), presence, PoC group parameters, PoC Session status.
· For outgoing PoC Session invitation, support that a PoC Subscriber defines the conditions for automatic acceptance, for manual acceptance and for rejection, based on location (whose criteria is TEL URI or SIP URI), presence, PoC group parameters, PoC Session status.
· Support that a PoC Subscriber defining the conditions of incoming and/or outgoing PoC Session invitation defines a time period for continuously checking conditions.
The PoC Server SHALL be able to:

· Verify the conditions and carry out the incoming and/or outgoing PoC Session invitation under the conditions that a PoC Subscriber defines.

· Continuously check the conditions during a time period defined by a PoC Subscriber and carry out the incoming or outgoing PoC Session invitation as soon as the conditions are met during the time period.

6.X.X  Incoming Session Barring
In case a PoC Subscriber does not want to be invited to new PoC Sessions under certain conditions, the PoC Subscriber SHALL be able to activate a setting to reject the conditioned new incoming talk sessions. Various conditions may be considered. This action SHALL have no effect on the PoC Subscriber’s ability to send or receive talk bursts in PoC Sessions, which he is participating in at the time it is performed. This action SHALL have no effect on the PoC Subscriber’s ability to send or receive instant personal alerts.

If a PoC Subscriber tries to invite another PoC Subscriber whose Incoming Session Barring setting is activeand meets the conditions, the inviting PoC Subscriber SHALL receive an appropriate failure or notification message.

6.X.X  Outgoing Session Barring
In case a PoC Subscriber does not want to join a PoC Session or to setup a PoC Session at all under certain conditions, the PoC Subscriber SHALL be able to activate a setting for not carrying out the conditioned join or Session setup. Various conditions may be considered. This action SHALL have no effect on the PoC Subscriber’s ability to send or receive talk bursts in PoC Sessions, which he is participating in at the time it is performed. This action SHALL have no effect on the PoC Subscriber’s ability to send or receive instant personal alerts. 

If a PoC Subscriber whose Outgoing Session Barring setting is active and meets the conditions tries to invite other PoC Subscribers, the inviting PoC Subscriber SHALL receive an appropriate failure or notification message.


	OMA-REQ-2005-0097R03
	· PoC server SHALL be able to include identity information of invited participants to an ad-hoc group session invitation. This does not prohibit that inviting party inserts the identity information.
· The terminating side MAY be able to configure the policy for PoC server to understand, whether or not to receive invited party identity information.  

· Participant identity information SHALL be subject to privacy rules.

	OMA-REQ-2005-0098R02
	· A PoC group member, who has been granted expelling rights, SHALL be able to expel other PoC participant(s) from a pre-arranged or chat PoC group session. 

· Ad hoc group initiator SHALL be able to expel other PoC participants from an ad hoc PoC session. 

· The pre-arranged and chat PoC group creator SHALL be able to assign expelling rights to other PoC user(s). 

· The expelling rights for pre-arranged and chat PoC group SHALL be defined in the PoC  Group Document.  

	OMA-REQ-2004-1036R03
	Editor’s Note:   It was unclear how much of the potential requirements below need standardisation and wheather they put new requirements on PoC.
Invitation Reservation for Network-initiate PoC Session Establishment 
The feature of invitation reservation for network-initiated PoC Session establishment SHALL support a means for a PoC Subscriber to place his preference settings in the PoC service provider so that the PoC service provider establishes a corresponding PoC Session automatically on behalf of the PoC Subscriber’s request. The requirements for a PoC 2 service enabler that supports this feature are given in the following;

The PoC Client SHALL
· Provide a means for a PoC Subscriber to place PoC Service preference settings. 
· Request PoC Application Service Infrastructure to invite the invitee on behalf of the inviter according to the PoC Service preference settings
The PoC Client MAY:

· Provide a PoC Subscriber for setting timeout values for reservation.
Note : PoC Service preference settings MAY be placed by a Non-PoC Client.

The PoC Application Service Infrastructure SHALL:
· Initiate 1-1 or group PoC Session according to the PoC Service setting requested by the authorized PoC Subscriber.
· Invite other PoC Subscriber through invitation reservation during ongoing PoC Session. 
· Collect information on PoC Subscriber’s availability from PoC Server and Presence Server.
· Follow transparent procedures as the normal PoC Session establishment initiated by a PoC Client.
· Notify the inviter if the feature is not allowed to use for any reason.



B.2.3 PoC Floor control

Editor’s Note:  Proposal for consolidated requirements in this section:

PoC 2 SHALL support enhancements to PoC Floor control.
In particular:

Editor’s Note  -  END  -

	OMA-REQ-2004-1012R01

(part 2)
	· When a PoC User wishes to  start  sharing video with  other PoC Participants in the PoC Session, he SHALL request for the permission to  start video streaming
· PoC Participant(s) can request for permission to stream video synchronously or asynchronously with PoC voice

	
	

	
	


B.2.4 Filter criteria for PoC groups
PoC 2 SHALL support the use of additional filter criteria to control PoC sessions.
In particular:
1. A PoC group administrator SHALL be able to specify filter criteria within the definition of pre-arranged or chat groups.

2. The initiator of a PoC session SHALL be able to specify filter criteria at the set up of an ad hoc session.

3. A PoC subscriber SHALL be invited to a PoC session at session set up and SHALL be allowed to join or rejoin an ongoing PoC session if and only if the filter criteria of the group/session can be evaluated and are matched.

4. 'Continuous filter checking' MAY be supported in both, the PoC client and the PoC Service entity.
· If the PoC client supports 'continuous filter checking' then the PoC subscriber who is specifying filter criteria SHALL be able to additionally require, that during an ongoing session the members of the PoC group are continuously monitored and the filter criteria are checked continuously.
· If the PoC Service Entity supports ‘continuous filter checking’ and if for a PoC session ‘continuous filter checking’ has been requested then the following SHALL apply during an ongoing PoC session:
 - If for a member of the PoC group, who is currently not participating in the PoC session, the filter criteria can be evaluated and match, this member SHALL be (re)invited to the PoC session, unless he had previously declined such an invitation.
 - If for a PoC participant the filter criteria can be evaluated and do not match any longer, this participant SHALL be removed from the PoC session.
5. It SHALL be possible to use other enablers for evaluating the filter criteria.

6. If filter criteria are supported, then at least criteria that are based on location or on presence status information SHALL be supported.

	OMA-REQ-2004-1020
	· The PoC service SHALL support filter criteria for PoC group session set-up

· As a minimum "Location", defining a geographical area e.g. country, town, township or a location and a radius of tolerance) SHALL be supported as a filter criterion.

· When inviting to a PoC group session the subscriber SHALL be able to define filter criteria.

· In pre-arranged PoC groups the PoC group administrator SHALL be able to define filter criteria

· If the PoC server is capable to verify these filter criteria then 

· only members of the group, that match the filter criteria SHALL be invited to the PoC session.

· only members of the group, that match the filter criteria SHALL be allowed to join the PoC session.

	OMA-REQ-2004-1050
	· A PoC user SHALL be able to set the filter criteria for a Dynamic Sub-Group;

· (Dynamic Sub-Group is a subset of an original PoC group (a chat room or a group call). That means members of a Dynamic Sub-Group belong to the original PoC group.)

· A PoC user SHALL be able to set up a Dynamic Sub-Group session according to the filter criteria;

· A PoC user who do not match the filter criteria SHALL not be invited to the Dynamic Sub-Group;

· A PoC user who do not match the filter criteria SHALL not be allowed to join the Dynamic Sub-Group;

	OMA-REQ-2005-0032
	· A PoC user SHALL be able to define dynamic PoC groups by specifying requirements for participant properties

· A PoC user SHALL be able to initiate a PoC session using a dynamic PoC group

· PoC users SHALL be automatically invited or removed from a dynamic PoC group session such as to fulfil the requirements for the dynamic group’s participant properties

· A PoC user SHALL be able to define dynamic PoC sub groups by choosing participants from an existing PoC group and specifying requirements for participant properties

· A PoC user SHALL be able to initiate a PoC session using a dynamic PoC sub group

· PoC users SHALL be automatically invited or removed from a dynamic PoC sub group session such as to fulfil the requirements for the dynamic sub group’s participant properties

	
	


B.2.5 Interaction with other services (voice, messaging …)
Editor’s Note:  Proposal for consolidated requirements in this section:

B.2.5.1 PoC 2 interworking with voice services
B.2.5.2 PoC 2 interworking with …

Editor’s Note  -  END  -

	OMA-REQ-2004-0875
	· The PoC enhanced enabler service MUST support interworking
 with Voice chat services deployed over the internet or within corporations

· The PoC enhanced enabler MUST interwork with VoIP network deployed over the internet or intranets.

· The PoC enhanced enabler MAY interwork with traditional voice services (e.g. PSTN)
· The PoC enhanced enabler MUST interwork with other OMA enabler

· The PoC enhanced enabler MUST interwork with other enabler across multiple domains or actors (e.g. in corporate versus service provider domain).

	OMA-REQ-2004-1044R03
	· A PoC user MUST be able to establish a PoC session with pre-arranged groups from a non-PoC enabled domain

· A PoC user MUST be able to receive/participate in a PoC session while in a non-PoC enabled domain.

· A PoC user MUST be able to initiate/join/be invited to a PoC session including users, in both PoC enabled and non-PoC enabled domains

· An authorized non-PoC user MUST be able to initiate/join/be invited to a PoC session including users, in both PoC and non-PoC enabled domains

	OMA-REQ-2004-1018
	· The PoC service SHALL support the capability to indicate to the inviting subscriber of a 1:1 PoC session  

· that the invited subscriber is unavailable.

· the possibility to have his talk-burst saved temporarily and delivered to the invited subscriber when the invited subscriber becomes available again.

· If the invited subscriber is unavailable the PoC service SHOULD allow to temporarily store the first talk-burst of the inviting subscriber of a 1:1 PoC session in the network.

· The PoC service SHOULD be able  to set-up a 1:1 PoC session to the invited subscriber (once he becomes available again), 

· indicating that a stored PoC talk-burst from the inviting subscriber is about to be delivered to the invited subscriber
and if the invited subscriber accepts the 1:1 PoC session
· send the stored talk-burst to the invited subscriber and end the PoC session.
· The PoC service SHALL support an option to invite a subscriber of a 1:1 PoC session with an indication, that the subsequent talk-burst had temporarily been stored. Such an indication SHALL include the address of the original inviting subscriber and SHALL only be used, if the 1:1 PoC session is initiated by the network.

Note: A PoC client receiving such an invitation could provide a convenient way (e.g. single click) to the user to initiate a 1:1 PoC session to the original inviting subscriber, after he had listened to the stored talk-burst.

	OMA-REQ-2005-0027
	This input contribution is a compliment to OMA-REQ-2004-1018-PoC-Box by Siemens, extending the functionality of the PoC Box

· The PoC signalling and routing will be reused. 

· PoC addresses and Groups will be reused. 

· The routing shall have the ability to explicitly direct the message to the recipient(s) PoC Box. 

	OMA-REQ-2005-0038
(part 2)
	· A PoC user MUST be able to retrieve/replay/store/delete PoC Session data stored by PoC enabled machines using PoC Client capabilities

	OMA-REQ-2004-1019
	· The PoC service SHALL support an option for a PoC client to leave a 1:1 PoC session with an indication to the peer client, that the user intends to set up a normal (i.e. full duplex) voice call with the peer entity immediately after termination of the PoC session. 

· A PoC client leaving a 1:1 PoC session with this indication MAY support automatic setup of a voice call to the peer entity. 

Note: That voice call could either be a SIP voice call or a circuit switched (CS) call.

· After termination of the PoC session this indication MAY allow the peer entity to automatically accept the incoming call from the PoC client that had sent this indication.

	OMA-REQ-2004-1026R01

OMA-REQ-2004-0044R03
	· A PoC Session Participant SHALL be able to a establish a messaging  session with other PoC session Participants.  

· A PoC Session Participant SHALL be able to participate in both voice and messaging sessions simultaneously.

· A PoC Session Participant SHALL be able to send and receive a text or multimedia message (containing e.g. images, audio or video) to other PoC session participant(s).
· PoC participants SHALL be able to switch between text and speech communication seamlessly within a PoC Session.
· The decision of the switching between text and speech depends on local policy (e.g. only the session initiator can have the right to do the switching).  
Editor’s Note on the last bullet point: 
rewording is needed, such as what is the role of the local policy and how this would apply to switching from one service to another. Besides that, it needs to be elaborated like a requirement. LGE and QUALCOMM will be working offline on this and will come up with a modified requirement shortly.

	OMA-REQ-2004-1044R03
	· A PoC user MUST be able to establish a PoC session with pre-arranged groups from a non-PoC enabled domain

· A PoC user MUST be able to receive/participate in a PoC session while in a non-PoC enabled domain.

· A PoC user MUST be able to initiate/join/be invited to a PoC session including users, in both PoC enabled and non-PoC enabled domains

· An authorized non-PoC user MUST be able to initiate/join/be invited to a PoC session including users, in both PoC and non-PoC enabled domains



	OMA-REQ-2005-0146
	· A PoC user SHALL be able to establish a PoC session whose media makes use of a multicast capability.   

· Service Provider policy and/or user subscription SHALL determine if a pre-arranged or chat group of users are able to utilize multicast capability for media or not.  

· The Service provider SHALL have the capability to configure multicast policy and related multicast service information for the PoC group


B.2.6 Prioritisation, pre-emption 
Editor’s Note:  Proposal for consolidated requirements in this section:

PoC 2
Editor’s Note  -  END  -

	OMA-REQ-2005-0018R01
	The following SHALL be included as a requirement on the Floor Control mechanism:
· To indicate that, for one-to-one session, a PoC participant who is going to seize right-to-speak before other end explicitly releases his right-to-speak. 

	
	

	
	

	
	


B.2.7 Dispatcher functions for PoC 2
Editor’s Note:  Proposal for consolidated requirements in this section:

PoC 2
Editor’s Note  -  END  -

	OMA-REQ-2004-1017R01 and
OMA-REQ-2004-1015R01
	Editor’s Note:   The usefulness of these use cases were agreed in principle, but the requirements were considered too unclear to be put into the annex and need revision.  They should be discussed over the email reflector

	
	

	
	


B.2.8 …
SERVICE CATEGORIES:


P2P: Person-to-Person communication


Includes services providing means of interpersonal communications. Examples are SMS, MMS, IM, rich voice. Typically, these services are an evolution of the principles of the voice communication services.  These are typically the mobile operator domain providing services to its customers.


I&E: Information and Entertainment


Includes services providing access to information and entertainment. Typically, this requires use of applications such as browsers and specific downloading technologies used in conjunction with the provisioning aspects, privacy, charging and billing capabilities, etc. for the service. Examples are information portals, m-shopping, mobile games and watching movie trailers.


TPSP: Third Party Service Providers


Includes services dealing with the reselling of mobile operators’ or service providers’ enablers to third parties. Examples are providing access to network operator or service provider service capabilities, such as SMS capabilities, MMS capabilities, location information and presence information. This introduces the requirements of a variety of business models where two independent commercial entities (TPSP and operator or service provider) combine to deliver service to an end user such as wholesale and retail sales models with all the additional considerations that entails such as authentication, trust, branding and settlement.


CORP: Corporate Market


Includes services dealing with corporate applications with corresponding specific requirements as security, device management, personal information management (PIM), etc. These applications usually offer a substantively different model to the consumer model in that there are different security, privacy (protection of corporate data), roaming and perhaps a more marked separation between the entity specifying and purchasing service (the corporate) and the user consuming the service (employee) Examples are e-mail access over VPN, access to corporate calendars and address books, training information and fleet management.


Other:


This category can be used if usage of one of the other categories is not appropriate.





Security Requirements should be reviewed with the Security Working Group.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.








� Interwork is used here as: allowing useful PoC/Voice Chat functionality to be shared between two or more different systems or components, possibly from different origins so that they can work together to perform some PoC/Voice chat task
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