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1 Reason for Change

CAB needs to explore a variety of approaches to presenting contact information to other users.
R1 presents a few changes from discussion on 27 Nov conf call and added a few items on making the default contact views searchable as a joint effort with Eduardo.
2 Impact on Backward Compatibility

This is a new use case and requirements to flush out concepts in the initial rev of he CAB RD – no backward compatibility issues at this time.
3 Impact on Other Specifications

New material – no impacts on other material.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB AHG is requested to consider this new material and if acceptable, insert it into the RD.
6 Detailed Change Proposal

Change 1:  Add definitions
3.2
Definitions

	CAB User
	A person who has a subscription to a CAB System.  Normally permitted to insert/delete/modify contacts from their contact list as well as permitted to define information to be presented to other users seeking their own contact information.

	Contact View
	A named subset of the contact information of the CAB User to be made available to other users.  The attributes in included in a view are selected by the CAB User 


Change 2:  Add a use case
5.x
Availability of Contact Information to Other Users
5.x.1
Short Description

CAB Users can publish different Contact Views of their own contact information for other users to receive.  They can establish a ‘default’ Contact View which a non-authenticated user can receive, nominally with minimal information along lines of items found on a business card.  Contact Views with more information can be made available to other users that the CAB User can verify.
The format of the data presented to other users can be provided in a variety of ways.  Non-CAB users will likely receive data in a legacy format (e.g. vCard, web page) while other CAB Users could receive a more complete CAB-formatted version and even request a subscription so their system is notified of updates to the Contact View information.
The set of default Contact Views, which users have permitted to be made available in a directory, provides a data source that a CAB System can search to provide a lookup or white pages type service.  Different levels of features may be provided depending on whether the search is initiated by a CAB User (from same or different System) or a non-CAB User.
5.x.2
Actors

Alice – a CAB User of CAB System A who has published her contact information.

Bob – a CAB User of CAB System B who is seeking information on Alice.
Cheryl – a CAB User on CAB System C who is a close friend of Alice.

David – a non-CAB User who seeks Alice contact information.

Erin – a CAB User of CAB System A who wants to find Alice

Frank – a CAB User on Cab System F who wants to find Alice

Gail – a non-CAB user who wants to find Alice
5.x.2.1
Actor Specific Issues

Alice has published several Contact Views of her contact information through CAB System A.   She has a ‘default’ Contact View with her normal contact details (office phone, office fax, office mailing address and her work email).  She also has other Contact Views defined on CAB System A with other bits of her information to permit her to provide friends and business associates with data they are most likely to use.
Bob is a CAB User from a different provider (CAB System B).  He has received an email from Alice which includes her CAB access information.  By using this he seeks to get more information about Alice so that he can have a better conversation experience.
Cheryl is a close friend of Alice and has CAB service from a different provider (CAB System C).  She wants to subscribe to Alice’s information so that she and Alice can stay in close contact at all times.  She will also provide Alice with her most informative Contact View of her own contact information back to Alice.

David is a work associate of Alice, but does not have CAB service himself.  He did get CAB access information from Alice but will only be able to handle a vCard format in his legacy contact list.
Erin, Frank and Gail are acquaintances of Alice but do not have specific information to access Alice’s CAB System.  They reside on different systems which may offer them different levels of search in their quest for information to access Alice.
5.x.2.1
Actor Specific Benefits

Alice can let people wanting access to her contact information to have different levels of information – based on her willingness to share.  Her CAB System will let her know when requests for information are made, if she desires, and she can elevate the level of the view to be provided.
Bob can send emails to Alice but wants to be able to IM so that he can get quicker access to Alice.

Cheryl, being a close friend of Alice wants as much contact information as possible so they can stay in touch.  Cheryl also subscribes to a Presence Service and several network community sites and will use contact information she gets from the Alice’s CAB to invoke appropriate subscriptions.
David needs to send some work items to Alice but doesn’t have her snail mail or fax numbers and wants to get those so he can better perform his job.
Erin, Frank and Gail will be able to retrieve information to permit them to contact Alice.
5.x.3
Pre-conditions

Alice has established several Contact Views (e.g. ‘default’, ‘workinfo’ and ‘bestfriends’) of her contact information on CAB System A.  She has made her ‘default’ Contact View searchable and is in the search directory of CAB System A.
Bob, Cheryl and David have information needed to access CAB System A in search of Alice’s information.

Cheryl has Contact Views of her information on CAB System C.
David’s email system can handle vCard format of contact information.
Erin, Frank and Gail do not have information needed to access Alice’s information on CAB System A.
5.x.4
Post-conditions

Bob, Cheryl, David, Erin, Frank and Gail have information on Alice that they can use to stay in contact.

5.x.5
Normal Flows
1) Bob is adding Alice’s access information to his contact list on CAB system B.

2) CAB System B queries CAB System A, on Bob’s behalf, to get Alice’s information.  The systems authenticate each other.
3) CAB System A notifies Alice that Bob is seeking her information.  She instructs CAB System A to provide Bob with data from her ‘workinfo’ Contact View and to solicit his contact information.
4) CAB System A sends data associated with Alice’s ‘workinfo’ Contact View to CAB System B for Bob and also requests Bob’s information for Alice.

5) CAB System B checks with Bob to determine which, if any, Contact View to provide back to CAB System A (the use case is skipping the responses and such)
6) .Cheryl is setting up her account with CAB System C and enters Alice’s access information and requests the system to subscribe to Alice’s contact information.  She also requests System C to send data associated with her ‘BestFriendForever’ Contact View to Alice and authorizes a subscription option depending on Alice’s interest.
7) CAB System C connects to CAB System A to pass along the request and data from Cheryl.  The systems authenticate each other.

8) CAB System A notifies Alice that Cheryl is seeking her information as well as the request for the subscription.  Alice gladly selects her ‘bestfriends’ Contact View and authorizes the subscription option.  The notice also informed her of the availability of Cheryl’s information and selects the subscribe option.

9) CAB System A provides the information to CAB System C which updates Cheryl’s system with Alice’s data – and permits the invocation of the monitoring subscription in both directions.

10) David, without aid of a CAB System, reaches CAB System A using access information he got from an email.  This could be through various approaches (e.g. web page, auto-response email, etc.).  He requests information about Alice.
11) CAB System A notifies Alice of the request from David but as it is not able to authenticate the request, provides a warning to Alice regarding possibility of unknown attacks.

12) Alice is comfortable about the email address provided and authorizes the sending of data from her ‘workinfo’ Contact View.

13) CAB System A sends a vCard format of data from Alice’s ‘workinfo’ Contact View.
14) Erin, who, like Alice, is a CAB User on CAB System A invokes a search operation providing some information that she hopes will help her locate Alice.

15) CAB System A searches its own directory and matches on some records.  It presents these to Erin.

16) Erin selects Alice from the list and is provided Alice’s information as available form her ‘default’ Contact View.

17) Frank initiates a search through his CAB System F.
18) CAB System F searches its own directory and queries CAB Systems A and B (from other service providers with which it has interworking agreements) with the search criteria provided by Frank.

19) CAB Systems A and B produce responses to CAB System F based on the queries.
20) CAB System F collates the responses and provides those to Frank.

21) Frank selects Alice from the list and retrieves the ‘default’ Contact View of Alice.

22) Gail, a non-CAB User directs her web browser toward CAB System A’s web page, is authenticated and initiates a search for Alice and provides some information.

23) CAB System A, seeking to protect Alice and its other users, may limit the information it provides to Gail in responding to the search.

24) Gail selects Alice’s entry and requests a vCard of the information.
25) The vCard is populated and returned to Gail.
5.x.6
Alternative Flow

26) As there are delays with notifications to Alice of requests – the requesting users may receive data associated with  the ‘default’ Contact View information immediately and then get a revised bit of data upon Alice’s approval.  A return-back operation would be needed and presumably the associated systems would maintain some state information to avoid ping-ponging of requests and interim responses.

5.x.7
Operational and Quality of Experience Requirements

A CAB System would probably permit a CAB User to set up a small/moderate number of views (say 3 to 7) for use in presenting data to external users.  The CAB User should be able to name these arbitrarily – though a it should be clear which one is ‘default’.

A CAB System may offer to provide a ‘subscription’ to a view of a CAB User’s contact information to other CAB Systems in which case it should notify the other CAB System in case either: the set of attributes in the view is changed; or 2) the user’s assigned view is changed (e.g. from ‘default’ to ‘workinfo’).
The collection of Contact Views maintained by a CAB System provides a useful search directory – a form of White Pages directory – which can make it easy to locate friends and associates.
Change 3:  Add requirements
6.x
Contact Views Requirements
	Label
	Description
	Enabler Release

	CAB-VIEW-001
	The CAB Enabler SHALL permit a CAB User to manage (create, delete, modify, name, etc.) Contact Views of their own contact information which would be basis for information provided to other users.
	

	CAB-VIEW-002
	The CAB Enabler SHALL permit a CAB User to select the Contact View to be provided to a user requesting contact information about the CAB User.
	

	CAB-VIEW-003
	The CAB Enabler SHOULD utilize a mechanism to authenticate users placing requests for contact information to ensure the information is being provided to a trusted entity.
	

	CAB-VIEW-004
	The CAB Enabler SHALL permit a CAB User to set a specific Contact View to be the ‘default’ which could be presented to other users without confirmation by the CAB User.
	

	CAB-VIEW-004a
	The CAB Enabler SHALL permit a CAB User to not specify a ‘default’ Contact View (i.e. no view available to unauthorized users).
	

	CAB-VIEW-005
	The CAB Enabler SHOULD support a mechanism by which other users ‘subscribe’ to the contact information of a CAB User.
	

	CAB-VIEW-006
	The CAB Enabler SHALL have a mechanism by which a notification is generated for view ‘subscriptions’ when either the value of an attribute in the Contact View changes, an attribute is added or removed from the Contact View or the subscribing user is mapped to a different Contact View.
	

	CAB-VIEW-007
	The CAB Enabler SHALL produce contact information, for distribution to others, by including only information whose attributes are selected in the associated Contact View with the user making the request.
	

	CAB-VIEW-008
	The CAB Enabler SHALL utilize a CAB-common data format for providing contact information derived from a Contact View to requests generated from CAB Systems.
	

	CAB-VIEW-009
	The CAB Enabler SHALL utilize legacy contact information data types (e.g. vCard) when providing contact information derived from a Contact View to satisfy requests generated on behalf of non-CAB-enabled users.
	

	CAB-VIEW-010
	The CAB Enabler MAY permit a user requesting contact information to select the data format in which the data would be delivered (e.g. vCard, web page).
	

	CAB-VIEW-011
	The CAB Enabler SHOULD maintain a list of authorized users to whom contact information has been provided along with the Contact View provided such that if they make a further request (direct or under subscription) they get the correct data without further action of the referenced CAB User.
	

	CAB-VIEW-012
	The CAB Enabler SHOULD permit a CAB User to manage the list of users and their referenced Contact Views to permit changes to the data other users are entitled.
	


Table 1: Contact Views Requirements

6.x
Contact Search Requirements

	Label
	Description
	Enabler Release

	CAB-SRCH-001
	The CAB Enabler SHALL permit an authorized CAB User to search in the directory that stores the ‘default’ Contact Views of the rest of CAB Users based on the parameters of the Contact View (e.g. phone number, name).
	

	CAB-SRCH-002
	The CAB Enabler SHALL be able to interwork with CAB Enablers in other domains to extend a CAB User search to those domains.
	

	CAB-SRCH-003
	The CAB Enabler SHALL not include in the results of a search any Contact View identified as non-searchable.
	

	CAB-SRCH-004
	The CAB Enabler SHALL permit a CAB User to set his/her ‘default’ Contact View as non-searchable which will make it unavailable for the system directory.
	

	CAB-SRCH-005
	The CAB Enabler may utilize different levels of security or search constraints for searches done on behalf of users or systems in other domains.
	


Table 2: Contact Search Requirements
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