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1 Reason for Change

This CR is intended to solve the following RDRR comments:
	A418
	2008.04.24
	T
	6.1.1.1
	Source: Telefonica SA

Form: doc #0087 

Comment: No Authentication requirement provided. CPM Authorization requirements also apply to CAB
Proposed Change: 
Adapt CPM Authorization requirements and add them to the CAB RD:

“CAB-AUC-001: 

The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.

CAB-AUC-002:

The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.

CAB-AUC-003:

The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.

CAB-AUC-004:

The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain.”
	Status: OPEN

	A419
	2008.04.24
	T
	6.1.1.1
	Source: Orange

Form: doc #0088
Comment: No requirement currently reflecting the needs for having CAB Systems authentication 

Proposed Change: 
To add requirements stating that prior to any exchange of information, CAB Systems should be able to authenticate with each other.

	Status: OPEN

	A420
	2008.04.25
	T
	6.1.1.1
	Source: Motorola

Form: doc #0083

Comment: 6.1.1.1 & 6.1.1.2: Should add requirements on authentication/authorization of users (CAB User, other users, etc.) 

Proposed Change: add requirements

EN: See also [A426]
	Status: OPEN

	A421
	2008.04.24
	T
	6.1.1.1
	Source: Huawei
Form: doc #0093
Comment:
6.1.1 Security, 6.1.1.1 authentication, 6.1.1.2 Authorization, 6.1.1.3 Data integrity: It should consider about secure on contact information of CAB system.
Proposed Change: 
Add requirement on security

‘The security should be ensured on CAB system with:
· Contact information identity / registration / query / verification / certification / error reporting
· Contact information ID assignment
· Secure contact information identification / authentication mechanisms
by various applications such as copyright verification, software authentication, and content filtering, etc.’

EN: See also: [A413], [A427], [A431]
	Status: OPEN

	A422
	2008.04.18
	T
	6.1.1.1
	Source: Alcatel-Lucent

Form: INP doc by mail Message-ID: <4FA5935051320740840AA154E3D27A0901417E73@CNSHGSMBS01.ad4.ad.alcatel.com>
Comment: Authentication is a must requirement. 

Proposed Change: The authentication requirement to be added as:

“The CAB Enabler SHALL support the mutual authentication between the CAB server and CAB client.”
	Status: OPEN

	A423
	2008.04.24
	E
	6.1.1.1 CAB-AUC-00x
	Source: Mike Parsel, Sprint Nextel

Form: INP doc by mail Message-ID:  <E30E30D7A83AD34FB776C84A0B01BB472516F10919@PDAWM02C.ad.sprint.com>

Comment: Missing requirement. 

Proposed Change: 

The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	Status: OPEN

	A424
	2008.04.24
	T
	6.1.1.1 New requirement
	Source: Jerry Shih

Form: doc #0092

Comment: missing requirement

Proposed Change: 

Add the following requirement:

The CAB Enabler SHALL support mutual authentication between a device and the service provider network.
	Status: OPEN

	A425
	2008.04.24
	T
	6.1.1.1 New requirement
	Source: Jerry Shih

Form: doc #0092

Comment: missing requirement

Proposed Change: 

Add the following requirement

The CAB Enabler SHALL provide a mechanism for different CAB system to authenticate each other before communication could start.
	Status: OPEN


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the group to review and incorporate this CR in the CAB RD.

6 Detailed Change Proposal

6.1.1.1     Authentication


	Label
	Description
	Enabler Release

	CAB-AUC-001
	The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.
	CAB V1.0

	CAB-AUC-002


	The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.
	CAB  V1.0

	CAB-AUC-003
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	CAB V1.0

	CAB-AUC-004
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain.
	CAB V1.0


Table 4: High-Level Functional Requirements – Authentication Items
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