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1 Reason for Contribution

After compiling the first non-trivial version of the RD (20051116) it was proposed to add some informative text in the Appendix B describing the relationships between actors. The figure has also to be updated to show that several Content Screening Authorities can co-exist. 
2 Summary of Contribution

This contribution includes an update figure depicting the existing relationships between actors in the CBCS scene and some informative text regarding these relationships and/or interfaces. This text only has informative intention and it does not try to be an architectural proposal.

3 Detailed Proposal

The next figure is an updated version of the one currently in the draft version of the RD (20051116). This one includes the distinction between different kinds of content providers (trusted and untrusted) and also includes the possibility to have several Content Screening Authorities. Moreover, it also includes, only with informational purposes, some labels to help identify the different relationships between actors. 

So, the detailed proposal is to add the given figure to update the Appendix B in the RD and include the attached text describing the relationship between every pair of actors:

This informative appendix includes a figure with the proposed relationships between the identified actors in the CBCS scene. This is included only as an informative example and it does not imply or suppose any architectural decision or assumption.
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The labels denote the different relationship and/or interfaces between different pairs of actors. The description of each one of these relationships is the following:

CS-1: Content Subscriber – Content Provider (Trusted and untrusted)

The relationship between a Content Subscriber and a Content Provider (no matter if it is considered Trusted or Untrusted by the CBCS Service Provider) usually includes a subscription model between the subscriber and the entity providing the content (this is, the Content Providers). This kind of relationship can be related with any content delivery protocol or mechanism (for example, contents delivered via text messaging, multimedia messaging, WAP Push indications, etc.). This kind of subscription and the delivery of content through any of these involved mechanisms imply the use (not even the existence) of a CBCS Service.

CP-1: CBCS Service Provider – Trusted Content Provider

The relationship between a CBCS Service Provider and a Content Provider trusted by it includes some kind of deal or arrangement (at a legal level and/or at an implementation level) recognizing each one the identity of the other and an established set of rights and obligations. This kind of relationship is established to improve the quality for both parts (quality of the content, quality of service, etc.).

CP-2: CBCS Service Provider – Untrusted Content Provider

Unlike the relationship with a Trusted Content Provider, the CBCS Service Provider relationship with an Untrusted Content Provide does not include any kind of deal or arrangement. So, the content originated in this kind f Content Provider is absolutely out of control of the CBCS Service Provider (not direct nor indirect control or influence) so it is not possible to ensure nothing about it (quality, validity, availability, correctness, etc.). Of course, the Untrusted Content Provider may not benefit of some characteristics offered by the CBCS Service Provider (quality of service, bandwidth, etc.).
CSU-1: CBCS Service User – CBCS Service Provider

The CBCS Service Provider is in charge of, through the offering of the CBCS Service, screen the content received and/or sent by the CBCS Service User. This relationship also includes the delivery channels that allow the CBCS Service Provider to receive content from and forward content to the CBCS Service User (for example, MMS bearers, WAP bearer, etc.).

CSS-1: CBCS Service Subscriber – CBCS Service Provider

The CBCS Service Subscriber is the entity engaged in a subscription with the CBCS Service Provider. Usually, the CBCS Service Subscriber may have permissions to manage the profile for the CBCS Service User(s) and other associated responsibilities.

CSA-1: Content Screening Authority – CBCS Service Provider

The Content Screening Authorities gives the CBCS Service Provider information regarding some general rules and/or guidelines affecting the whole service. These guidelines are not about the way the service has to be implemented or deployed.

CSA-2: Content Screening Authority – Content Categorization Entity

The Content Screening Authorities give the Content Categorization some rules and guidelines regarding the categorization schemas to be used. 

CCE-1: Content Categorization Entity – CBCS Service Provider

The communication between the CBCS Service Provider and the Content Categorization Entity can be used to interchange information related with the used categorization scheme (categories included, applied rules for the decision, etc.). This interface may also be used by the CBCS Service Provider to retrieve on-line categorization information regarding a given content (previously categorized or not).
CCE-2: Content Categorization Entity – Content Provider (Trusted or Untrusted)

Content Providers (of any kind) can use the services offered by the Content Categorization Entities to retrieve the assigned categorization information to its content. This way, content providers can offer previously categorized content.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the REQ-CBCS group to discuss this proposal and if agree use it for its inclusion in the requirements document.
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