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1 Reason for Contribution

This contribution contains a use case for Category Based Content Screening which describes new functionality not covered by existing use cases. 
2 Summary of Contribution

The use case describes how a CBCS User can report failed content screening to the CBCS Service Provider. Failed screening refers to the case that a User receives undesired content that according to the CBCS Subscribers’ preferences should have been blocked by the CBCS Service Provider. This is most likely the case when a User perceives that content has been wrongly categorized. 
The proposed approach is supposed to constitute to a self-regulating content ecosystem. It works also with DRM protected (encrypted) content that is not accessible for on-demand screening on behalf of the CBCS Service Provider. 

It is out of the scope of this use case to describe how a CBCS Service Provider should act upon the failure report. However, re-validation of the content categorization and blacklisting the sender (Content Provider, Individual) could be some of the possibilies. 

3 Detailed Proposal

Use case – Reporting failed screening
This use case is about a CBCS User reporting failed content screening of the content received and based on the CBCS Subscriber’s preferences. 
Short description

A CBCS User receives content that has been screened but not blocked by the CBCS Service Provider. 

The CBCS User perceives that the received content should have been blocked by the CBCS Service Provider according to the CBCS Subscribers preferences and decides to report failure of screening. 

The CBCS User utilizes a special feature of the content rendering component of the device (e.g., browser, MMS client, etc.) with which the User consumes the content in order to quickly and easily report the screening failure. Thereby, the device sends information to the CBCS Service Provider that allows the CBCS Service Provider to uniquely identify the content (e.g. checksum or some sort of fingerprint) and sender’s identity (e.g., of the Content Provider or of an individual sending a message).

Optionally, the CBCS User can indicate (e.g., through an HTML form using the browser) which items of the screening profile have not correctly been taken into account. This could indicate seemingly wrong categorization of one or more categories.
The CBCS Service Provider acts upon the received report of failure for the given content and sender’s identity. This step is not part of the requirements and open to the CBCS Service Provider implementing the service. 

Actors 
	CBCS Service Provider
	The entity offering the CBCS service.

	CBCS Subscriber
	The entity (e.g. a user) engaged in a subscription with a CBCS Service Provider.

	CBCS User
	The person or the entity, using a device, whose content is subject to categorization based content screening.

	Sender
	The entity making content available to the CBCS Service User, e.g., a Content Provider or an Indivual sending a message.


Note: The CBCS actor definitions above are taken from the RD draft (OMA-RD-CBCS-V1_0-20060130-D).
Actor specific issues

n/a
Actor specific benefits

· CBCS User will take part in a self-regulating content ecosystem and receive less spam or unwanted content. 
· CBCS Service Provider can recognize small volume spam (from a single party to few recipients at a time).
· CBCS Service Provider can instruct their Categorization Entities about possible mis-categorization of content and help to improve the categorization mechanisms.
Pre-conditions 

· The sender of the content can be reliably identified by the CBCS Service Provider.
· The device can send information to the CBCS Service Provider.   

· Easy reporting of screening failure by the CBCS User requires a client side component of the CBCS Enabler. 

Post-conditions 

n/a

Normal flow 

1. A CBCS User receives content that has been screened (but not blocked) by the CBCS Service Provider. 
2. The CBCS User reports screening failure by sending information to the CBCS Service Provider that allows the CBCS Service Provider to uniquely identify the content and sender’s identity.

Alternative flow 

(Extends step 2 compared to Normal Flow)
2. The CBCS User reports screening failure by sending information to the CBCS Service Provider that allows the CBCS Service Provider to uniquely identify the content and sender’s identity. Also, the CBCS User specifies which items of the screening profile have been violated (e.g., certain categories).
7. Requirements
(Normative)

7.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CBCS-FUNC-x1
	The CBCS Enabler SHOULD give the CBCS User the possibility to inform the CBCS Service Provider about the reception of a particular piece of unwanted content that the CBCS User expected to be blocked by the CBCS Service Provider.  
	

	CBCS-FUNC-x2
	The feedback information about failed screening SHOULD allow the CBCS Service Provider to identify at least the CBCS Subscriber, the Content and the origin of the Content. It MAY contain information about why the CBCS User perceives the Content should not have been delivered as is.
	


Table 1: High-Level Functional Requirements

7.1.1 Usability

	Label
	Description
	Enabler Release

	CBCS –USA– 0xx
	The CBCS Enabler SHOULD give the CBCS User the possibility to provide feedback to the CBCS Service Provider without the need to enter the address of the CBCS Service Provider (phone number, email address, HTTP URL, SIP URL, etc.) and with automatic reference to the Content in question.
	


Table 4: High-Level Functional Requirements – Usability Items

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the group to discuss this use case and the subsequent requirements section, provide feedback and consider inclusion in the CBCS RD.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

