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1 Reason for Contribution

2 In previous discussions, the CBCS group identified the need to address the issues related with the network-to-network communication. This use case tries to describe a scenario in which the communication between different CBCS Service Providers serving different networks. 

3 Summary of Contribution

The described scenario includes a user (subscribed to a CBCS service in his home network) in a visited network. Even in this situation, he should be protected from getting non-desirable content. If the visited network also offers a CBCS Service, it may possible that both CBCS Services can interact to interchange information and offer a “combined” service.

A complete description of each section included in a typical use case is provided. A “Requirements” section is also provided and it includes the currently detected requirements related with this use case.

4 Detailed Proposal

Networking interworking scenario 

 ASK  \* MERGEFORMAT Short Description

In a scenario including two networks in which each one is offering its own CBCS Service through different CBCS Service Providers both operators and service providers (because they are part of the same alliance) decide to offer a combined service so both clients from one network can benefit to get the same protection in another network. This implies that both CBCS Service Providers can share some information from the CBCS User in order to offer the service the way the CBCS User and the CBCS Subscriber expect. 
· Actors

· CBCS User is a costumer from a given operator, so it is a home user in its network, here denoted as Home network. 
· CBCS Subscriber is the owner of the phone line, and the one who the CBCS Service Provider has the relationship with. In this case, the CBCS Subscriber has the relationship with the Home network.

· Content Provider is the entity making content available to the CBCS User.

· Content Screening Authority is an entity external to the CBCS Service that is in charge of establishing the rules for the categorization-based content screening actors. There can be more than one Content Screening Authorities affecting each CBCS Service Provider.

· Content Categorization Entity is an entity that assigns content screening categories to content. 

· CBCS Service Provider, which offers the Categorization-Based Content Screening Service. In this example it is assumed that each CBCS Service Provider only serves one network.

· Actor Specific Issues

· CBCS User is able to access a network different from the one of its operator, this is, the CBCS User is able to be roaming in a visited network. 

· CBCS Service Provider must be able to communicate with other CBCS Service Providers and interchange information about how to apply categorization-based content screening to a given user who is in roaming.

· The content destined to the CBCS User may be screened using rules from its home network by the CBCS Service Provider in the visited network, this is, the CBCS User Profile can be exchanged and applied by the CBCS Service Provider in the Visited network. 

· CBCS Subscriber will be able of establishing and modifying the own CBCS User Profile in its Home network. 

· CBCS Service Provider may be able to rate the content efficiently and accurately. 

· CBCS Service Provider must be able to decide what to do with the contents (web pages, referenced services and media) provided by the Content Provider. Different pieces of information (user profile, user preferences, business information, etc.) can be used in the decision process. 

· Content Categorization Entity will be able to catalogue and sort the different web pages and contents (pictures, text, video, audio, etc.).

· Actor Specific Benefits

· CBCS User. The user is not exposed to content that does not conform to the values or policies that are in effect since he has chosen the contents and services he/she does not want to access to even if he is roaming in a visited network.

· CBCS Service Provider will benefit from a higher use of the browsing services due to the confidence the subscribers has on the service. Even users in roaming can access services being sure about they are going to receive only appropriate content.

· Pre-conditions

· The user has a mobile device that supports browsing.

· Requested content within the Content Provider can be previously categorized. This categorization can have been done by the Content Categorization Entity or by the Content Provider itself.

· The mandatory databases like the legal, business, etc. must be implemented or created.

· The CBCS User Profile must be able of storing all the information about the user.

· The Content Categorization Entity can have access to the contents so it can be able of sorting all them out.

· The Content Categorization Entity can have a database to store the categories related with each content in order to not have to analyse all the pages.

· The Home network and the Visited network offer a CBCS Service. The CBCS Service Provider serving each network may be different.

Post-conditions

N/A

1. Normal Flow

2. The CBCS User is subscriber of the Home network and has a subscription to the CBCS Service (the subscription is managed by the CBCS Subscriber).

3. The CBCS User tries to access contents and services through a roaming network (Visited network).

4. This Visited network also has its own CBCS Service (offered by a different CBCS Service Provider), which also uses Content Screening Authorities and Content Categorization Entities (the same or different from the ones used by the CBCS Service Provider in the Home network). Both CBCS Service Providers have a deal to offer a combined service, this is, the CBCS Service Provider in the Visited network can use the CBCS User Profile from the Home network to screen content. 

5. The CBCS User requests content.

6. The CBCS Service Provider in the Visited network requests the CBCS Service Provider in the Home network the CBCS User Profile or, at least, a subset of the relevant data from it to use them in the screening process.

7. The CBCS Service Provider in the Home network responses with the relevant data from the CBCS User Profile (no identity or other sensible information is passed). 

8. Prior to delivery to the CBCS User, the content is screened by the CBCS Service in the Visited network to assure that it is not harmful for the user attending his CBCS User Profile (or the data subset it has). This screen process may also include the rules given by the Content Screening Authority in the Visited network. The help of the Categorization Entity in the Visited Network may also be required.

9. If the content fails the screening process, the content is not delivered to the CBCS User, who is informed of that circumstance. If the content passes the screening process, it is delivered to the CBCS User. 

Alternative Flow

N/A

Operational and Quality of Experience Requirements

N/A

a. Requirements
(Normative)

	b. High-Level Functional Requirements

Label
	Description
	Enabler Release

	CBCS-FUNC-001
	The CBCS Enabler MUST include the mechanisms to let a CBCS Service Provider to communicate with others CBCS Service Providers.
	

	CBCS-FUNC-002
	The CBCS Enabler SHOULD include mechanisms to ensure that policies and preferences specified by a CBCS Subscriber for its CBCS User(s) (e.g. the CBCS User Profile) are understandable and applicable for a CBCS Service Provider in a visited network.
	

	CBCS-FUNC-003
	
	

	CBCS-FUNC-004
	
	


i. Table 1: High-Level Functional Requirements

	ii. Security

Label
	Description
	Enabler Release

	CBCS–SEC–001
	
	

	CBCS–SEC–002
	
	

	iii. Charging

Label
	Description
	Enabler Release

	CBCS–CHAR–001
	
	

	CBCS–CHAR–002
	
	


iv. Table 2: High-Level Functional Requirements – Charging Items

	v. Administration and Configuration

Label
	Description
	Enabler Release

	CBCS–ADM–001
	
	

	CBCS–ADM–002
	
	


vi. Table 3: High-Level Functional Requirements – Administration and Configuration Items

	vii. Usability

Label
	Description
	Enabler Release

	CBCS–USA-001
	
	

	CBCS-USA-002
	
	


	CBCS–USA-003
	
	

	CBCS–USA-004
	
	


viii. Table 4: High-Level Functional Requirements – Usability Items

	ix. Interoperability

Label
	Description
	Enabler Release

	CBCS–IOP–001
	
	

	CBCS–IOP–002
	
	

	CBCS–IOP–003
	
	


Table 5: High-Level Functional Requirements – Interoperability Items

	x. Privacy

Label
	Description
	Enabler Release

	CBCS–PRV-001
	
	

	CBCS–PRV-002
	
	

	CBCS–PRV-003
	
	

	
	
	


c. Table 6: High-Level Functional Requirements – Privacy Items

	d. Overall System Requirements

Label
	Description
	Enabler Release

	CBCS-SYS–001
	
	

	CBCS-SYS–002
	
	

	CBCS-SYS–003
	
	

	
	
	


Table 7: High-Level System Requirements

5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

We kindly ask the group to discuss this use case and the subsequent requirements section, provide feedback and consider inclusion in the CBCS at a later stage.
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