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1 Reason for Contribution

This contribution aims to resolve the discussion on whether a definition of the term “screening criteria” is necessary for the CBCS Requirements Document, in addition to the existing definitions of “policy” and “policy rule”.
2 Summary of Contribution

There appears to be an argument to maintain a specific definition for the term “screening criteria” in addition to the terms “policy” and “policy rule”.  The CBCS Requirements Document seems to use the term “screening criteria” with two distinct meanings, only one of which concurs with the term “policy”. 
3 Detailed Proposal

Document OMA-REQ-CBCS-2006-0028 proposes to adopt the definitions of the terms “policy” and “policy rule” as defined in the context the Policy Evaluation, Enforcement and Management (PEEM) enabler.  It also raises the question whether the CBCS Requirements Document still needs a specific definition of the term “screening criteria”, as this may be used in a slightly different meaning than “policy”.
The PEEM Architecture Document defines “policy”as “an ordered combination of policy rules…”, where a “policy rule” is defined as “a combination of a condition and an action to be performed if the condition is true”.  This effectively defines a “policy” as a binary decision tree whose leafs are actions. The conditional structure of this decision tree can be expressed as a (first order) predicate.
In the scope of the CBCS enabler, the arguments of the policy include content categories and a user profile.  The CBCS Requirements Document tries not to restrict or over-specify the kind of arguments that can be used, so that they may also include additional information like date and time, or information from the transport enabler used (message headers, etc).
The CBCS Requirements Document (OMA-REQ-CBCS-2006-0021-RD-update-20060214) appears to use the term “screening criteria” in two distinct meanings:
1. the policy (predicate only)

2. the policy plus the data to execute it (predicate plus argument values, which will resolve to an action)

Let’s consider a couple of examples.  In section 5.1.1 the term “screening criteria” appears to refer to the policy only, since this text describes the policy rules that a subscriber can define:
Suppose the subscriber of Categorization Based Content Screening (CBCS) has set content screening criteria appropriate for the users managed by this subscriber (e.g. parental control).

But the Introduction clearly introduces the term “screening criteria” in the sense of the policy plus the data necessary to execute it:

The content screening will utilize categorization information, the user profile and other content screening criteria
And in the scope section, the use of “screening criteria” appears to be more ambiguous: 

The Categorization-Based Content Screening (CBCS) Enabler specifies the interfaces between actors so as to screen content based on content categorization and screening criteria

In this sentence, if “screening criteria” were taken as “policy only”, then the phrase should have mentioned additional policy arguments like the user profile. On the other hand, if it were used in the meaning of “policy plus argument values”, then “content categorization” is part of the “screening criteria” and, strictly speaking, should not have been mentioned separately.

There are actually many ambiguous occurrences of “screening criteria”, where it is not clear whether the text refers to the policy, or the policy plus all the data necessary to execute it.  The following table provides a more comprehensive overview of the occurrences of “screening criteria” and the author’s interpretation of its intended meaning.
	Meaning “policy only”
	Meaning “policy + argument values”
	Ambigous meaning

	5.1.1, 5.1.2.1, 5.1.3, 5.1.4, 5.1.7, 5.2.2.1, 5.2.3, 5.2.4, 
5.2.5 3rd para, 1st occurrence,
5.3.4,
CBCS-FUNC006,
CBCS-FUNC007,
CBCS-SEC001,
CBCS-ADM005,
CBCS-PRV005
	Introduction, 5th para, 1st occurrence,
5.2.5 3rd para, 2nd occurrence,
5.3.5
	Scope (all 3 occurrences),
Introduction, 5th para, 2nd occurrence,
5.2.6,
CBCS-FUNC004,
CBCS-FUNC005,
CBCS-FUNC009,
CBCS-PRV003



As “screening criteria” appears to be used in different meanings, it makes sense to differentiate between “policy” (predicate only) and “screening criteria” (predicate plus argument values).
Note also that some text in the CBCS Requirements Document refers to “content screening criteria” while other paragraphs mention only “screening criteria”.  This should also be made more consistent.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to maintain a separate definition of “screening criteria”, and to define it as “The policy with the content information and user profile required to execute the policy.”  The Requirements Document should be revised so as to rename those occurrences of “screening criteria” that refer to the policy only to “policy”.
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