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1 Reason for Change

Some additional requirements are listed based on the usage scenarios presented in document No. OMA-REQ-CPNS-2008-0041-INP_Additional_CPNS_Scenarios in Cancun Meeting.
Making the Mobile Device Split-able will make the devices “adaptive. It will offer several benefits from “Functions”, “Services”, or “Applications” points of view as explained in Cancun Meeting in document No. OMA-REQ-CPNS-2008-0041 INP_Additional_CPNS_Scenarios, and reproduced below for ready reference. 

PPP (Pre-associated Peer Partner) has constant power source (car battery or AC supply) whereas PMD (Parsed Mobile Device does not, so:-

· PPP can render those “Services”, 
· which Service Providers/standards organizations avoid putting on the mobile device because of battery consumption constraints. 

· PPP can render those additional “Functions”

· which Mobile Device Venders/standards organizations avoid putting on the mobile device because of form factor and simplicity requirements
· PMD can drastically reduce its power consumption

· By offloading Performance related functions to PPP e.g.

· Employing MIMO to combat multipath, shadowing, fast fading, and interference etc

· By offloading System Related Functions to PPP e.g.

· Context refreshing through frequent paging, and location updates, etc.

· By offloading Advance functions to PPP e.g. 
· Network Discovery, Selection and dynamic management of available interfaces 
Following requirements are added:

	CPNS-HLF-00x
	The CPNS enabler shall enable PNEs to connect to any access network provided that PN Gateway has such communication capabilities. 
	
	


	CPNS-HLF-00x
CPNS-HLF-00x
	The CPNS Enabler SHALL allow CPNS devices to behave adaptively in terms of performing functions for the efficient use of device resources. 
(e.g., if both PN G/W and PNE have display capabilities, the PNE with bigger display may be activated and smaller display may be deactivated automatically, or if the PNE with bigger display runs out of battery, the PNE with smaller display may be activated and bigger display could be deactivated). 

The CPNS Enabler SHALL allow informing CPNS server side enabler about the current functions being performed by the CPNS devices so that the network can employ resources accordingly. 
e.g. if the device moves away from one access network to another access network, it should be capable of switching between the network interfaces automatically. 

	
	


	CPNS-AUT-00x
CPNS-AUT-00x
	Devices shall be able to re-use previous authorization. 

The CPNS Enabler SHALL enable the CPNS devices to stop, start communication or switch between the channels automatically for the pre-authorized devices. 

	
	


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and add the requirement to the CPNS RD.
6 Detailed Change Proposal

Change 1:  Add a new requirement to the section 6.2
6.2   High-Level Functional Requirements

	Label
	Description
	Release
	Functional module

	CPNS-HLF-001
	The CPNS Enabler SHALL be able to support multiple delivery channels in parallel from a PN Gateway Device to a PN Device
	CPNS 1.0
	Content/Data Delivery

	CPNS-HLF-002
	The CPNS Enabler SHOULD be able to support simultaneous content delivery to the same PN Device using different channels  
	CPNS 1.0
	Content/Data Delivery

	CPNS-HLF-003
CPNS-HLF-00x1


	The CPNS Enabler SHALL enable the CPNS user to manage these different channels, i.e. to stop, start and switch between the channels 

The CPNS enabler shall enable PNEs to connect to any access network provided that PN Gateway has such communication capabilities.
	CPNS 1.0
	PN-Device Profile Management

	CPNS-HLF-004
	The CPNS Enabler SHALL provide a means for describing the services that a PNE offers to other PNEs.
	CPNS V1.0
	TBD

	CPNS-HLF-005
	The CPNS Enabler SHALL enable a PNE to advertise the services that it offers to other PNEs.
	CPNS V1.0
	TBD

	CPNS-HLF-006
	The CPNS Enabler SHALL enable a PNE to discover and access the services that are offered by other PNEs.
	CPNS V1.0
	TBD

	CPNS-HLF-007
CPNS-HLF-00x
CPNS-HLF-00x
	The CPNS enabler SHALL support the functionality of the device management for the PNE(s).
The CPNS Enabler SHALL allow CPNS devices to behave adaptively in terms of performing functions for the efficient use of device resources. 

(e.g., if both PN G/W and PNE have display capabilities, the PNE with bigger display may be activated and smaller display may be deactivated automatically, or if the PNE with bigger display runs out of battery, the PNE with smaller display may be activated and bigger display could be deactivated). 

The CPNS enabler SHALL allow informing CPNS server side enabler about the current functions being performed by the CPNS devices so that the network can employ resources accordingly. 
e.g. if the device moves away from one access network to another access network, it should be capable of switching between the network interfaces automatically. 
	CPNS 1.0
	PN-Device Profile Management &

Content/Data Delivery

	CPNS-HLF-008
	The CPNS enabler SHALL support the functionality to manage the service history of the PNE(s).
	CPNS 1.0
	PN-Device Profile Management &

Content/Data Delivery

	CPNS-HLF-009
	The CPNS enabler SHALL find out the capabilities/specifications of the PNE(s).
	CPNS 1.0
	PN-Device Profile Management &

Content/Data Delivery

	CPNS-HLF-010
	The CPNS enabler SHALL be able to provision for the PN gateway and the PNE(s).
	CPNS 1.0
	Provisioning

	CPNS-HLF-011
	The CPNS enabler SHALL be able to request contents/service to the contents provider considering capacities of the PNE(s). 


	CPNS 1.0
	PN-Device Profile Management &

Content/Data Delivery

	CPNS-HLF-012
	The CPNS enabler SHALL be able to support the multiple channel/session management at the same time for the PNE(s).
	CPNS 1.0
	TBD

	CPNS-HLF-013
	The CPNS enabler SHALL be able to specify the destination of services data transmitted to PNE(s). 
	CPNS 1.0
	Content/Data Delivery

	CPNS-HLF-014
	The CPNS enabler SHALL be able to invite the PNEs for a group service.
	CPNS 1.0
	Service Discovery

	CPNS-HLF-015
	The CPNS enabler SHALL be able to create a group for the PNEs.
	CPNS 1.0
	Service Discovery

	CPNS-HLF-016
	The CPNS enabler SHALL enable data transmissions from PNEs.
	CPNS 1.0
	Content/Data Delivery

	CPNS-HLF-017
	The CPNS enabler SHALL support forwarding forwards the data to the specified PNEs in a same service group.
	CPNS 1.0
	Content/Data Delivery

	CPNS-HLF-018
	The CPNS Enabler MUST NOT be specified in a way that impedes the usage of existing Personal Network Management systems, e.g. 3GPP PNM.
	CPNS 1.0
	All

	
	
	
	

	
	
	
	


5. Add a new requirement to the section 6.2
5.2.1.1 Authorization

	Label
	Description
	Release
	Functional module

	CPNS-AUT-001
	The CPNS enabler SHALL authorize the users, the PN gateways and the PNE(s).
	CPNS 1.0
	TBD

	CPNS-AUT-00x
CPNS-AUT-00x
	Devices shall be able to re-use previous authorization. 
The CPNS Enabler SHALL enable the CPNS devices to stop, start communication or switch between the channels between pre-authorized devices automatically
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