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1 Reason for Change

LG Electronic would like add more security requirements to allow some new features.
In the future, new banking or transport applications will be used with telecom applications.
These new applications will use telecom features to allow the customer to use the cell phone like a banking card or a transport card. Data and information in the cellphone has to be secure. The management of this information and data has to be secure also. 
All these new applications need security: The enabler has to authenticate the PNE, the application servers, the applications…. , to manage all the information and to secure all the transmissions..
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

Not known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that OMA REQ CPNS AHG discuss this document and agree to include its text proposals and figure into the CPNS Requirements specification.
6 Detailed Change Proposal

Change 1:  Add security requirements
6.2.1.1
Authentication
<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	CPNS-AUTE-002
	The CPNS Enabler SHALL support authentication of the Application Server. 
	CPNS 1.0
	TBD

	CPNS-AUTE-003
	The CPNS Enabler SHALL support authentication of the PN Gateway.
	CPNS 1.0
	TBD

	CPNS-AUTE-004
	The CPNS Enabler SHOULD support authentication of all actors of the CPNS. 
	CPNS 1.0
	TBD

	CPNS-AUTE-005
	The CPNS Enabler SHALL support authentication of the CPNS Server. 
	CPNS 1.0
	TBD

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.3
Data Integrity
<intro text for Data Integrity requirements here>

	Label
	Description
	Release
	Functional module

	CPNS-INT-001
	The CPNS Enabler SHOULD support integrity of the data and messages between all the CPNS actors.
	CPNS 1.0
	TBD

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration
<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release
	Functional module

	CPNS-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	CPNS- ADM-002
	Users SHALL have the possibility of multiple subscriptions with different service providers. For example, a user may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.
	CPNS 1.0
	All

	CPNS- ADM-003
	The CPNS Enabler SHALL support several secure elements
	CPNS 1.0
	TBD

	CPNS- ADM-004
	Each CPNS actors SHOULD have a secure element.
	CPNS 1.0
	TBD

	
	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.6 Privacy

<intro text for Privacy requirements here>
	Label
	Description
	Release
	Functional module

	CPNS-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

End of the document.
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