Doc# DRAFT OMA-REQ-CPNS-2009-0077R04
Change Request

Doc# DRAFT OMA-REQ-CPNS-2009-0077R04
Change Request



Change Request

	Title:
	Proposed Requirements Changes to CPNS RD
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA REQ-CPNS

	Doc to Change:
	OMA-RD-CPNS-V1_0-20090518-D

	Submission Date:
	18 May 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Charles Lo, Qualcomm, clo@qualcomm.com
Ranjith Jayaram, Qualcomm, rjayaram@qualcomm.com
Andreas Schmidt, Comneon, andreas.schmidt.sal@infineon.com

	Replaces:
	OMA-REQ-CPNS-2009-0077R03


1 Reason for Change

This CR proposes several changes to existing requirements in the latest CPNS RD.  They address the following current requirements containing aspects which we believe are incorrect and/or could be made more clear:
· CPNS-HLF-009: It would be clearer with regards to mode-changing of CPNS devices to be either that of a PNE or a PN GW.
· CPNS-HLF-010: At the functional requirements level, explicit wording about “CPNS server” is not desirable/necessary, esp. when considering that both Client-Server and Peer-to-Peer architectire models will be supported by CPNS.  Also, the example text about CPNS devices moving across access networks, and associated switching of network interfaces is not appropriate for this requirement.
· CPNS-AUC-001 and CPNS-AUZ-001: During prior conference call discussion, Qualcomm raised the comment that while we agree that the CPNS Enabler must support authentication and authorization functions (on entities requesting access to CPNS-offered functionality, for example based on applicable policies), these existing requirements mandate such authentication and authorization to be ALWAYS performed, which could be unnecessarily restrictive.
R01 adds a new Authentication requirement (CPNS-AUC-002), and makes a change to the previously modified proposal for Authorization requirement CPNS-AUZ-001.

R02 incorporates the agreed changes during the REQ-CPNS meeting on 21 Apr in Helsinki.  In particular, note that previously proposed Changes 1 and 3 have been deleted, so as to allow further discussion/resolution with other members. 
R03 takes the outcome of some discussions into account that took place on the RD-DEV e-mail reflector. The result is to change the existing AUC-001 requirement according to the details outlined in the following sections.

R04 changes the word ‘functionality’ to ‘services’ in the description of CPNS-AUC-001.  It also adds a proposed definition for ‘External Entity’, which was agreed during the 13 May teleconference to be added to the Definitions section of the RD. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the proposed changes in this CR for incorporation into the CPNS RD.

6 Detailed Change Proposal

6.2.1.1. Authentication

	Label
	Description
	Release
	Functional module

	CPNS-AUC-001
	The CPNS Enabler MUST be able to support the authentication of CPNS entities or External Entities which request access to CPNS related information or services.
	CPNS 1.0
	Content/Data Delivery

	CPNS-AUC-002
	The CPNS Enabler SHOULD support validation of certificates.
	CPNS 1.0
	TBD

	CPNS-AUC-003
	The CPNS Enabler SHALL support authentication of the user (e.g., by means like prompting him to type in a PIN or by biometric means).
	CPNS 1.0
	TBD

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
Change 2:
Proposed definition for “External Entitiy”
3.2
Definitions
…
External Entity
A functional component not specified by the CPNS Enabler.  An External Entity can provide services and content to a CPNS entity and can access services and information provided by a CPNS entity.
…
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