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1 Reason for Change

As described in a CPNS RD formal review comment, the current Introduction (section 4) of the CPNS RD lacks a good explanation of the market benefits of the services that will be supported by the CPNS Enabler.  This CR adds some text that describes these benefits.
R01 of this document addresses the comments received on the 8 July CPNS conf call:

· Example of home security camera access replaced with an existing CPNS use case

· List of CPNS functionality made shorter and more high-level

· In the paragraph on previous work, PUCC added to the list of standards bodies, and the specific reference to the 3GPP PNM TS was removed..
R02 of this document incorporates a comment received on the 22 July CPNS conference call, to remove the first example in the first paragraph.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree this CR and revise the CPNS RD Introduction section as proposed.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

4. Introduction
(Informative)


Users are increasingly connecting their devices to short-range Personal Networks (PNs) such as home networks, in-car networks and body area networks.  Connecting these PNs to other networks can greatly extend the accessibility of the devices, or Personal Network Elements (PNEs), in the PNs, enabling a number of compelling services, including access by PNEs to services outside the PN (e.g. a Bluetooth-connected Personal Media Player (PMP) uses your cell phone’s WAN connection to receive a video streamed from the Internet).
· 
· 
The goal of the OMA Converged Personal Network Services (CPNS) enabler is to provide application-layer support for ubiquitous access to services in a converged network, which is a collection of individual networks that are interconnected by means of PN Gateway (PN GW) devices (in the example above, the cell phone assumes the role of a PN GW that converges the Bluetooth and cellular networks to enable video to be streamed to the PMP from a network server).
The CPNS enabler facilitates access by devices in a PN to application or content services that are available either locally in one or more other PNEs, or residing in other networks, including other PNs or network elements accessed via a cellular or other WAN technology. The main objective of the enabler is to allow the PNEs that are part of the PN to access services outside of the PN and for those PNEs to offer services to PNEs in other networks.  The CPNS enabler provides a wide range of functionality to support converged-network services, including (but not limited to) end-to-end management of service sessions, service publication and discovery, tailoring of service characteristics based on PNE capabilities, remote management of PNE configuration data and firmware/software, collection of CPNS usage statistics, security and charging.
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
This enabler considers the interfaces and interactions between the key entities of the CPNS enabler. 
The main CPNS enabler entities are: 

· CPNS Server

· PN GW

· PNE

CPNS Server is an entity of CPNS enabler that replies to requests from PN GW and ensures that the appropriate application is selected and appropriate content is provided to the PNEs.
PN GW serves as an intermediary entity between the PNEs and other networks that forwards the requests from the PNEs to the other networks and the other way around

PNEs are PN entities that are connected to the PN GW and between each other and consume the application/content services received from the PN GW or from each other. PNEs can also offer application/content services to PNEs in the same or another PN.

The CPNS enabler will support both the Client-Server deployment model and the Peer-to-Peer deployment model.

Previous work exists which partly addresses the same functionality as the CPNS work item (as noted in the BOF report). In the CPNS Enabler it makes sense to re-use existing standardized enablers where feasible, since the enabler is created to interact with so many other standardized enablers. For re-use, especially enablers developed in OMA, 3GPP, 3GPP2, IETF, W3C, PUCC, and UPnP (through the DLNA profile) will be considered. In particular, it makes sense to re-use the 3GPP Personal Network Management (PNM) standard. 
Note: It is relevant to emphasise that the CPNS enabler entities are described here more in the context of functionality than as physical network elements. For example, the CPNS service discovery functionality could reside in the CPNS Server in Client-Server implementations, and in the PN GW or PNEs in Peer-to-Peer implementations

Change 2:  Another change

<insert change info here>

Change 3:  etc

<insert change info here>
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