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1 Reason for Contribution

Supporting groups to communicate using different services will become more and more popular. Up to now different services enablers are developed separately. To enable the reuse of privacy settings we need to differentiate between a common and a specific part of privacy setting that are part of today’s enablers (e.g. Location, Presence). 
R01: Taking into account feedback of the f2f meeting in Sydney.
Added some definitions and used partly a different terminology. Only mentioned requirements that are not part of the RD so far. Revised requirements to reflect the feedback of the meeting.
R02: Taking into account feedback of the f2f meeting in Athens as found in the minutes (OMA-REQ-GPM-2005-0053-MINUTES_12Dec2005-Athens.doc)
2 Summary of Contribution

Group communication could be enhanced significantly by using the GPM to control the communication means on a time or location or manual basis. Groups that meet for a Group Activity (e.g. mountain tour) need support in roaming and in inter operator case. The GPM WI could deliver a basis that enables the interoperation needed for seamless service delivery.   
3 Detailed Proposal


5.1 Group Activity support

As we all know the usage of groups will become more and more popular. This use case presents one example how groups can be used for situations where a Group Activity is supported via services involving permissions rules. A service called the Group Activity Service is used to manage different phases of a mountain tour involving a group of users who wish to communicate. This service uses the GPM enabler to manage permissions rules on behalf of the group members subscribed to different operators and to guarantee that the service behaves consistently with guaranteed inter-working when group’s members are roaming.


5.1.1  ASK  \* MERGEFORMAT Short Description
A Group Activity (in this case a mountain tour) could be enhanced significantly by supporting the group members during different Phases managed by a Group Activity Service.
(Managed Phases could be:
· :Preparation for the Group Activity,  

· Identifying the participants of the Group Activity,

· Support during the transport to the Group Activity starting point,

· Support during the Group Activity is ongoing,

· Support to return home,

· Share information collected during the Group Activity(e.g.Audio/Video/Foto),

· Prepare next Group Activity)

During each Phases different permissions rules are applied to the way the group uses different services.
The phased approach simplifies communication by applying permissions rules automatically when phases change from one to another. Each single phase supports a predefined set of services by changing permissions rules in a way to allow group members to communicate without barriers as long the phase is ongoing. A proposal (GAP) for phases combined with sets of services is produced by the Group Permission Manager. Every participant needs to acknowledge the GAP to participate the service. All phases together in series describe the Group Activity.
Typically a set of services avoids members from actively controlling their permissions related to the situation as this is covered by the actual phase. 
GPM is used by the Group Activity Service as an enabler to actively change permissions rules in a common way across different operators and service providers. To support the Group Activity service GPM needs o support functions for group related permissions rules and support the role of a Group Permissions Manager. Additionally it seems meaningful that GPM supports some basic data structures (e.g. phases and service sets). This will allow easy mapping with the phases approach since some (may be all) group members could switch between different Phases manually to adopt the communication means of the group. Therefore a common data structure definition is essential to guarantee mapping between different implementations. 
	All phases of an

example GA

-Mountain Tour-
	Services

	
	IM
	POC
	Tel
	Content
	Presence
	Location
	Email

	Preparations for GA
	O
	-
	O
	O
	O
	O
	O

	Distribution of information
	I
	-
	I
	O/I
	-
	-
	I

	Decide who participates and tour details ( POC Conference)
	O/I
	O/I
	-
	-
	O
	-
	O/I

	Traveling to starting point
	O/P
	-
	O/P
	O/P
	O/P
	O/P
	-

	Reaching starting point
	O/P
	O/P
	O/P
	O/P
	O/P
	O/P
	-

	GA is ongoing physically joined
	O/P
	O/P
	O/P
	O/P
	O/P
	-
	-

	Traveling back Home
	O/P
	-
	O/P
	O/P
	O/P
	O/P
	-

	Share Information
	O
	-
	O/P
	O/P
	-
	-
	O/P

	Next Years Activity
	O
	-
	O
	O
	-
	-
	-


Table XYZ: Content of a GAP is combining different permissions rules setups of services to scenarios called phases.
Legend:

O==Group Permissions Manager (Organizers)

I == interested former participants and Newbie

P == Participants

- == not applicable


5.1.2 Actors

Karl and Gerold 



- Mountain Guides

Otto and Thomas 



- Organizers of the mountain tour and potential Group Permissions Managers
Olaf, Jens, Martti, Michael and Pierre 
- Normal participants
Christian



- Former participant 
Operators 



- Home operators (One is the - Group Activity Managing Operator)






- Roaming operators
5.1.2.1 Actor Specific Issues

As long as permission settings need manual input by group participants a success to use new services for a Group Activity will not happen because it is  to complicated and lavishing in effort. 
Switching between different services will become popular only if privacy settings based on permissions are handled equally between different operator domains. 
Manual interaction with the permission system could be limited by allowing some participants to setup the permission for all group members and all communication means at once. Due to the relations between group individuals, a certain level of trust can be assumed enabling some members to act on behalf of others (Group Permissions Manager). 
Switching between different permissions during Group Activity Phases is normally done automatically (time plan of GA or location of GA participants) by the Group Activity Service managed via GPM requests. Consistent changes for all involved users, operators and services supported during different Phases could be ensured doing so.
5.1.2.2 Actor Specific Benefits

Users:

Quick and easy setup and usage of different (IM, PoC, Voice Call, Presence, Location…) services supported during all Phases of the Group Activity in a controlled and trusted manner. Different Group Activity Phases imply different needs for communication means controlled via predefined permissions rules.
Operators:

Groups become a multiplier for new services since all members could be addressed equally by active members. Recipients feel encouraged to participate in the communication means selected by the initiator. 

5.1.3 Pre-conditions
The setup of a Group Activity Service starts with selecting a template that matches best to the Group Activity schedule its type and communication means in relation to Phases. Adopting the template to the GA tour plan finishes this. 
(Group Permissions Manager)

The group of mobile users (Group Members) was aggregated for that Group Activity. 
(Group Permissions Manager)
The group accepted that some individuals are allowed to act on behalf of them.

(All members)

The group acknowledges the settings done by the Group Permission Manager

(All members)

The status of permissions between the group members is saved for reuse when the Group Activity is over











(Operator)

5.1.4 Post-conditions
When the lifetime of a Group Activity is over, former permissions settings of group members get the normal setup as saved before.

5.1.5 GA Service (Meta Use Case) 

1) Organizers meet to discuss some proposals to be decided with former participants and some newbie

2) Information about the tour proposals is distributed e.g. via (mobile) email for feedback 

3) Participant list contains all potential group members expected to participate in the Group Activity (e.g. mountain tour). They become Group Members when they acknowledge the setting proposed by the Group Permissions Manager. 

4) Transport is arranged individually but needs coordination where mobile support is very pleasant.

5) Emergency case (like car breakdown, some key pieces of tour equipment where forgotten,…) could be solved at first within the group 

6) Some members reached the starting point of the Group Activity (e.g. mountain tour)

Questions arise like: 

Where are the others?

How long will we have to wait for them? 

Is there something meaningful to do in the meantime? (Shopping for food, beverages get local information about Group Activity details not solved at home,…)

7) Group Activity is ongoing 

8) Going home by individual transportation 

9) Share content of Group Activity (links to Pictures, Audio, Video Samples) 

10) Store list of participants from this year for reuse during next year search for participants

5.1.6 Normal Flow: GPM used by GA-Service
5.1.6.1 Change between different Phases
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Figure XYZ: Phase Change following the GAP from Phase 1 to Phase 2
Legend:

Small arrows are used for single messages

Thick arrows are used for multiple messages (e.g.  to all GA members assigned service enablers)
1) GA Services was triggered to move from phase 1 to phase 2. Therefore the GA Service requests the GPM Enabler to activate phase 2 by initiating the GPM to follow the GAP (As shown in Table XYZ). Permissions rules are changed following the GAP in all services/enablers.

2) The GPM Enabler starts to send the necessary update messages to all GA members (in our case nine members) to their Loc Enablers. (The thick arrow was used to show this is done for all GA participants and their assigned Location Enablers domains) 
3) The Loc Enablers of the all members acknowledge the new permission rules are active individually
4) The GPM Enabler starts to send the necessary update messages to all GA members (in our case nine members) to their IM Enablers. 

5) The IM Enablers of the all members acknowledge the new permission rules are active individually
6) The GPM Enabler starts to send the necessary update messages to all GA members (in our case nine members) to their POC Enablers. 

7) The POC Enablers of the all members acknowledge the new permission rules are active individually
8) The GPM Enabler starts to send the necessary update messages to all GA members (in our case nine members) to their Mobile Email Enablers. 

9) The Mobile Email Enablers of the all members acknowledge the new permission rules are active individually
10) The GPM Enabler starts to send the necessary update messages to all GA members (in our case nine members) to their others Enablers. 

11) The other Enablers of the all members acknowledge the new permission rules are active individually
12) The GPM Enabler acknowledge the GA Service that phase 2 is in operation


1. 

1. 



















5.1.6.2 Get consent to the GAP
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Figure XYY: Group Permissions Manager ask the potential members for consent to the proposed permissions rules settings when the GA is active
1) Groups Permission Manager has prepared a GAP (See also Table XYZ). To let the members know he asks them for consent by sending a request for consent to the GA Service.

2) GA Service transfers this request to GPM enabler. From here it is distributed to the individuals that are potential participants of the GA service.
3) GPM ask Client 1 for consent.
4) Client 1 granted the GAP of the Group Permission Manager.
5) GPM ask Client 2...8 for consent also.

6) Client 2...8 granted the GAP of the Group Permission Manager also.
7) GPM ask Client 9 for consent also.

8) 
9) Client 9(Christian) doesn’t grant the GAP of the Group Permission Manager since he is not able to participate this years GA. Since this joined activity runs always in the last week of august or the first one in September he knows that he can’t participate due to a business trip. After sending the “not granted” back to the Group Permissions Manager he also writes an email giving more details why he is not able to participate this year.
10) 
11) GPM sends back all the aggregated results to the GA service. 
12) GA service informs the Group Permissions Manager that Client 9(Christian) didn’t grant his GAP.

13) 
14) 
15) 
16) 
17) 



18) 

19) 

20) 


5.1.7 Operational and Quality of Experience Requirements

Due to Group Activity Service permission settings are done automatically without forcing group members to interact with the permission system themselves. GPM is the cornerstone for consistent permission management in roaming and inter working scenarios and will be used as enabler by Group Activity Services.   
Group Activity Services (Concerts, Sports Group Activities, …) support as known by Group Activity supporting internet sites (List of Bands/Player/Statistics, site information, parking spaces available, lift possibilities,…) make a big step to be used also by users of mobile phones too. Simple usage of GA for mobile users is enabled in a secure and controlled environment by Group Activity Service mediated with GPM.


2. 
3. 
4. 
5. 
6. 
7. 
8. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

REQ AdHocGroup for GPM to take this contributions content as part of their requirement document to enlarge the use case section since requirements are to be extracted from this use case.
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