Doc# OMA-REQ-GPM-2005-00XX-Further-Requirements[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-REQ-GPM-2005-00XX-Further-Requirements
Input Contribution



Input Contribution

	Title:
	GPM: Further Requirements
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-REQ/GPM

	Submission Date:
	December 9 2005

	Source:
	Indaka Weerasekera, Lucent Technologies

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This contribution proposes some new requirements to the GPM RD.

2 Summary of Contribution

See above.

3 Detailed Proposal

6.1 High-Level Functional Requirements
	Label
	Description
	Enabler Release

	HLF-a
	The GPM enabler SHALL support different permission rules for different permissions targets regarding access to and usage of target attributes 
	

	HLF-b
	The GPM enabler SHALL support the use of the same permission rules for multiple different permissions targets regarding access to and usage of target attributes
	

	HLF-c
	A permissions target MAY be identified as a permissions manager
	

	HLF-d


	The GPM enabler SHOULD make use of existing, unique Identifiers (e.g. MSISDN/IMSI, MDN/MIN, e-mail Address) for addressing target principals that are End Users.
	

	HLF-e
	The GPM enabler SHALL support permissions targets who have multiple profiles, and it SHALL be possible to segregate one profile from another (e.g. for private use and business use).
	

	HLF-f
	The GPM enabler SHALL support the ability of a target principal to use a pseudonym as an identifier for his/her identity. [Privacy]
	

	HLF-h
	It SHALL be possible for applications on devices to initiate target requests.
	


6.1.1 Types of Permissions Rules
	Label
	Description
	Enabler Release

	PermType-a
	A permissions manager SHALL be able to provision a rule that determines whether a target notification is required to be sent to the permissions target
	

	PermType-b
	On a 'per target attribute' basis, the permissions manager SHALL be able to provision permissions rules to specify which target attribute(s) that a requester may access and which target attribute(s) requesters may not.
	

	PermType-c
	The GPM enabler SHALL support a mechanism to associate a permissions rule with any combination of devices used and target principal identity.
	

	PermType-d
	If multiple devices are associated with a single target principal, the GPM enabler SHALL support permission rules where:

(a) One permissions target uses multiple devices simultaneously;

(b) One permissions target uses only one device at a given time or for a particular service.
	

	PermType-e
	The GPM enabler SHALL include a mechanism for a permissions manager to express the validity conditions for the release of a particular attribute or group of attributes.
	

	PermType-f
	Permission rules with validity conditions SHALL specify what outcome is to take place if the validity conditions are not met
	

	PermType-g
	The following types of validity conditions SHALL be supported:

· Availability lifetime of target attributes

· Requester identity
	

	PermType-h
	The GPM enabler SHALL support permission rules where multiple permissions targets are associated with a single device.
	

	
	
	


6.1.2 Permission Management Functions

	Label
	Description
	Enabler Release

	PMF-a
	It SHALL be possible for a permissions manager to manage permission rules using a pseudonym as an identifier for the permissions target
	

	PMF-b
	Permissions managers SHALL be able to share target attributes between applications
	


6.1.4 Delegation

	Label
	Description
	Enabler Release

	DEL-a
	A permissions manager in control of certain target attributes SHALL be able to permanently transfer control of those target attributes to a different permissions manager.
	


6.1.5 Security

	Label
	Description
	Enabler Release

	SEC-a
	The GPM enabler SHALL support mechanisms to log all permissions management operations.
	

	SEC-b
	The GPM enabler SHALL protect against potential security threats, including denial-of-service attacks and identity theft
	


6.1.6 Charging

	Label
	Description
	Enabler Release

	CHRG-a
	The GPM enabler SHALL support a mechanism to capture charging information.
	


6.1.7 Administration and Configuration

	Label
	Description
	Enabler Release

	ADMN-a
	The GPM enabler SHALL support a mechanism to allow one set of permissions rules to take precedence over a different set of permission rules (if there are multiple sets of permission rules that include different values for the same permission target).
	


6.1.8 Interoperability

	Label
	Description
	Enabler Release

	IOP-a
	Interfaces exposed by the GPM enabler to requesters, other enablers and/or other network resources SHALL be compliant with OMA Service Environment architectural requirements.
	


6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	OSR-a
	The GPM enabler SHALL support requesters and located in the same or different domains to the permissions target
	

	OSR-b
	The GPM enabler SHALL be able to distinguish between different types of target attributes (e.g. dynamic data such as raw presence information or calendar information, static data such as phone book entries or devices used, and other data such as charging information ).
	

	OSR-c
	The GPM enabler SHALL support the use of removable or embedded secure storage (e.g. a SIM Card or a built-in hardware module) in a device as a secure container for a permissions target’s identity.
	

	OSR-d
	Where a device is used to make a target request, the GPM enabler SHALL ensure that target responses can only be returned to that same device.
	

	OSR-e
	The GPM enabler MAY support the ability for a requester to indicate and provide proof that the target request is being sent under a business agreement
	

	OSR-f
	When a target request does not satisfy the permission rules set by the permissions manager, it MAY be possible for the ‘deny’ output variables to include a list of acceptable request criteria for release of the target attributes.
	

	OSR-g
	The GPM enabler SHALL NOT define its own mechanisms for registering and de-registering, but SHALL re-use such mechanisms as defined by other enablers.
	

	OSR-h
	The GPM enabler SHALL support standard mechanisms for registration of changes to its interfaces
	


Also, add the following definition to the GPM RD:

	Pseudonym
	A fictitious identity, which may be used to conceal the true identity (i.e. MSISDN and IMSI) of a permissions target’s device from the requester, or to conceal the true identity of the requester or the permissions target.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to discuss and agree the above new requirements.
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