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1 Reason for Contribution

This closes an action point on the author.
As a result of presenting 0005 on the CC 18th Jan, the author was given an action to discuss the requirement off-line with IBM and Ericsson. 0005R01 is a proposal to close this action.
2 Summary of Contribution

On the 11/1/06 GPM CC, we did not agree the following requirement:
“The GPM enabler SHALL NOT define its own mechanisms for registering and de-registering
, but SHALL re-use such mechanisms as defined by other enablers”.  

It was agreed to re-write the requirement without implying a solution.

After off-line discussion it is suggested to withdraw the requirement originally proposed in section 3 below and to propose two new requirements that clarify ‘default’ permissions rules.

The original intent was to capture the user experience (mainly on the permissions manager) when a new resource (service enabler) wants to use GPM. For example, GPM learns that resource X will want to ask GPM to see if user Y will allow attribute Z to be given out to a requester W, i.e. the cases when  "new" information requires new choices to be made by Y or on Y’s behalf.

It was felt that the ask mechanism could be used to notify the permissions manager of new aspects of a permissions checking request. So in the above case, if GPM does not know how to parse the request for this new information, a default rule could be used ask the ask target (e.g. permissions target or permissions manager) to create/modify etc a rule to serve the request. However, this is not the most optimised solution, as it could induce spam to end-users.

In summary, the author has proposed two new requirements that clarifies firstly that default permissions rules may be used to handle new information in permissions checking requests that require user interaction and secondly to allow authorised permissions managers to modify default permissions rules.
3 Detailed Proposal

6.1.8Usability
	Label
	Description
	Enabler Release

	
USAB-x
	
The permissions manager MAY be able to modify default permissions rules
	


6.2 Overall System Requirements
	Label
	Description
	Enabler Release

	OSR-x
	Default permissions rules MAY be applied to new or updated information contained in a permissions checking request to GPM, (e.g. a new application identity from an existing resource). 
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the above change.
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