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1 Reason for Contribution

A review of the GSSM RD (OMA-RD-GSSM-V1_0-20061005-D) leads us t concerns that GSSM RD may be considering including in GSSM business processes. This is in addition to overlaps with charging and PE discussed in another input contribution.
R01 correct mistake in header.
R02 correcst typo and makes sure that what is proposed text changes to RD and what is not is crystal clear
2 Summary of Contribution

This contribution proposes discusses the positioning and scope of GSSM (and OSE in general) with respect to business processes. As a result it proposes additional requirements and views for the WG consideration and agreement as way forward.
Only items between text change yellow bars are text change proposal to the RD.
3 Detailed Proposal

3.1 Issues

The GSSM WID indicates that GSSM will focus on subscriber manipulation, verification and provisioning. We understand that as providing interfaces and possibly data model to support these function. We are in full support with that view BUT it should be clear as discussed after that by this we understand verification as the concept of checking if a subscriber is authorized and returning the answer + possibly the terms. It is not an authorization step.
However we are concerned that the GSSM RD may indicate a desire to have the GSSM enabler include some business processes:

· Flows to provision and provisioning logic

· Flows to authenticate or authorize and associated authentication or authorization logic and data

· PE flows and logic and possibly data

· Charging flow, logic and data

3.2 Observations
While designing the OSE, we have been as careful as possible to support integration and not overlap or inconsistencies with OSS and BSS.

Today, TMF (TeleManagement Forum - http://www.tmforum.org/) has standardized the BSS process and flows (eTOM specifications) and the subscriber data model (TMF SID).
It is essential that the OSE and its enablers continue to integrate with BSS systems as at this stage it has not undertaken to address them (and we certainly do not recommend that OMA does target any BSS specification work). 
3.3 Implications

To that extent, it is essential that GSSM enabler a resource that can coexist with tehTMF specifications. That means:

· GSSM should not define its own flows when these flows are specified by TMF

· For example provisioning flows following subscription are really part of the BSS flows as for example specified by TMF.

· GSSM should not compete with other business process defined by TMF:

· E.g. Rating/pricing setting

· Billing

· Invoicing

· CRM

· GSSM should fit within the TMF flows and therefore support:

· Provisioning as and when envisaged by eTOM

· Data input, output and manipulation consistent with the TMF data model

It is possible that GSSM allows trigger of such flows. This may an aspect worth considering.

3.4 Additional considerations

In addition, we believe that introducing authentication, authorization, charging or PE functions in GSSM can lead to significant problems.
For example:
· The determination of prices / rates is not something that should be done at the subscription level. Subscriptions should limited to characterization of the type of subscription (e.g. gold subscription, category or subscription or subscription type identifier).

· For example, if prices or rates are fixed by / in GSSM, then the use of GSSM would prevent or incredibly for example marketing campaigns and promotions with special pricing or bundling. These things can be managed by TMF flows and BSS. If any assumption is made in GSSM, the business processes are competing and incompatibilities are introduced. This is a typical silo issue.

· If GSSM generates the charges request it competes with authorization or PE processes.

· Authorization is not just determined by subscription. 

· For example, campaigns or SP policies may change the terms of access to certain services under certain conditions and therefore decide to rely on other considerations to determine authorization. These aspects are again modelled in BSS and by TMF. See additional discussion below.
· Policies determine who is authorized to access a resource / service. Subscription is at best on criteria.
· Authentication is different from GSSM information.

· TMF describes the BSS processes associated to subscriber account creation and provisioning. This information is critical to provisioning service, enablers /OSE and other sources to ensure appropriate security and support of identity management (e.g. single sign on). If GSSM substitute itself to existing process and resource responsible for such provisioning and actual authentications steps, GSSM would be a full authentication enabler, outside its scope and it would again compete with standard business flows.

· Policies for usage of the services are to be managed by the Service provider, preferably in one location and based on business processes. To a large extent, PE factors out business rules and they can be setup and provisioned by BSS or OSS. We envisage that BSS and OSS provision policies, SLAs etc…  Per the discussion above, GSSM should not introduce business processes and therefore not introduces policies that would implement them.

So:

· Authentication is the process of accepting identity claims of a principal based on credential that have been presented
· Authorization is the process of let a requester access a resource. Authorization may be based on many criteria (policy processing must lead to letting the request go through). These steps may include checking that the identity claim was authenticated, checking that for that claim (or its associated managed / federated identity) account is in good standing (e.g. post paid) or balance is sufficient (e.g. pre-paid), SLA are satisfied (e.g. I don't have to reject request due to throttling - e.g. too many messages sent so far, overloaded resources that implies rejecting requesters with lower SLAs etc..), and for example that that user is subscribed to the service (provided that this is required by the policy).
GSSM can therefore be used to answer the question: is the subscriber subscribed to the service and possibly under what terms. PE then process policies and may use this information if it needs it.
This is quite different from stating that GSSM provides authorization.
So in the RD for validate subscription or verify subscription it is OK if it means checking if there is a subscription and returning yes or no plus the term if asked to provide the terms. It is not at all ok if this is seen and labeled as an authorization function.
We do hope that this also clarifies the charging and business process comments and concerns. Again GSSM may provides information about the terms of subscription. But checking balance and performing service change should be done by PE calling charging enabler not by having GSSM doing the charges or the calls.
3.5 RD text update Proposal

We therefore propose to add the following requirements in section 6.1 of RD
<Begin Change>
HLF-x: GSSM enabler MUST provide an interface to enable entry by an authorized principal of the subscription data of a subscriber or group of subscriber to a service.

HLF-x: GSSM enabler MUST provide an interface to enable manipulation by an authorized principal of the subscription data of a subscriber or group of subscriber to a service.

HLF-x: GSSM enabler MUST provide an interface to enable retrieval by an authorized principal of the subscription data of a subscriber or group of subscriber to a service.

HLTF-x: GSSM enabler MUST detail the data model of subscription data to a service

HLTF-x: GSSM enabler MUST be compatible with the business process flows widely for OSS and BSS systems like the ones defined by TMF (e.g. eTOM)

HLF-x: GSSM enabler MUST be compatible with the subscriber and subscription data models widely for OSS and BSS systems like the ones defined by TMF (e.g. SID)
<End change>
3.6 GSSM scope considerations

We recommend that the group considers agreeing to explicitly limit the scope to:
· Interfaces to access subscription data

· Interfaces to manipulate subscription data

· Interface to provision subscription data

· Possible specification of subscription of subscriber / subscription data models (only as reuse and or extension of TMF SID).

· Other functions that are of interest to the members but do not introduce business processes flows (incompatibility with TMF) and do not overlap with functions provided by other enablers 9per OSE principles).

3.7 Proposed change to RD scope section

We therefore suggest that the following text e added to the scope.

<Begin Change>

1. Scope









(Informative)

The scope of this document is to collect use cases and requirements for a General Service Subscription Management (GSSM) enabler that enables generic functions related to service subscription management for value added services.  The focus is on the functional requirements that are generic to all OMA service enablers and which could be re-used by those enablers. Examples of such functions include:

· Dynamic manipulation of service subscription

· Subscription or Un-subscription

· Subscription suspension/resume/renewal 

· Subscription query

· Service subscription validation

· Checking the existence of service subscription for any service requests

· Checking the consistency of a service request and corresponding subscription by checking whether the service request complies with subscription parameters set in service subscription profile

· Service subscription notification and confirmation

· Notifying the change of service subscription to related entities

· Informing/confirming subscribers about subscription changes

The GSSM scope is limited to:

· Interfaces to access subscription data

· Interfaces to manipulate subscription data

· Interface to provision subscription data

· Possible specification of subscription of subscriber / subscription data models (only as reuse and or extension of TMF SID).

· Other functions that are of interest to the members but do not introduce business processes flows (incompatibility with TMF) and do not overlap with functions provided by other enablers 9per OSE principles).
· E.g. trigger of BSS process flows
This RD makes no assumption on the service subscription data storage location; the focus is primarily on the means to access such data for provisioning purpose, viewing purpose, etc. 
<End change>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the GSSM group agrees to section 3.
We recommend that GSSM agrees to add the requirement described in section 3.5 to the GSSM RD

We recommend that GSSM discusses and endorses the recommendations in section 3.6. This should guide future work in the WG.

We recommend that GSSM agrees to add the text described in section 3.7 to GSSM RD

We recommend that the GSSM WG reviews the current GSSM RD and updates use cases and requirements based on the considerations above.
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