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1. Scope
(Informative)

<< This clause defines the boundaries of the requirements described in this requirements specification.  DELETE THIS COMMENT >>

<< This clause acts as a reminder to contributors of the RD:

This RD should have between 5 and 10 use cases.

When submitting use cases for consideration, contributors should include proposed requirements.

Inclusion of use cases that cover existing requirements should be avoided.

Requirements may be submitted without a use case.

For more detailed information on creating this RD, authors are asked to review the Requirements Best Practices document.  This is available on the website in the Requirements WG area.

DELETE THIS COMMENT>>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<The Requirement Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an RD?), replace it with the following paragraph.  DELETE THIS COMMENT >>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	Xxx

	
	


4. Introduction
(Informative)

<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  The inclusion of any pictures to back up text should be kept simple, showing various actors involved.

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure

5. Use Cases
(Informative)

5.1 Service Subscription for Digital Newspaper Service
5.1.1  ASK  \* MERGEFORMAT Short Description

A “digital newspaper service”, provided to mobile network users in Beijing, delivers news information including text, pictures, and short video clips to subscribers of the service via MMS. James is an office staff working in Beijing, and he would like to view some news for killing time when he is on the way to his office by subway. He finds the digital newspaper service complies with his requirement, and tries to subscribe to the service.

5.1.2 Actors

· James, a mobile user of local mobile operator (acts as the subscriber of the service).
· BeijingMobileInfo.com, a Content Provider which owns the digital newspaper service applications (act as the 3rd party Content Provider of the service) .
· Mobile operator offering GSSM and a service portal (acts as Service Provider).
5.1.2.1 Actor Specific Issues

· James
· Wants to subscribe to the digital newspaper service.
· Agree to pay the bill of using the service.
· BeijingMobileInfo.com
· Wants to offer the digital newspaper service to subscribers of the service.
· Wants to use mobile operator’s network resources to deliver the content of the service.
· Wants to obtain corresponding revenue according to the number of subscribers to the service.
· Mobile operator, 

· Wants to establish agreements with third parties content providers to offer the digital newspaper service to mobile network users.
· Wants to present the service and offer easy service subscription.
· Wants unwilling users (who do not subscribe to the service) not to be bothered by this service.
· Wants to avoid billing fault for both mobile network users and content providers.
5.1.2.2 Actor Specific Benefits

· James
· Easily be subscribed to the digital newspaper service and receive the message containing digital newspaper content.

· BeijingMobileInfo.com
· Easily delivers the service to subscribers (users who subscribed to the service).
· Get the precise information about the number of subscribers without dealing with the service subscription process itself.
· Mobile operator 

· Establishes agreements with third parties content providers to increase its revenues and enrich services portfolio.

· Offers users a generic easy way of subscribing service provided by third parties.
5.1.3 Pre-conditions

· BeijingMobileInfo.com has developed a “digital newspaper service” application and has prepared the mechanism of organizing contents and delivering them to market.
· BeijingMobileInfo.com has an agreement with the mobile operator so that the mobile users could use “digital newspaper service” local mobile operator’s network. 
· The “digital newspaper service” has been registered in mobile operator’s system and presented on operator’s service portal to mobile network users. 
· GSSM obtains necessary service data about digital newspaper service.
5.1.4 Post-conditions

· James is subscribed to the service for every morning’s delivery of a digital newspaper to his mobile terminal.

5.1.5 Normal Flow
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Figure 2: subscription for "Digital Newspaper Service": Normal Flow
1. James gets service description about the “digital newspaper service” from the service portal presenting the information, and finds that it complies with his requirement. Therefore James is interested in trying the service.  

2. James subscribes the digital newspaper service on GSSM via the service portal, and sets that the digital newspaper be delivered to his terminal at about 8 am every morning.
3. GSSM sends a notification about the James’ subscription to BeijingMobileInfo.com. 
4. GSSM sends the subscription response to the service portal.
5. Service portal forwards the subscription response to James.
5.1.6 Alternative Flow 1: Subscription with subscriber’s confirmation
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Figure 3: Service subscription for "Digital Newspaper Service" Alternative Flow 1
1-3. (Same as step 1-3 of Normal Flow).
4. GSSM asks James to confirm the subscription (e.g., by sending him a message with some service information which may include the service name, price, delivery time, etc.).
5. James confirms the subscription.
6-7. (Same as step 4-5 of Normal Flow). 
5.1.7 Alternative Flow 2: Subscription with notification to the subscriber
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Figure 4: Service subscription for "Digital Newspaper Service" Alternative Flow 2
1-5. (Same as step 1-3 of Normal Flow).
6. GSSM informs James that he is subscribed to the service (e.g., by sending him a message with some service information which may include the service name, price, delivery time, etc.).
Note that step 5 & 6 could happen in alternative order.
5.1.8 Alternative Flow 3: Subscription from CP
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Figure 5: Service subscription for "Digital Newspaper Service" Alternative Flow 3

1. James gets service description about the “digital newspaper service” from BeijingMobileInfo.com, finds it interesting, and he is willing to try the service.  

2. James subscribes the digital newspaper service on GSSM via the portal or the application on BeijingMobileInfo.com, and sets that the digital newspaper be delivered to his terminal at about 8 am every morning.
3. GSSM sends the subscription response to the BeijingMobileInfo.com.
4. BeijingMobileInfo.com forwards the subscription response to James.
5.1.9 Alternative Flow 4: Un-subscription
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Figure 6: Un-subscription for "Digital Newspaper Service"  Alternative Flow 4

James un-subscribes to the service on GSSM via the service portal, and GSSM notifies James’s un-subscription to BeijingMobileInfo.com. Then GSSM informs James the cancellation of current subscription. Note that step 4 & 5 could happen in alternative order.
5.1.10 Operational and Quality of Experience Requirements

<< Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

'The customer contact is always with a sales person' 

'The system shall allow for at least 1,000 concurrent transactions' 

'The order confirmation shall be sent not later than 1 hour after purchase' 

'If 5 items are purchased, there is a special discount on the sixth'

'The user shall have full control over his personal data' 

'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'

DELETE THIS COMMENT >>

5.2 

5.3 Service Subscription Validation for Indie Music Bundle

5.3.1  ASK  \* MERGEFORMAT Short Description


A Mobile Operator has recognized that independent record companies do not possess the subscription and charging infrastructure to offer music downloads to their fans as a competitive rate. To satisfy this need, the Mobile Operator has created an Indie Music Bundle service which allows fans of non-mainstream music to download content from 50 independent record companies for a single monthly fee based on a maximum number of track downloads per month. 

Todd is a big fan of progressive thrash metal music and is frustrated by the lack of this genre on the major music download sites. He wants better value for his download dollar than the price per track rate and more variety than that provided by a single record company. He decides the Indie Music Bundle meets his needs and subscribes to the service level offering 10 tracks per month for $4.99.

5.3.2 Actors

· Todd, a mobile user and customer of the Mobile Operator (acts as the subscriber of the service).

· Blue Dog Records: A content provider which owns the rights to the music tracks.

· Mobile Operators offering a subscriber self-care service portal and GSSM (acts as Service Provider).

5.3.2.1 Actor Specific Issues

· Todd:

· Wants to download music tracks from multiple independent records companies.

· Agrees to pay the monthly fee for using the service.

· Blue Dog Records:

· Wants to offer music downloads to subscribers of the Mobile Operator.

· Wants to use the mobile operator’s network resources to deliver the content of the service.

· Wants to obtain revenue corresponding to the number of tracks downloaded by the mobile operator’s subscribers.

· Mobile operator:

· Wants to establish agreements with independent records companies seeking to offer their tracks for download by mobile network users.

· Wants to present the service and offer easy service subscription.

· Wants to police the service and prevent usage beyond that allowed by the subscription.

· Wants to avoid billing fault for both mobile network users and content providers.

5.3.2.2 Actor Specific Benefits

· Todd:

· Greater music choice with reduced cost per track.

· Blue Dog Records:

· Revenue assurance for downloaded music.

· Larger audiences for content without subscription and charging infrastructure costs.

· Mobile operator:

· Increased revenues and enriched services portfolio.

5.3.3 Pre-conditions

· Blue Dog Records has signed an agreement with the Mobile Operator to allow its mobile users to download music tracks except during the hours of 9am to 5pm, Monday to Friday.

· Todd has visited the Mobile Operator’s self care service portal and subscribed to the Indie Music Bundle for 10 track downloads per month.

5.3.4 Post-conditions

· Todd has successfully downloaded a music track from Blue Dog Records to his mobile terminal.

5.3.5 Normal Flow
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Figure 1: Subscription check for "Indie Music Bundle": Normal Flow
1. Todd launches the browser on his mobile terminal and access the Blue Dog Records portal where he identifies himself as an Indie Music Bundle subscriber. Todd finds that Blue Dog Records have just released a new track called "The Scream" from his favourite band “Boiling Frogs” and requests the download.
2. The Blue Dog Records portal submits a subscription check request to the GSSM requesting permission to allow Todd to download content.
3. The GSSM validates that the subscription check meets the service level agreements for both Blue Dogs Records (content provider) and Todd (subscriber). The GSSM returns a Subscription Check Response granting Blue Dog Records to download content to Todd’s mobile terminal.
4. Blue Dog Records downloads the track to Todd’s mobile terminal.

5.3.6 Alternative Flow 1: Subscriber Service Level Violation
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Figure 1: Subscription check for "Indie Music Bundle": Alternative Flow 1
1-2. (Same as step 1-2 of Normal Flow).
3. The GSSM validates that the subscription check meets the service level agreements for both Blue Dogs Records (content provider). However, Todd has already downloaded 10 tracks in the past month so this download violates the Indie Bundle service level agreement for Todd (subscriber). The GSSM returns a Subscription Check Response denying Blue Dog Records the right to download content to Todd’s mobile terminal.
4. Blue Dog Records informs Todd that his download request has been denied.

5.3.7 Alternative Flow 2: Content Provider Service Level Violation
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Figure 1: Subscription check for "Indie Music Bundle": Alternative Flow 2
1. At 8:59am on Monday, Todd launches the browser on his mobile terminal and access the Blue Dog Records portal where he identifies himself as an Indie Music Bundle subscriber. Todd finds that Blue Dog Records have just released another track called "The Lull" by “Boiling Frogs”. However, Todd wasn’t impressed with their previous track and hesitates before deciding to download this latest track.
2. At 9:01am on Monday, the Blue Dog Records portal submits a subscription check request to the GSSM requesting permission to allow Todd to download content.
3. The GSSM validates that the subscription check meets the service level agreements for Todd (subscriber). However, the download is not within the time window allowed under the agreement with Blue Dogs Records (content provider). The GSSM returns a Subscription Check Response denying Blue Dog Records the right to download content to Todd’s mobile terminal.
4. Blue Dog Records informs Todd that his download request has been denied.

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	HLF-1
	GSSM SHALL provide a mechanism for a principal to subscribe to a service.

a. The GSSM enabler MUST provide an interface to allow requestors to subscribe to services/resources on behalf of principals.

b. GSSM SHALL provide a mechanism to generate and record subscription to services.
	

	HLF-2
	The GSSM SHALL provide a mechanism to notify the change of subscription to other resources which require notification of the change..
	

	HLF-3
	The GSSM SHALL provide the subscriber with a confirmation mechanism for any subscription change.
	

	HLF-4
	GSSM SHALL provide a mechanism for informing the subscriber about any subscription change.
	

	HLF-5
	GSSM SHALL support SP to configure whether to perform the informing and confirming mechanisms (Requirement HLF-3 & HLF-4).
	

	HLF-6
	GSSM SHALL provide a mechanism for a principal to unsubscribe from a service.
	

	HLF-7
	The GSSM SHALL provide the subscriber with a mechanism for querying the current status of his/her service subscriptions.
	

	HLF-8
	GSSM SHALL provide a mechanism to validate a subscription to a service.
	

	HLF-9
	GSSM SHALL be capable of validating a subscription based on the following criteria:

a. the service being requested,

b. the principal for whom the service is being requested,

c. the time when the service is being requested,

d. the frequency with which the service is requested.
	


Table 1: High-Level Functional Requirements

6.1.1 Security

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

Please refer to the Requirements Best Practises Document for an overview of OMA-SEC interests in this area.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.
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Table 12: High-Level System Requirements

Appendix A. Change History
(Informative)
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A.2 Draft/Candidate Version 1.0 History


	Document Identifier
	Date
	Sections
	Description

	Draft Versions
OMA-RD-GSSM-V1_0-20060811-D
	11th Aug 2006
	n/a
	· Added use case 5.1 and requirements HLF-1, HLF-2, HLF-3, HLF-4, HLF-5 and HLF-6 from OMA-GSSM-2006-0008-INP_service_subscription as agreed on CC 8th Aug.

	OMA-RD-GSSM-V1_0-20060907-D
	7th Sep 2006
	n/a
	· Amended requirement HLF-2 as proposed in OMA-GSSM-2006-0012R02-INP_A_Small_Change_from_Doc_8___2 and agreed at Beijing f2f 23rd Aug.
· Amended requirement HLF-3 as proposed in OMA-GSSM-2006-0013R02-INP_A_Small_Change_from_Doc_8___3 and agreed at Beijing f2f 23rd Aug.
· Added requirement HLF-7 as proposed in OMA-GSSM-2006-0014R02-INP_A_Small_Change_from_Doc_8___4 and agreed at Beijing f2f 23rd Aug.
· Added use case 5.2 and requirements HLF-8 and HLF-9 from OMA-GSSM-2006-0024R01-INP_Subscription_Validation_Use_Case as agreed at Beijing f2f 23rd Aug.

	

	
	
	


	

	
	
	


	

	
	
	


	
	
	
	




	
	
	
	





Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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