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1 Reason for Contribution

This contribution focuses on the user availability and willingness to set and control the reception of advertisements and derive requirements that must be considered in further stages of the Mobile Advertising Work Item.

2 Summary of Contribution

This use case is based on the scenario “Mobile Advertising in Messages using Context Information” described in the “Mobile Advertising Framework, scope, and initiatives” White Paper although it is expected that it applies in a transversal way to other use cases, such as “Advertisement selection in a Point to Point Advertisement Service” described in the ModAd Requirements Document.
The use case shows the possibility for the user to set and control the reception of advertisements based on his context information.

3 Detailed Proposal

Definitions

User’s context: a set of information that describes the general status of the user, encompassing information such as his/her profile (e.g. identity), where he/she is (e.g. location), his/her presence status, which environment he/she is in (e.g. home, social situation), what resources he/she can use (e.g. network connectivity), what resources are nearby (e.g. he/she can easily access a bank cash dispender).

5. Use Cases
(Informative)

5.A User willingness and availaibility to receive advertisements using context information
5.A.1  ASK  \* MERGEFORMAT Short Description

User has the possibility to set, according to his preferences and in dinamyc way,  his availability and willingness to receive specific advertisments.
Therefore depending on user availability, willingness, all context information (presence, location,..)  and/or user profile settings,  the user will receive advertisements or not. Advertisements to be consumed might be related to this context information. 
5.A.2 Actors
· User: of mobile services and consumer of the advertisements. He can choose to allow all advertisements or the selected ones related to a specific context
· Service Provider: entity providing  the mobile advertising service. It is able to retrieve the user’s choice to receive or not a specific advertisement.
Note: Service Provider can also make the connection from the Advertiser Selector with the Content Provider. Service Provider has to provide the security infrastructure to assure that the right adv(s) go only to the right users and for the charging and renews of the different parties.

5.A.2.1 Actor Specific Issues

· User: wishes to have the best possible mobile experience. He is able to associate to his profile in which context he’s available / willing to receive advertisements (or a specific subset or category), by avoiding thus to receive undesired content.

· Service Provider: wishes to provide a good experience to the users of their services, satisfying their needs and preferences in any situation. With that purpose, is able to access the user willingness and availability and  other information such as profile or context, to send advertisments to the user based on those information.
5.A.2.2 Actor Specific Benefits

· User: The user might decide to receive or not services/contents on the basis of his specific availability, willingness, and context to optimize his experience. He receives personalized or general promotions and rich bonus content increasing his entertainment.
· Service provider: Offers an attractive context-aware advertising service to its customers by avoiding spam and undesired content. It charges the advertiser of the advertisement (on a pay per view policy)
5.A.3 Pre-conditions

· User: Has the possibility to make aware the Service Provider of its profile with the most significant data about his preferences to receive advertisements and is able to configure at any time his willingness and availability to receive advertisements, depending on his context.
· Service Provider: Can detect user willingness & availability to receive advertisements at any time and is able to behave accordingly.
5.A.4 Post-conditions

· User: has received (or not) the advertisement, following his preferences to receive advertisements in his current context.
· Service Provider: has provided (or not) the mobile advertising service to the user if he was willing and available (or not) for the service in his context.

5.A.5 Normal Flow 
1. The user sets his preferences while he is in a specific context (for instance while walking in the shopping area) for receiving advertisements of his interest (he can also specify the categories  of his interests)

2. The Service Provider decides to send an advertisement to the user (based on an external trigger).

3. The Service Provider retrieves user’s information and context including willingness and availability to know whether the user can accept an advertisement from the advertising service.

4. The Service Provider interprets this information, decides that the user is willing and available to receive advertising service.

5. The Service Provider obtains selected adv(s) from external sources. It checks if the adv(s) match user’s preferences and context.  
6. The Service Provider interprets this information, decides that the user is subject to receive the selected adv(s) in such context and it sends the adv(s).
5.A.6 Alternative Flow 1 (user not willing and available)
1. The user is not willing and available to receive adv(s).
2. The Service Provider decides to send an advertisement to the user (based on an external trigger).

3. The Service Provider retrieves user’s information and context including willingness and availability to know whether the user can accept an advertisement from the advertising service.

4. The Service Provider interprets this information, decides that the user is not willing and available to receive advertising service. 
5.A.7 Alternative Flow 2 (no match adv-user context)

1. The user sets his preferences while he is in a specific context (for instance while is travelling) for receiving advertisments of his interest (he can also specify the categories of his interests)

2. The Service Provider decides to send an advertisement to the user (based on an external trigger).

3. The Service Provider retrieves user’s information and context including willingness and availability to know whether the user can accept an advertisement from the advertising service.

4. The Service Provider interprets this information, decides that the user is willing and available to receive advertising service.
5. The Service Provider obtains selected adv(s) from external sources. It checks if the adv(s) match user’s preferences and context.  

6. The Service Provider interprets this information, decides that the user is not subject to receive the selected adv (s) in such context.
6. Requirements
(Normative)

6.A High-Level Functional Requirements

	Label
	Description
	Enabler Release

	MobAd-FUNC-001
	The User MUST be able to opt-in or opt-out for receiving ads.
	MobAd 1.0

	MobAd-FUNC-002
	The User MUST be able to specify advertisements that are of its interest.
	MobAd 1.0

	MobAd-FUNC-003
	The Service Provider MAY access location information in order to help the advertisement selection via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-004
	The Service Provider MAY access presence information in order to help the advertisement selection via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-005
	The Service Provider SHOULD access user profile’s information in order to help the advertisement selection via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-006
	The Advertisement Selector MUST be able to obtain/receive information about the user device’s capabilities in order to help the advertisement selection via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-007
	The Service Provider MUST be able to request to the Advertisement Selector  an advertisement  for a particular user.
	MobAd 1.0

	MobAd-FUNC-008
	When requesting an advertisement to the Advertisement Selector, the Service Provider MUST be able to provide information, if available, that would be useful to select the advertisement (e.g. location, presence, user profile, etc).
	MobAd 1.0

	MobAd-FUNC-009
	As per the Service Provider request, the Advertisement Selector MUST response with either:

· an advertisement

·  a reference to an advertisement (e.g. URL)

· a filler

· an indicator for no advertisement.
	MobAd 1.0

	MobAd-FUNC-010
	Advertisements SHOULD be characterized with information relevant to the Advertisement Selector (e.g. category, type of ad, context in which this ad should be delivered, etc)
	MobAd 1.0

	MobAd-FUNC-011
	Advertisements SHOULD be characterized with information relevant to the applications rendering the advertisements (e.g. advertiser URL, rendering information, etc)
	MobAd 1.0

	MobAd-FUNC-0xx
	The User SHALL  be able to make himself available and willing for receiving the advertising service
	MobAd 1.0

	MobAd-FUNC-0xx
	The User SHALL be able to specify his user preferences  and context in which the advertisements should be delivered to himself
	MobAd 1.0

	MobAd-FUNC-0xx
	The Service Provider SHALL be able to obtain  user’s information (profile, preferences, willingness, context) 
	MobAd 1.0

	MobAd-FUNC-0xx
	The Service Provider SHALL  be able to  match the user information (profile, preferences, willingness  and context) with adv(s).
	MobAd 1.0

	
	
	

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.A.1 Security

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.A.1.1 Authentication

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.A.1.2 Authorization

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.A.1.3 Data Integrity

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.A.1.4 Confidentiality

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.A.2 Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.A.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.A.4 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.A.5 Interoperability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.A.6 Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.B Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to discuss the contribution and agree with the detailed proposal to be included in the RD.
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