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1 Reason for Contribution

This contribution expands the scope of contribution #0255R02 to add the capability to send crisis/disaster alert to PoC users in a Crisis/Disaster area. The use case scenario and requirement in #0255R02 currently is limited to the predefined PoC group who are responders to the Crisis handling. 

This contribution expands the scope of Crisis handling to the PoC group(s) who are recipient of the Crisis alert from the crisis handling authority
1. Create on-demand PoC group(s) consisting of PoC users in a particular Crisis/Disaster area.

2. Deliver the Crisis/disaster message to the newly created  PoC group(s).
The expanded scope extends the capability of PoC users to receive Crisis/disaster related messages from an authorized agent if they are in the Crisis/Disaster area.

2 Summary of Contribution

This contribution expands the scope of the contribution #0255R02, and adds new requirements over the existing ones.
3 Detailed Proposal

The following proposes adding/modifying text to the contribution #0329R02.
Text for RD – 

1. Use Cases
(Informative)

1.1 Transfer of immediate discrete content 
	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content

	Tickmarks (X)
	X
	X
	X
	
	

	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for 5.1

1.1.1  ASK  \* MERGEFORMAT Short Description

This is a requirement for PoC2 for defining a Crisis/Disaster alert service. PoC is expected to be a popular service available on most mobile devices. PoC service can be extended to reach majority of its customer in the Crisis/Disaster area to receive a crisis/emergency alert.  

1.1.2 Actors

The involved actors are:
· PoC device:  Sam’s Phone 
· PoC device: Guilliani’s Phone (Crisis/disaster management authority)
· Crisis/Disaster alert PoC group-Id: This special group id (e.g. CRISIS-ALERT-Grp-ID) is accessible only to specific Crisis/Disaster Handling authority personnel serving a particular geographic area.
1.1.2.1 Actor Specific Issues

The issues for the actors are:

· Sam’s phone is PoC capable.
· Gulliani’s phone is PoC capable.
· Special PoC group(s) gets created at the activation of the service which consists of PoC users in the Crisis/Disaster area.  
1.1.2.2 Actor Specific Benefits

The benefits for the actors are:

· Sam can receive alert from Crisis/Disaster management authorities through his PoC service.
· Gulliani can effectively alert the majority of PoC users with crisis/emergency message in the Crisis/Disaster area.
1.1.3 Pre-conditions

None
1.1.4 Post-conditions

None
1.1.5 Normal Flow

The normal flow for this use case is:
1. Guilliani needs to send a Crisis/Disaster alert to the PoC users in the area served under Guilliani Crisis/Disaster authority.
2. Guilliani selects the special group-id “CRISIS-ALERT-Grp-ID” and activates PoC service.
3. Special PoC group(s) gets created comprising of the PoC users present in the Crisis/Disaster area served by Guilliani authority. 
4. The PoC Server(s) serving Guilliani’s “CRISIS-ALERT-Grp-ID”, sets-up 1-Many-1 PoC group sessions with the special PoC group(s).
5. Guilliani after delivering the Crisis/Disaster message immediately terminates the Session(s).
6. Sam along with all other PoC users in the Crisis/Disaster area served under Guilliani authority receives the Crisis/Disaster message.
2. Requirements
(Normative)

2.1 High-Level Functional Requirements

In addition to the requirements specified in #0255R02, following are the additional Requirements:

1. 
2. 
3. The PoC service infrastructure SHALL be able to create PoC Groups to which members are added dynamically at the crisis service invocation. Only service provider can create such special crisis PoC group to which an authorized user is assigned. Only authorized user can invoke Crisis PoC sessions through his assigned Crisis PoC group.  

(Note: Text to be added to Dynamic PoC groups Section B.2.11.2.x of RD)

4. PoC users having Crisis QoE Subscription SHALL be able to establish PoC sessions with Crisis QoE Profile toward any PoC users, regardless of the subscription of the invited PoC users.
(Note: Bullet to be added to QoE Section B.2.9.1.7 of RD)
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We propose to accept the proposed changes and introduce them in the contribution #0255R02.
