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1 Reason for Contribution

Most of the requirements are consolidated, but still the terminology is not very well used.  Also some requirements wording is difficult to understand.  This contribution proposes to correct these issues.  

R01:  The change proposals to the chapter 1 to 4 are moved to other contributions (181 and 183).
R02:  The Sydney meeting comments on Thu 20.10.2005 & Fri 21.10.2005 are taken account up to subclause B.2.8.4.
2 Summary of Contribution

1) The defined terms are used always when possible.

2) Some new terms are defined or proposed to define.

3) Sub clause titles are written the way recommended in the template; each word starts with a capital letter (except prepositions, etc.)

4) Some requirements are reworded for readability.

5) Duplicated texts in the introduction and in the first bullet in the requirements table are removed.   

6) “He/she” is moved to “he” as was made in PoC 1.0 RD.

7) Some Editor’s Notes are added (in some sub clauses e.g. introductory text is missing).

8) Some duplicated requirements are proposed to be removed.

3 Detailed Proposal

See attachment (proposed changes are revision marked):


[image: image1.wmf]"OMA-RD-PoC-V2_0-

20050920-D-commented E.doc"

 

 

 


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposal is discussed and accepted. 
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1. Scope
(Informative)


The intention of PoC 2 Requirement Document (RD) is to define the requirements for the Push to Talk over Cellular services beyond those requirements created for PoC as developed in OMA [OMA PoC RD 1.0].  As stated in PoC 2 Work Item Document (WID), the following will be covered in this RD:

1. Interworking between PoC domains and non-PoC domains


2. Machine-to-user PoC SessionSessions

3. Automatic PoC SessionSessions initiated by outside applications

4. Seamless interaction between PoC and other enablers (e.g., instant messaging, VoIP)

5. Use of PoC by emergency organisations/services personnel (e.g. police, ambulance, fire)


6. Use of a variety of media formats to provide enhanced user experience within PoC (e.g. video)

2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt



		[OMA PoC RD 1.0]

		“OMA Push to Talk over Cellular Requirements, V 1.0”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/PD/OMA-RD_PoC-V1_0-20040916-C.zip



		[OMA PoC AD 1.0]

		“Push to talk over Cellular (PoC) – Architecture”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/Public_documents/poc/Permanent_documents/OMA-AD-PoC-V1_0-20050805-C.zip





2.2 Informative References


		[RFC3261]

		 IETF RFC 3261: “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt



		[RFC2046]

		RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types
URL:http://www.ietf.org/rfc/rfc2046.txt





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


.


3.2 Definitions


…

3.3 Abbreviations


		IVR

		Interactive Voice Response



		OMA

		Open Mobile Alliance



		PoC 2

		Push to Talk over Cellular Version 2



		PoC 1

		Push to Talk over Cellular Version 1





4. Introduction
(Informative)


…

5. Use Cases
(Informative)


…

6. Requirements
(Normative)


…

Appendix A. Change History
(Informative)


…


Appendix B.  <Additional Information>


If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.


Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.


DELETE THIS COMMENT


B.1 Potential High-Level Functional Requirements 


		Label

		Description

		Enabler Release



		B.1.0.1

		The PoC 2 performance SHALL be better than the one for PoC 1.

		



		B.1.0.2

		The PoC 2 Service Enabler SHALL support mechanisms for improvement of performances and Quality of Experience (QoE) for the PoC User

		



		

		

		





Table 9: Potential High-Level Functional Requirements

B.1.1 Security


B.1.1.1 PoC Interworking Service Security


PoC Service Infrastructure has to have a trusted relationship with PoC interworking functions, even when these are in a different domain


		Label

		Description

		Enabler Release



		

		

		



		B.1.1.1.1

		The trust relationship between the PoC interworking function and the PoC Server SHALL be aligned with the trust relationship between PoC Servers.  

		



		B.1.1.1.2

		The PoC remote access user SHALL have the same level security as the PoC 2 Services provided to the PoC 2 Client through the PoC interworking function.

		





Table 10: PoC Interworking Service Security

B.1.2 Charging


<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.


DELETE THIS COMMENT >>


B.1.2.1 General Charging Requirements


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		

		



		B.1.2.1.1

		The PoC Service Infrastructure SHALL be able to collect sufficient information needed for charging, both types of PoC Subscribers (prepaid and post-paid subscribers).

		



		B.1.2.1.2

		The PoC Service Infrastructure SHALL support sufficient mechanisms to allow various forms of charging. Charging information SHALL include, but not be limited to, the following items.


For subscription based charging


· PoC Subscriber type, status and QoE profile.


· Identity and type of each PoC Group in which the PoC Subscriber participates.


· Maximum size of each PoC Group (i.e. maximum number of Participants who joined the PoC Session, regardless of having spoken or not) in which the PoC Subscriber has participated within a defined period (as configured by the PoC Service Provider). This must consider any kind of PoC Group and PoC Session (Dynamic PoC Groups, Simultaneous PoC Group Sessions, etc)


For support traffic based charging (in addition to that for subscription based charging)


· Separate charging information generated for originator and terminator(s) of each PoC Session.


· PoC Service interactions (e.g. special rights or roles, join a PoC Group Session, leave a PoC Group Session, administer PoC Groups, etc).


· Number and type of PoC Sessions initiated (successful attempts)


· QoE Profile for each PoC Session initiation (QoS and priority)


· Number and type of failed PoC Session attempts, with time stamps of failed attempts.


· Number and type of Participants in each PoC Session, including their identities and the identity and type of the PoC Group (if applicable). Also considering the special case of non-human Participant (PoC Box, etc).

· Duration of each PoC Session, with start and finish time stamps.


· Type of IP address used for downlink in the PoC Session (unicast vs. multicast).

· Number and types of Media exchanged in the PoC Session.


· For each Media Type actually exchanged by the PoC User in the PoC Session:


· Duration of transmit time for the Media in the PoC Session (i.e. total time periods for all Media Bursts by a PoC Subscriber).


· Number of Media Bursts transmitted.


· Volume of data (e.g. Media packets, bytes).


· Codification used.




		



		B.1.2.1.3

		Charging information for the underlying packet connectivity resource indicates that the connectivity session is being used for PoC. They also indicate the underlying QoS provided (BW, QoS class, etc).


PoC charging information SHALL support charging correlation.

		



		B.1.2.1.4

		Latency SHOULD be a time-based value captured as part of the charging information; this would allow PoC Service Providers to define their own thresholds for each QoE profile (e.g. for operational performance measurements).


The PoC Service Entity SHALL provide records for failed delivery of Media Bursts.


Editor’s Note:  The two requirements above, and possibly some more, will be moved to another subsection inside the current RD as they are more related to “Operational Aspects” and are not foreseen to be used for charging purposes. Some further additions/modifications are also needed for this subsection.

		



		B.1.2.1.5

		During a PoC Group Session charging information for traffic generated by each Participant individually SHALL be available.

		





Table 11: General Charging Requirements

B.1.2.2 Network Domain Based Charging


When a PoC User invites other PoC User(s) who is in a different country, region and/or network the PoC Service Provider may charge its PoC User differently.

		Label

		Description

		Enabler Release



		

		



		



		B.1.2.2.1

		It SHALL be possible for a PoC Service Provider to charge its PoC User differently depending on PoC Address information of the inviting and invited PoC User(s) and/or information such as country, region and/or network of the inviting and invited PoC User(s).

		





Table 12: Network Domain Based Charging

B.1.2.3 PoC Interworking Service Charging


PoC interworking service provides charging information. The PoC 1 charging principles applies to the PoC interworking service.

		Label

		Description

		Enabler Release



		

		

		



		B.1.2.3.1

		It SHALL be possible for PoC Service Providers to ascertain the usage of the PoC Service Entity by PoC Subscribers accessing remotely the PoC Service.

		



		B.1.2.3.2

		Chargeable Events in PoC Service SHALL also indicate PoC remote access usage.

		



		B.1.2.3.3

		It SHALL be possible for PoC Service Providers to ascertain the usage of the PoC Service Entity by External P2T Network subscribers accessing the PoC Service from an External P2T Networks using a PoC interworking function.

		



		B.1.2.3.4

		Chargeable Events in PoC Service SHALL also indicate PoC interworking usage. 

		





Table 13: PoC Interworking Service Charging

…

B.1.3 Administration and Configuration


<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.


DELETE THIS COMMENT >>


		Label

		Description

		Enabler Release



		

		< no requirements identified >

		



		

		

		



		

		

		





Table 14: Administration and Configuration

B.1.4 Usability


B.1.4.1 Multiple PoC Clients with the Same PoC Address

Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.1.4.1.1

		

The PoC Service SHALL support multiple PoC Clients being registered with the same PoC Address and handle PoC Service Settings when set from multiple User Equipments having the same PoC Address.


Editor’s note: The actual impact on PoC Settings in terms of precedence order is FFS 


Editor’s note: The impact on PoC Sessions of multiple PoC Clients with the same PoC Address is FFS 


Editor’s note: The impact on charging of multiple PoC Clients with the same PoC Address is FFS 


Editor’s note: Whether simultaneous use in a PoC Session of multiple PoC Clients with the same PoC Address is supported is FFS 


Editor’s note: The operator should be able to limit the use of PoC to a single device and this is FFS

		





Table 15: Multiple PoC Clients with the Same PoC Address

B.1.4.2 Alert for Unavailable PoC Users

The PoC 2 Service Enabler makes it possible to send an alerting message to other PoC User(s) not currently available for the PoC Service in order to get them to activate the PoC Service and initiate or join a PoC Session.


		Label

		Description

		Enabler Release



		

		



		



		B.1.4.2.1

		After unsuccessful PoC Session establishment attempts to one or more PoC Users, the PoC 2 Service Enabler MAY support sending an alerting message to those PoC Users that are not currently available, providing the PoC Service Settings of the PoC Users allow to do so. The alerting message SHALL contain the appropriate PoC contact information (e.g. originator’s PoC Address or PoC Group Identity).

		



		B.1.4.2.2

		Upon receiving an alerting message, a PoC Client, which is not available for the PoC Service, SHALL be able to activate the PoC Service, if necessary, and initiate a PoC Session in a convenient way (e.g. automatically) according to the contact information indicated in the alerting message.

		



		B.1.4.2.3

		This functionality SHOULD use PoC mechanisms if possible (e.g. destination PoC User has activated Incoming PoC Session Barring but not Incoming Instant Personal Alert Barring). Otherwise, other alerting mechanisms outside the PoC 2 Service Enabler MAY be triggered from the originating PoC Client.

		



		B.1.4.2.4

		It SHOULD be possible to specify an expiration time for the alerting message.

		





Table 16: Alert for Unavailable PoC Users

B.1.5 Interoperability


PoC 2 Network elements provide backwards compatibility with PoC 1 specifications.  


		Label

		Description

		Enabler Release



		B.1.5.1

		PoC 2 Service Infrastructure SHALL support the PoC 1 Clients and PoC 1 Service Infrastructures offering the PoC 1 functionality.

		



		B.1.5.2

		While connected to the PoC 1 Network PoC 2 Clients SHALL support the PoC 1 functionality.

		



		

		

		





Table 17: Interoperability

B.1.6 Privacy


<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		Label

		Description

		Enabler Release



		

		< no requirements identified >

		



		

		

		



		

		

		





…

B.2 Potential Overall System Requirements


B.2.1 New Media Types

PoC 2 Service facilitates communication among PoC Users using Media Types, in addition to voice. The additional Media Types supported could be still images, live-streamed video, file transfer and text, but not limited to the above mentioned list.  In contrast to voice or video, text messaging within PoC 2 in general will not require Media Burst Control.


A PoC 2 Server provides support for more than one Media Type in a PoC Session. PoC 2 Clients can support more than one Media Type in a PoC Session, based on the capabilities of the User Equipment. 



		Label

		Description

		Enabler Release



		

		



		



		B.2.1.1

		PoC Service SHALL support mechanisms that guarantee end-to-end interoperability when considering the introduction of new Media Types in PoC.

		



		B.2.1.2

		The PoC Client MAY send images or series of images that are available in the User Equipment (e.g. from a camera) to the Participants of the PoC Session.

		



		B.2.1.3

		The PoC Server SHALL support the transfer of images or series of images sent by the PoC Client

 to those Participants of the PoC Session, that are able to receive and display images or series of images.

		



		B.2.1.5

		The PoC Client MAY be able to receive and display images or series of images. The receiving PoC Client MAY be able to store images or series of images in local memory for playback use, subject to digital rights management restrictions.

		



		B.2.1.6

		The PoC Client MAY be able to send live-streamed video (e.g. from a camera) or pre-recorded video that is available in the User Equipment to the Participants of the PoC Session.

		



		B.2.1.7

		The PoC Server SHALL support the transfer of live-streamed video that is available in the User Equipment (e.g. from a camera) 

 to those Participants of the PoC Session that are able to receive and display live-streamed video.

		



		B.2.1.8

		The PoC Client MAY be able to receive and display live-streamed video. The receiving PoC Client MAY be able store the video in local memory for playback use, subject to digital rights management restrictions.

		



		B.2.1.9

		The PoC Client MAY be able to send files that are available in the User Equipment (e.g. a MS word document, a game software package) to the Participants of the PoC Session.

		



		B.2.1.10

		The PoC Server SHALL support the transfer of files that are available in the User Equipment (e.g. a MS word document, a game software package) 

to those Participants of the PoC Session, that are able to receive files.

		



		B.2.1.11

		The PoC Client MAY be able to receive files. The receiving PoC Client MAY be able to store files in local memory for playback use, subject to digital rights management restrictions

		



		B.2.1.12

		The PoC Client MAY be able to request the PoC Server to access and send the Media (e.g. live-streamed video, pictures) residing in an external content server trusted by the PoC Service to other Participants in the PoC Session.

		



		B.2.1.13

		The PoC Server MAY be able to retrieve and transfer the Media residing in an external content server (e.g. a video streaming server) trusted by the PoC Service to Participants in the PoC Session, on behalf of the PoC Client request.  A PoC Server with this capability SHALL support the following Media Types:  images or series of images, streamed video and files.

		



		B.2.1.14

		PoC User SHALL request permission before sharing a video stream in a PoC Session.

		



		B.2.1.15

		If a PoC Session includes video stream (in addition to voice), PoC Infrastructure SHOULD support a capability to configure a preferred mode of video streaming on PoC Client.  This configuration MAY be done either 


· Due to the limitations of the PoC Client (e.g. a PoC 1 Client),

· Configured by PoC Service Provider, or

· 

· Configured by the PoC User

The modes of  sending video streams in conjunction with voice are:


(i) Single source mode: Both PoC voice and PoC video comes from the same Participant in a PoC Session in near real time.

(ii)  Multiple sources mode:  PoC voice is sent from one Participant and PoC video is sent from another Participant in the same PoC Session.

 

		



		B.2.1.15.1

		PoC Server SHALL support both modes of sending video streams in conjunction with voice.

		



		B.2.1.15.2

		If the PoC Client supports voice and video it SHALL support both modes of sending video streams in conjunction with voice.



		



		B.2.1.16

		The PoC Client MAY send text that is typed by PoC User or available in the User Equipment to the Participants of the PoC Session.

		



		B.2.1.17

		The PoC Server SHALL support the transfer of text sent by the PoC Client.

		



		B.2.1.18

		The PoC Client MAY be able to receive and display the received text. The receiving PoC Client MAY be able to store the received text in local memory.

		



		B.2.1.19

		If the PoC Client supports text together with voice and/or video it SHALL support sending text in conjunction with voice and/or video.

		



		B.2.1.20

		PoC Client MAY start a PoC Session with text messaging media only. A PoC


User using text messaging MAY add another Media (e.g. voice) 

to the PoC Session.

		



		B.2.1.21

		PoC User SHALL be able to send text messages to other PoC Users and PoC


Groups.

		



		B.2.1.22

		A PoC User MAY be able to invoke a PoC Session without PoC voice media, but with one or more rich media streams (e.g. images, video). In other words, voice media SHALL not be a mandatory Media in a PoC2 Session.

		



		B.2.1.23

		

Any Participant SHALL be able to add PoC voice anytime during an on-going PoC Session consisting of only rich media (e.g. images, video)

		



		B.2.1.24

		

In a PoC Session with Discrete Media there SHALL be indication provided back to the sender about the status (start/end/progress steps) of the Media transfer.

Editor’s note: It is FFS whether to apply “SHALL” or “SHOULD” here (per conference call Sept. 20th).

		





…

B.2.2 PoC Session with Multiple PoC Groups

PoC Network elements can support Ad-hoc PoC Groups Sessions, that invite individual PoC Users and/or one or more Pre-arranged PoC Groups.  PoC Network elements can also support Ad-hoc PoC Groups Sessions where the target URI contains URIs that contain other PoC Groups, which in turn can contain yet other PoC Groups, and so on.

		Label

		Description

		Enabler Release



		B.2.2.1

		A PoC Client SHALL be able to establish an Ad-hoc PoC Group Session involving one or more Pre-arranged PoC Groups and individual PoC Users.

		



		B.2.2.2

		The invited Pre-arranged PoC Groups MAY reside on separate group management servers, each possibly owned by a different PoC Service Provider or otherwise in another administrative domain. This is subject to interdomain agreement(s).

		



		B.2.2.3

		The PoC Session Identity of the resulting Ad hoc PoC Group Session with multiple groups SHALL be dynamically selected and distinct from the PoC Group Identities of the invited Pre-arranged PoC Groups.

		



		B.2.2.4

		The invited PoC Users MAY be represented as PoC Users of a URI that contain Nested Groups and/or individual PoC Users. These Nested Groups MAY similarly contain individual PoC Users or other Nested Groups.  Each such Nested Group MAY be owned by a different PoC Service Provider, or MAY otherwise be in another administrative domain.

		



		B.2.2.5

		The invited PoC Groups MAY have restrictions that prohibit the members to be invited to the PoC Session (the PoC Group has an attribute of "none" implying only the members of the group may belong to a given PoC Session).   The invited PoC Groups MAY also have restrictions, that prohibit additional PoC Users, not originally invited list, to be added to a PoC Session.

Editor’s Note: Merging of policies between different groups is for further study.

Editor’s Note: Most group policies apply for Pre-arranged PoC Groups whereas this feature is about Ad hoc PoC Group Sessions.

		



		B.2.2.6

		The originating PoC User MAY be able to send a message that advertises the PoC Session to multiple PoC Groups and/or individual PoC Users.  The targeted PoC Groups MAY be able to reside on separate group management servers, each possibly owned by a different PoC Service Provider.

		



		B.2.2.7

		The maximum number of Participants on the resulting Ad hoc PoC Group Session SHALL not exceed the maximum number of Participants permitted for the Ad hoc PoC Group Session.

		



		

		

		



		

		

		





Table 20: PoC Session with Multiple PoC Groups

…

B.2.3 Enhanced PoC Session Establishment

B.2.3.1 Requests with Media Contents 


When inviting PoC User(s) to a PoC Session or when sending Group Advertisement message the media contents can be added to the requests.


		Label

		Description

		Enabler Release



		

		



		



		B.2.3.1.1

		A PoC Client MAY add media content(s) to the PoC Session invitation(s) sent to PoC User(s).

		



		B.2.3.1.2

		A PoC Client SHALL support receiving of PoC Session invitation(s), which MAY include media contents(s).  Depending on the PoC Clients capability for the included media content(s) PoC Client SHOULD replay the received media content(s).

Editor’s Note. It is FFS, if the first part of the previous bullet “A PoC Client SHALL support receiving of  PoC Session invitation(s), which MAY include media component(s).” is needed.

		



		B.2.3.1.2

		A PoC Client MAY add media content(s) to the Group Advertisement message(s) sent to PoC User(s).

		



		B.2.3.1.3

		A PoC Client MAY support the receiving Group Advertisement message(s), which MAY include media content(s) from PoC User(s).  Depending on the PoC Clients capability for the included media content(s) PoC Client SHOULD replay the received media content(s).

		



		B.2.3.1.4

		The PoC Service Infrastructure MAY add/remove/change media content(s) to the PoC Session invitation(s) according to the configuration set by inviting and invited PoC Client.

		



		B.2.3.1.5

		Media content SHALL be either a reference to the media content or contain the content directly. Examples of content types can be found in [RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types]

		



		B.2.3.1.6

		The PoC Service Infrastructure MAY be able to add/remove/change media content according to the reference to the media content

		



		B.2.3.1.7

		It SHALL be possible to limit the size and type of the media content(s) based on the Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.

		



		B.2.3.1.8

		The PoC Service Infrastructure SHALL be able to filter out the included media content based on the Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.

		



		B.2.3.1.9

		Settings by the PoC Service Infrastructure SHALL have precedence over settings by PoC Clients


Editor’s Note. Charging the use of the media contents and authorisation of receiving the media contents are FFS.


Editor’s Note. Limiting the size and type of the media content is FFS.

		





Table 21: Requests with Media Contents

B.2.3.2 Invited Parties Identity Information


In the case of an Ad-hoc PoC Group Session establishment, a PoC User can include the identities of all the other invited PoC Users in the invitation sent to each individual PoC User invited to that PoC Session.  The invited PoC User can use this information, when deciding whether to participate the PoC Session or not.

		Label

		Description

		Enabler Release



		

		



		



		B.2.3.2.1

		An inviting PoC User MAY indicate the PoC Addresses of all the other invited PoC Users in the invitation to an Ad-hoc PoC Group Session, subject to privacy settings.

		



		B.2.3.2.2

		The originating PoC Server SHALL send PoC Addresses of all invited PoC Users to all terminating PoC Servers

		



		B.2.3.2.3

		The terminating PoC Server MAY, according to the settings of the PoC Service Provider definition, remove the received invited party identity information.

Editor’s Note:  The privacy is FFS. 
(from 0188R02): 
(1) Each identity of the inviting party and that of every invitee SHALL be able to be set as "Shown" or "Hidden", based on the inviting party’s choice. In case where "Shown" is selected, the original identity SHALL be included in the list. In case where "Hidden" is selected, the original identity SHALL be replaced by "Anonymous" that SHALL be included in the identity information list in place for the original identity. Upon receiving an invitation, thus, the terminating side receives the identity information list that contains the original identities and/or the anonymous replacements

		



		B.2.3.2.4

		In case one or more of the invited PoC Users identities have been expressed as anonymous:

· The originating PoC Server SHALL inform all terminating PoC Server(s) of their anonymity by including an indication with their PoC User Identity.

· The terminating PoC Server SHALL indicate in the invitation to the invited PoC User, the total number of anonymous PoC Users invited to the PoC Session. 

· The terminating PoC Server SHALL NOT send the PoC Addresses of any PoC User indicated as anonymous by the originating PoC Server, in the invitation to the invited PoC User.

		





Table 22: Invited Parties Identity Information

B.2.3.3 Polite Calling


The polite calling feature supports a means for an inviting PoC User to indicate a preference that Media not be immediately played out at the invited PoC Client.


Editor’s Note: It is FFS if this is fully supported in PoC 1.


		Label

		Description

		Enabler Release



		B.2.3.3.1

		 PoC Server and PoC Client MAY support the polite calling feature.

		



		B.2.3.3.2

		An inviting PoC User whose PoC Client supports the polite calling feature SHALL be able to select it on a session-by-session basis.

		



		B.2.3.3.3

		If the inviting PoC User selects the polite calling feature for a PoC Session, the invited PoC User SHALL first be alerted and SHALL be required manually to accept the PoC Session invitation before Media is played out from the invited PoC Client.

		





Table 23: Polite Calling

B.2.3.4 Incoming PoC Media Barring 


In addition to what is specified in PoC 1 the incoming PoC Media Barring feature is needed when the receiving PoC User does not want to receive certain media at certain moment. He can require the barring without interferring to the conversion and media sharing within the rest group. 


		Label

		Description

		Enabler Release



		B.2.3.4

		Incoming PoC Media Barring


Editor’s Note: Due to the new formatting this will need to be formulated as a requirement (with the subsequent sub-requirements)

		



		B.2.3.4.1

		The PoC Client MAY support separate incoming media barring for each media type

		



		B.2.3.4.2

		The PoC Client MAY support different accept and reject rules for each media type

		



		B.2.3.4.3

		The PoC Service Infrastructure SHALL support separate in-coming PoC Media barring for each media type

		



		B.2.3.4.4

		The PoC Service Infrastructure SHALL use the manual answer mode as the defult answer mode for the PoC Sessions when video is the media (The PoC User can configure the answer mode as he wishes)

		



		B.2.3.4.5

		The PoC Service Infrastructure SHALL use the automatic answer mode as the defult answer mode for the PoC Sessions with only messaging media or when adding messaging to the on-going PoC Session

		



		B.2.3.4.6

		The PoC Service Infrastructure SHALL use the answer mode according to the Answer Mode Setting  the same way as PoC1 specified

		



		B.2.3.4.7

		The PoC Service Infrastructure SHALL use different accept and reject rules for each media type, if configured by the PoC Client

		





Table 24: Incoming Media Barring

B.2.3.5 Incoming and outgoing PoC Session barring

In addition to what is specified in PoC 1 the Incoming and Outgoing PoC Session barring feature is needed. The Incoming and Outgoing PoC Session barring feature is optional.  In case a PoC User does not want to be invited to new PoC Sessions under certain barring conditions, the PoC User can activate a setting to reject the conditioned new incoming PoC Sessions. In case a PoC User does not want to join a PoC Session or to setup a PoC Session at all under certain barring conditions, the PoC User can activate a setting for not carrying out the conditioned join or PoC Session setup.


		Label

		Description

		Enabler Release



		B.2.3.5

		Incoming and outgoing PoC Session barring


Editor’s Note: Due to the new formatting this will need to be formulated as a requirement (with the subsequent sub-requirements)

		



		B.2.3.5.1

		The PoC Client MAY support that a PoC User defines the barring conditions for automatic acceptance, for manual acceptance and for rejection of incoming PoC Session invitations, based on PoC Address information and/or network information such as the country or the region in which the inviting PoC User’s Home PoC Network is located as far as provided by underlying network, PoC Group Parameters (e.g. particular group members) or PoC Session Status (e.g. number of participants)




		



		B.2.3.5.2

		The PoC Client MAY support that a PoC User defines the barring conditions for sending out an invitation, based on PoC Address information and/or network information such as the country or the region in which the invited PoC Users’ Home PoC Networks are located as far as provided by underlying network, presence information on the invited PoC Users or PoC Group Parameters (e.g. particular Group members).

		



		B.2.3.5.3

		The PoC Client MAY define outgoing Session barring conditions using presence information on “Application-specific Willingness”, “Overriding Willingness”, “Application-specific Availability”, “Location-Type”, “Geographical Location”, “Time-zone”, “Mood”, “Session Participation” or “Class”, if it supports the definition of outgoing Session barring conditions

		



		B.2.3.5.4

		The PoC Client MAY support that a PoC User interrogates his Session barring settings from the PoC Service Infrastructure.

		



		B.2.3.5.5

		the PoC Service Infrastructure SHALL store the barring conditions according to the PoC Client request, if allowed.

		



		B.2.3.5.6

		the PoC Service Infrastructure SHALL notify a PoC User on his Session barring settings if the User requested his Session barring settings

		



		B.2.3.5.7

		the PoC Service Infrastructure SHALL verify the barring conditions defined by PoC User or PoC Subscriber if the User/Subscriber is authorised to receive information that is required to verify the conditions and if this information is available and carry out the incoming and/or outgoing PoC Session invitation only if the conditions are fulfilled

		



		B.2.3.5.8

		the PoC Service Infrastructure SHALL notify an inviting PoC User on the failure of an outgoing PoC Session invitation due to defined barring conditions

		



		B.2.3.5.9

		the PoC Service Infrastructure MAY notify a PoC User of the failure in receiving the invitation to a PoC Session due to incoming PoC Session barring conditions defined for that PoC User

		





Table 25: Incoming and utgoing PoC Session arring

B.2.3.6 Automatic Notification of Limited Participating Information

In case of PoC Group Session, especially in case of large groups, the amount of data exchanged due to each Participant subscribing to a conference event package and receiving the consequent notifications may become substantially high. From the usability point of view, even though the limited participant information could be sufficient for many cases, the conventional mechanisms may result in providing the full information to the Participants of the PoC Session. From network traffic point of view, this may cause unnecessary high load and also cause deterioration of Media quality in a PoC Session. To overcome this issue, the PoC Service may provide functionality of automatic notification of limited Participant information as an alternative to the full conference information delivery. 


		Label

		Description

		Enabler Release



		

		

 




		



		B.2.3.6.1

		PoC Service SHALL be able to provide limited participating information(i.e. PoC User’s identity and joining alert) automatically to the Participant(s) who already joined using the existing session during the PoC Group Session establishment phase or on-going PoC Session, if authorized by PoC Group policy.

		



		B.2.3.6.2

		Using this capability, the PoC Session Owner or Participant SHOULD be able to receive another PoC User’s participating information (e.g. when each PoC User joins, leaves or rejects invitation).

Editor’s Note: The architecture and mechanism is currently open at this stage, but may consider conference package enhancement(e.g.,draft-ietf-simple-event-filter) as feasible technology.

		





Table 26: Automatic Notification of Limited Participating Information

B.2.3.7 Indication of Session Establishment Failure due to Identity Hiding


PoC Service Infrastructure indicates to the inviting PoC Client, if the invitation is rejected due to used privacy.   

		Label

		Description

		Enabler Release



		

		

		



		B.2.3.7.1

		Invited PoC User’s PoC Network SHALL be able to indicate the inviting PoC User that the PoC Session establishment fails due to the inviting PoC User’s hidden PoC Address

		





Table 27: Indication of Session Establishment Failure due to Identity Hiding

…

B.2.4 Invitation Reservation

When a PoC User requests a PoC Server to reserve an invitation with its preferred PoC Service Settings the PoC Server automatically establishes a corresponding PoC Session on behalf of the PoC User’s request. 


		Label

		Description

		Enabler Release



		B.2.4.1

		

If the invitation reservation functionality is supported then:

		



		B.2.4.2

		In case of 1-1 PoC Session and Ad-hoc PoC Group Session, a PoC User SHALL be able to reserve an invitation.

		



		B.2.4.3

		In case of Pre-arranged PoC Group Session, an authorised PoC Group member, defined in the PoC Group data, SHALL be able to reserve an invitation.

		



		B.2.4.4

		The PoC Client SHALL provide a means for a PoC User to place preferred PoC Service Settings such as invited PoC User’s presence information, PoC Session start-up time, reservation timeout value and triggering parameters (e.g. when at least one invited PoC user or all invited PoC Users become available).

		



		B.2.4.5

		The PoC Client SHALL request PoC Server to reserve the PoC Client’s invitation according to the preferred PoC Service Settings


Note 1: The preferred PoC Service Settings can be placed by an external interworking machine (e.g. PC).


Note 2: To reserve an invitation can be requested by an external interworking machine.

		



		B.2.4.6

		The PoC Server SHALL collect information on both inviting PoC User's and invited PoC User’s availability from corresponding PoC Server and presence server, if presence is supported.

		



		B.2.4.7

		The PoC Server SHALL send an invitation to the inviting PoC User and all the invites PoC Users, if the preferred PoC Service Settings are satisfied.  

		



		B.2.4.8

		The PoC Server SHALL initiate 1-1 PoC Session or PoC Group Session according to the PoC Service Settings requested by the authorized PoC User.

		



		B.2.4.9

		The PoC Server SHALL follow transparent procedures as the normal PoC Session establishment initiated by a PoC Client.

		



		B.2.4.10

		The PoC Server SHALL invite missing PoC Users through invitation reservation, when they become available, until the ongoing PoC Session is released.

Editor’s Note:  Should be studied, if supporting this requirement is relevant also in the case that any other requirements in this subclause are not supported. 

		



		B.2.4.11

		The PoC Server MAY notify the inviting PoC User, if the feature is not allowed to use for any reason.

		





Table 28: Invitation Reservation

…

B.2.5 PoC Box

PoC Box is the functionality to store PoC Media Bursts and related information (e.g. date & time, talker identity, Participant information) on behalf of a PoC User, similar to a voice mail service. The service is invoked either by the terminating PoC User, by the Network on behalf of the PoC User, or it can be explicitly be requested by the originator of the PoC Session. When participating in a PoC Session a PoC Box behaves like a PoC Client.  A PoC Box may be collocated with the PoC Client and/or be a separate function in the network.


		Label

		Description

		Enabler Release



		B.2.5

		PoC Box 


The PoC Service Provider MAY offer services, based on the PoC Box functionality, to his PoC Subscribers

		



		B.2.5.1

		If the PoC Box functionality is supported then the PoC Service SHALL have the means to route incoming PoC Session invitations on behalf of a PoC User to his PoC Box based on various criteria such as the PoC User is unavailable. The PoC Box SHALL have the means to accept incoming PoC Session invitations on behalf of a PoC subscriber

		



		B.2.5.2

		If the PoC Box functionality is supported then In addition, a PoC User SHALL have the means to explicitly request that incoming PoC Sessions are routed to his PoC Box

		



		B.2.5.3

		If the PoC Box functionality is supported then An originating PoC User MAY have the possibility to explicitly request that the PoC Session SHALL be routed to the terminating PoC Users PoC Box.


Note: This functionality is similar to what is already deployed in most mobile voicemail services where a caller can explicitly set up a call to the called users voice mailbox by using a prefix before called number


Editors note: Privacy is FFS

		



		B.2.5.

		If the PoC Box functionality is supported then A PoC User SHALL have the means to invoke the recording of PoC Session Data and PoC Session Control Data while in a PoC Session (e.g. for re-play of stored data) by the PoC Box functionality using PoC Client capabilities


Editors note: Indication of recording before or after Media Burst is FFS


Editors note: Whether granting permission for recording of Media Burst is needed is FFS


Editors note: It is FFS how to determine which PoC Box (a network based or PoC Client based PoC Box) shall be used when both are available


Editors note: It is FFS whether the inviting PoC User is able to select which PoC Box (a network based or PoC Client based PoC Box) shall be used when both are available, or whether the owner of the PoC Boxes has the ultimate decision.


Editors note: Definitions needed for PoC Session Data and PoC Session Control Data

		



		B.2.5.5

		If the PoC Box functionality is supported then A PoC User while in a PoC Session MAY have the means to request the floor on behalf of his PoC Box and replay for the audience stored PoC Session Data using PoC Client capabilities

		



		B.2.5.6

		If the PoC Box functionality is supported then A PoC User SHALL have the means to request the PoC Box functionality in case the PoC User is participating in Simultaneous PoC Sessions (e.g. recording Secondary PoC Session).

		



		B.2.5.7

		If the PoC Box functionality is supported then A PoC User MAY have the means to request that the on-going PoC Session is routed to the PoC Box when he leaves that PoC Session

		



		B.2.5.8

		If the PoC Box functionality is supported then A PoC User MAY have the means to request that he/she joins the on-going PoC Session in which the PoC Box is participating on behalf of the PoC User by his/her request

		



		B.2.5.9

		If the PoC Box functionality is supported thenAll PoC Users in a PoC Session SHALL be notified of the existence of a PoC Box present, entering the PoC Session or that the PoC Session invitation has automatically been accepted by a PoC Box on behalf or a PoC User

		



		B.2.5.10

		If the PoC Box functionality is supported then An authorized PoC User SHALL be able to deny access or expel a PoC Box from a PoC Session using PoC Client capabilities

		



		B.2.5.11

		If the PoC Box functionality is supported then A PoC User SHALL be able to manage (i.e get notifications, retrieve, replay, store and delete) PoC Session Data and PoC Session Control Data belonging to that PoC User that is stored in the PoC Box using PoC Client capabilities

		



		B.2.5.12

		If the PoC Box functionality is supported then in requesting PoC Box service, the PoC User SHALL be able to configure PoC Box service parameters (e.g. size, time, or media type to be stored) used in recording PoC Session Data and PoC Session Control Data using PoC Client capabilities

		



		B.2.5.13

		PoC Participants may define a life time of their messages left on a PoC Box.


An originating PoC User MAY have the possibility to indicate a life time of his messages left on a PoC Box when requesting permission for that message

		



		B.2.5.14

		Messages for which a life time has been indicated by the message’s issuer SHALL be deleted from a PoC Box if the message’s life time has expired

		



		B.2.5.15

		If the PoC Box functionality is supported then the identity of the inviting PoC User SHALL be stored along with the PoC Media Burst unless privacy has been requested by the inviting PoC User.

		



		B.2.5.16

		If the PoC Box functionality is supported then when the stored PoC Media Burst is replayed the identity of the inviting PoC User SHALL be displayed unless privacy has been requested by the inviting PoC User.

		





Table 29 PoC Box

…

B.2.6 Enhanced PoC Session Control

B.2.6.1 PoC Session Transfer


PoC Session can be transferred to another PoC Client or to another SIP based client.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.1.1

		The PoC User MAY be able to transfer his participating PoC Session from his PoC Client to other of his PoC Client, using the same PoC Address.

Editor’s Note: 
It is FFS how signalling is routed in the case that PoC User has more than one PoC Clients with the same PoC Address. 

		



		B.2.6.1.2

		The PoC Client MAY be able to request that the PoC Service in the Home PoC Network authorises the requested PoC Session transfer

		



		B.2.6.1.3

		The PoC Service MAY be able to connect the transfer target PoC Client to the on-going PoC Session, and release the previous PoC Client without noticeable service interruption, upon the request of PoC Client.

   Note: The PoC Session transfer function is not applicable during message transfer.

		



		B.2.6.1.4

		The PoC User MAY be able to transfer his participating PoC Session between his PoC Client and another SIP-based client.

Editor’s Note: We need a definition for SIP based client. We have to study if we want to expand this functionality to any client.   

		





Table 30: PoC Session Transfer

B.2.6.2 Full Duplex Call Follow-on Proceed


Voice PoC Session can be changed to a full duplex circuit switched (CS) or VoIP call.


		Label

		Description

		Enabler Release



		

		



		



		B.2.6.2.1

		The PoC Service MAY support for a PoC Client to leave a 1-1 or 1-many PoC Session with an indication to the peer PoC Clients, that the PoC User intends to set up a full duplex voice call among the peer entities immediately after release of the PoC Session.


Note: Full duplex voice call could either be a SIP voice call or a circuit switched (CS) call.  User Equipment may support e.g. automatic initiation and answer of this kind of call.

		



		B.2.6.2.2

		The PoC Service MAY support for a PoC User to include a target address (e.g. SIP URI or E.164 number) to the indication, so that the full duplex call can be set up to that target address.

		





Table 31: Full Duplex Call Follow-on Proceed

B.2.6.3 Expelling Participant(s) from a PoC Session


PoC 2 Service supports the functionality to expel the selected Participant(s) from a PoC Session.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.3.1

		It SHALL be possible to specify expel rights for the PoC Group.

		



		B.2.6.3.2

		The Group Administrator of Pre-arranged and Chat PoC Groups SHALL be able to assign expelling rights to other PoC User(s) in the PoC Group.

		



		B.2.6.3.3

		A Participant, who has been granted expel rights, SHALL be able to expel other Participant(s) from a PoC Group Session (incl. all Participants at a time).

		



		B.2.6.3.4

		The Ad hoc PoC Group Session initiator SHALL be able to expel any other Participant(s) from an Ad hoc PoC Group Session.

		





Table 32: Expelling Participant(s) from a PoC Session

B.2.6.4 Group Specific Releasing Rules


In addition to what is specified in PoC 1 the PoC Session release can be made according to the PoC Group specific release rules.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.4.1

		It SHALL be possible to specify release rules for the PoC Group.

		



		B.2.6.4.2

		It SHALL be possible to define for a PoC Group that the PoC Session is released when one or more of the following conditions are fulfilled (and in this case the general PoC Session release policy specified in PoC 1 is not used):


· The PoC Session initiator leaves the PoC Session 


· A defined Participant leaves the PoC Session 


· The number of Participants is less than a certain value 


· The PoC Session allocated time has expired 


· When only machines are still in the PoC Session

		





Table 33: Group Specific Releasing rules

B.2.6.5 Checking for Session barring


Session barring conditions may be checked during a time period defined by the PoC User that defined the Session barring conditions. During the time period invitations are carried out as soon as the invitations are no longer barred.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.5.1

		The PoC Client MAY support that a PoC User defining Session barring conditions for incoming PoC Session invitations defines a time period for checking the conditions

		



		B.2.6.5.2

		The PoC Client MAY support that a PoC User defining Session barring conditions for outgoing PoC Session invitations defines a time period for checking the conditions

		



		B.2.6.5.3

		If the PoC Service Infrastructure supports Session barring it MAY be able to carry out the incoming PoC Session invitation as soon as the conditions are in favor of the invitation during a time period defined by the inviting PoC User

		



		B.2.6.5.4

		If the PoC Service Infrastructure supports Session barring it MAY be able to carry out the outgoing PoC Session invitation as soon as the conditions are in favor of the invitation during a time period defined by the inviting PoC User

		





Table 34: Checking for Session barring

B.2.6.6 Multiple PoC Sessions in Active

Editors Note: The title may need to be changed to better one


The multiple PoC Sessions in active feature can be used to receive/transmit Media from/to different PoC Sessions. With the optional feature of Simultaneous PoC Sessions in PoC 1, the PoC Server filters the voice from different PoC Sessions and directs only the voice from one PoC Session to a PoC User at a time. With this feature, the other Media than voice is not necessarily filtered, but Media from/to different PoC Sessions can be transferred at the same time. Multiple PoC Sessions in active is an optional functionality for PoC Server and PoC Client.  If supported, the following requirements apply;

		Label

		Description

		Enabler Release



		

		



		



		B.2.6.6.1

		The PoC User MAY request multiple PoC Session(s) in active and the PoC Service SHALL support the multiple PoC Sessions in active feature.

		



		B.2.6.6.2

		The PoC Client SHALL have means to set one or more of the offered Media component(s) inactive in the PoC Session set-up and set those active later during the PoC Session, if needed.

		



		B.2.6.6.3

		The PoC Server SHALL be able to activate multiple PoC Sessions in active on receipt of the request.

		



		B.2.6.6.4

		The PoC Client MAY support receiving more than one Media at the same time belonging to either the same or different PoC Session according to the negotiation with PoC Server.

		



		B.2.6.6.5

		The PoC Client and the PoC Server SHALL support sending more than one Media Type at a time in either the same or different PoC Sessions.

		



		B.2.6.6.6

		The PoC Client and the PoC Server SHALL be able to support switching from one Media Type to another Media Type within a PoC Session.

Note: The decision of the switching from one Media Type to another Media Type depends on local policy (e.g. only the PoC Session initiator can have the right to do the switching).

		



		B.2.6.6.7

		The PoC Client SHALL support switching between Media Bursts either within one PoC Session or between PoC Sessions in case more than one Media Burst is offered by the PoC Server, if requested by PoC User.

		



		B.2.6.6.8

		The PoC Client and PoC Server SHALL support separate and independent Media Burst Control for each Media either in the same or different PoC Sessions. This method SHALL be applicable to Continuous Media and SHOULD be applicable to Discrete Media. 


Note:  Discrete Media should only use Media Burst Control, if it is essential for the application using PoC Enabler.


Editors Note: It is FFS whether Floor Control is needed e.g. for text type media. This Note will be removed after requirement consolidation of B.2.8 Floor Control Enhancement. 

		



		B.2.6.6.9

		The PoC Server MAY support the Simultaneous PoC Sessions Media filtering for video and images in a similar way as specified in PoC 1 for voice.

		





Table 35: Multiple PoC Sessions in Active

B.2.6.7 Man-machine PoC Session Release Policies

Man-machine PoC Session is a PoC Session in which machine PoC User(s) is/are participating.  This kind of PoC Sessions can have different release rules.

		Label

		Description

		Enabler Release



		

		



		



		B.2.6.7.1

		PoC Server SHALL be able to check the attribute of Participant in a man-machine PoC Session.

Editor’s Note: “Attribute” needs clarification.

		



		B.2.6.7.2

		PoC Service Provider SHALL be able to ensure that the PoC Session can be released if only machine Participant(s) stay in one PoC Session.


Editor’s Note:  This requirement is covered in the next one and this requirement can be removed.

		



		B.2.6.7.3

		In addition to what is specified in PoC 1 the PoC Session release policies and B.2.6.4 Group Specific Releasing Rules, PoC Service Provider SHALL be able to release a man-machine PoC Session due to one or more reasons in the following list:


· Release PoC Session, when the second last human Participant leaves the PoC Session;


· Release PoC Session, when the last human Participant leaves the PoC Session;

		





Table 36: Man-machine PoC Session Release Policies

B.2.6.8 PoC Session Control for Crisis Handling


PoC 2 Service optionally supports special PoC Sessions with a different set of characteristics to be used for crisis handling.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.8.1

		The PoC Service SHALL differentiate the Crisis Handling Request from other requests.

		



		B.2.6.8.2

		The PoC Service Infrastructure SHALL validate the Crisis Handling Request (i.e. authenticate the source and authorize the PoC Session initiation for crisis handling).

		



		B.2.6.8.3

		The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request.

		



		B.2.6.8.4

		The PoC Service Infrastructure SHALL to be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.

		



		B.2.6.8.5

		Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session such as:


a) sending out PoC Session invitation to one or more Pre-arranged PoC Group(s),

b) invoking other services (e.g. location, presence)  to determine the Dynamic PoC Groups to be invited, 


c) distributing pre-recorded data (e.g. canned voice), 

d) distributing data received in the received Crisis Handling Request (e.g. images), or

e)  invoking other services to complement crisis related data to be distributed (e.g. location information).

		



		B.2.6.8.6

		The PoC 2 Service Infrastructure MAY apply a pre-defined set of specific PoC Service Settings to the PoC Session for crisis handling (e.g. characterized by session priority, Manual Answer Override to invited PoC Users, etc.).

		





Table 37: PoC Session Control for Crisis Handling

B.2.6.9 Splitting and Merging PoC Sessions


PoC 2 Service optionally supports splitting and merging PoC Sessions.


		Label

		Description

		Enabler Release



		

		

		



		B.2.6.9.1

		A Participant or PoC Session Owner MAY be able to combine on-going multiple PoC Session with another on-going or starting 1-1, Pre-arranged or Ad hoc Group PoC Session into one PoC Group Session, if authorized to do so and permitted by the PoC Group specific policy.

Editor’s note: This is not Pre-arranged or Chat PoC Group Session, but is this Ad-hoc PoC Group Session or something else ?  Definition for this kind of Poc Session is needed.

Note:  A PoC User not involved in a PoC Session may initiate the combining of the PoC Session with another PoC Session, if the PoC User is authorized to do so.

		



		B.2.6.9.2

		A Participant or PoC Session Owner MAY be able to combine on-going multiple Chat PoC Group Session with another on-going Chat PoC Group Session into one Chat PoC Group Session, if authorized to do so and permitted by the PoC Group specific policy and Access Control.

Editor’s note: Handling of different group policies when combining PoC Sessions is FFS. 




Editor’s note: Further elaboration is needed on PoC Group policy will be used for the maximum participants and error handling when maximum participant’s condition is reached.

		



		B.2.6.9.3

		A priority mechanism SHALL be applied to grant the sender arbitration during the merging process.

		



		B.2.6.9.4

		Splitting is only applicable to a Hierarchical Groups.  When splitting an ongoing Hierarchical Pre-arranged Group PoC Session, a Participant or PoC Session Owner MAY be able to split the PoC Session into two or more pre-defined PoC Groups, if he is authorized to do so and the release rules allow for it.

		



		B.2.6.9.5

		The PoC Service SHALL support static Hierarchical Groups.

Editor’s note: Applicability to multiple domain is FFS.


Editor’s note: define Hierarchical Group

		





Table 38: Splitting and Merging PoC Sessions

B.2.6.10 PoC Session Substitution


In PoC 1, the amount of Simultaneous PoC Sessions is limited. If the PoC User has maximum amount of PoC Sessions and new incoming invitation reaches to the PoC Server, the PoC Server sends the reject message ‘busy’. PoC 2 can provide flexibility for the PoC User to accept the incoming invitation and replace with existing PoC Session according to preference of the PoC User.

Editor’s Note: Whether this feature is achievable in PoC1 or not is FFS

		Label

		Description

		Enabler Release



		

		



		



		B.2.6.10.1

		The PoC Service Infrastructure MAY support the preferred PoC Service Settings in the PoC Server by the PoC User. The preferred PoC Service Settings are as follows

· rejecting new incoming invitation automatically by PoC Server. 

· routing to the invited PoC Client directly by PoC Server (default setting).

· routing to the PoC Box directly by PoC Server. 

		



		B.2.6.10.3

		The PoC Client MAY allow the PoC user to substitute an incoming invitation in place of the existing session according to choice of PoC User

		





Table 39: PoC Session substitution

…

B.2.7 PoC Dispatcher

A PoC Dispatcher is a Participant that is able to use dedicated functionalities from his PoC Client. There are many different use cases where team based communication with PoC Dispatcher can be applied, e.g. to enable more specialist group communication between a team leader and his team. A limited functionality for 1-many-1 PoC Group communications is already specified as an optional feature in the PoC 1  specification.




		Label

		Description

		Enabler Release



		B.2.7.1

		The PoC 2 Service Enabler MAY support the PoC Dispatcher functionality. To further enhance on the dispatcher specific behaviour specified in PoC 1, and in addition to the PoC 2 other requirements, the following requirements SHALL apply, when the functionality is supported:

		



		B.2.7.2

		According to the PoC Service Provider’s specific Service Level Agreements, the 1-many-1 PoC Session SHALL be limited only to Pre-arranged PoC Groups composed of authorised groups of PoC Users (i.e. the PoC Dispatcher and the rest of PoC Fleet Members to be included in the 1-many-1 PoC Session).

		



		B.2.7.3

		The PoC Dispatcher SHALL be able to establish a 1-many-1 PoC Session by sending an invitation to the Pre-arranged PoC Group supporting 1-many-1 PoC Session.

		



		B.2.7.4

		The PoC Dispatcher SHALL be able to transmit Media Bursts to an individual PoC Fleet Member in an ongoing 1-many-1 PoC Session separately.

		



		B.2.7.5

		The PoC Dispatcher SHALL be able to have pre-emptive Media Burst priority over the PoC Fleet Members in an ongoing 1-many-1 PoC Session.

		



		B.2.7.6

		The PoC Dispatcher SHALL be able to have pre-emptive Media Burst priority over a PoC Fleet Member in an ongoing 1-1 PoC session.

		



		B.2.7.7

		The PoC Dispatcher SHALL be able to use the Manual Answer Override feature towards any PoC Fleet Member who supports this feature.

		



		B.2.7.8

		The PoC Dispatcher SHALL be able to limit the establishment of 1-1 and Ad hoc PoC Group Sessions among individual PoC Fleet Members.

		



		B.2.7.9

		The PoC Dispatcher SHALL be able to be notified when a PoC Session has been re-directed to other PoC Dispatcher(s) (e.g. in case of being busy).

		



		B.2.7.10

		The PoC Dispatcher SHALL be able to redirect a 1-many-1 PoC Session to another PoC Dispatcher, if needed.

		



		B.2.7.11

		The PoC Dispatcher MAY be able to create new Pre-arranged PoC Groups with support for 1-many-1 PoC Sessions using PoC Fleet Members from other larger Pre-arranged PoC Groups subject to Service Provider Policy.

		



		B.2.7.12

		The PoC Dispatcher MAY be able to manage the permission of individual PoC Fleet Members to establish PoC Sessions to PoC Users outside their Pre-arranged Group supporting 1-many-1 PoC Sessions.

		



		B.2.7.13

		The PoC Dispatcher MAY be able to request an invitation for a 1-many-1 PoC Session to be resent to Fleet Members(s), who did not receive the original invitation message (e.g. being out of coverage)


Editor’s Note: Should be studied, if this requirement above is usefull also for the ordinary Pre-arranged PoC Group Session invitations.

		



		B.2.7.14

		A PoC Fleet Member SHALL be able to be notified if the PoC Dispatcher is communicating with him in 1-1 mode.

		



		B.2.7.15

		Subject to authorisation, a PoC Fleet Member SHALL be able to communicate in a 1-1 or Ad hoc PoC Group Session with other PoC Fleet Members when not already participating in an ongoing 1-many-1 PoC Session.

		



		B.2.7.16

		A PoC Fleet Member SHALL be able to be notified if the PoC Session with the PoC Dispatcher has been diverted to another PoC Dispatcher (e.g. when the initial PoC Dispatcher is busy or has re-directed, manually, to another PoC Dispatcher).

		



		B.2.7.17

		A PoC Fleet Member MAY be able to present their identity to other Fleet Members in a 1-many-1 PoC Session.

		





Table 40: PoC Dispatcher

…

B.2.8 Media Burst Control Enhancements

B.2.8.1 General


PoC 2 supports enhancements to PoC Media Burst Control in addition to PoC 1.


		Label

		Description

		Enabler Release



		

		



		



		B.2.8.1.1

		If the Media Burst Control is applicable for the Media Type the PoC Network elements SHALL support capability for an independent Media Burst Control for each Media in a PoC Session.  Media Burst Control SHALL be applicable to Continous Media and SHOULD be applicable to the Discrete Media involved in a PoC Session.


Note:  Discrete Media should only use Media Burst Control, if it is essential for the application using PoC Service Enabler.



		



		B.2.8.1.2

		If the Media Burst Control is applicable for the Media Type the PoC Network elements SHALL support capability for one Media Burst Control for multiple Media in a PoC Session.


Editor’s Note:  This requirement could be clarified.

		



		B.2.8.1.3

		PoC Service Provider MAY support providing several Media Burst Control schemes (e.g. pre-granted right-to-speak).

		





Table 41: General

B.2.8.2 Pre-granted Media Burst Control


PoC Service can support the pre-granted Media Burst Control for reducing the delay to right-to-speak


		Label

		Description

		Enabler Release



		

		



		



		B.2.8.2.1

		The Media Burst MAY be pre-granted to a PoC User before the PoC User has requested the Media Burst.

		



		B.2.8.2.2

		The pre-granted Media Burst Control MAY be given to one or many PoC User(s) in a PoC Session. The number of PoC Users and which PoC User(s) that are given pre-granted Media Burst is up to local policy in the PoC Server.

		



		B.2.8.2.3

		The pre-granted Media Burst SHOULD expire if not used during a certain time period (to be configured by the PoC Service Provider).

		



		B.2.8.2.4

		The PoC Client SHALL get confirmation from the PoC User before encoding and sending the Media.

		





Table 42: Pre-granted Media Burst Control

B.2.8.3 Queue Reset


When an optional queuing of Media Burst is supported the PoC Service can optionally support queue reset. 

Editor’s Note:  The user experience related to the interaction of optional features requiring the authorization of the PoC client needs to be examined.

		Label

		Description

		Enabler Release



		

		





		



		B.2.8.3.1

		The authorized PoC User SHALL be able to request queue reset.

		



		B.2.8.3.2

		The authorization rights for queue reset SHOULD be configurable.

		



		B.2.8.3.3

		PoC Server SHALL be able to clear all reserved Talk Burst requests in queue, when requested.

Editor’s Note:  It is FFS if it is Media Burst or Talk Burst queuing.  Applicable also to the bullet 5.

		



		B.2.8.3.4

		If queue reset is requested, but cannot be completed (e.g. the PoC User is not authorised), then the requesting Participant SHALL be notified accordingly. The reason for failure MAY also be provided.

		



		B.2.8.3.5

		The PoC Server SHALL provide the capability to indicate to those Participants, whose Talk Burst request has been queued, that all Talk Burst requests in the queue have been reset after a queue reset request was successfully handled.

		





Table 43: Queue Reset
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