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1. Scope
(Informative)



The requirement document (RD) contains the use cases and requirements for Unified Virtual Experience (UVE) Enabler. This covers defining the requirements for an enabler providing capabilities to enable remote consumption of various applications. This involves having all the applications hosted in the network and from there providing them to the users using cloud computing technologies like virtualization.







2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same release package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	Local Resources
	Local Resources are the various physical or logical entities, available to the devices, which need to be consumed by the applications to perform their functions. Local Resources includes sensors (GPS, accelerometer etc.), camera, calendar, address book etc.

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction
(Informative)



4.1 


4.2 



4.2.1 


With the advancement of high profile applications (e.g games) and various available platforms, the service consumption is becoming complex and difficult. The number of devices available with different hardware and software specification is making things worse. Applications are being developed for a particular platform and with strict hardware and software requirements. These constraints mostly proved to be a hurdle for the complete value chain:

· Users can only use applications which are compliant to their device hardware and software platform specification.

· Content providers have to create multiple versions of the application depending on which hardware and software platform they want them to execute on.

· Despite of knowing this inconvenience of their users and partnered CP, service providers can’t do much to help their subscribers.

In an attempt to solve the problem this work items attempts to optimize the current application usage model by providing a unified platform (cloud computing platform) which can host various application, enabling different content and services, in the cloud and provide them to the user using virtualization techniques (cloud computing).  This will aid end-user to use application irrespective of the platform they are using with the better user experience. 

[image: image2.png]



5. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

This section provides the high level functional requirements for UVE enabler.
	Label
	Description
	Release

	UVE-HLF-001
	UVE enabler SHALL enable online trial of applications allowing users to have hands-on experience of the real application before they decide to buy it.
	UVE V1.0

	UVE-HLF-002
	UVE enabler SHALL enable device OS-Independent applications by means of moving the application execution to the network.
Editor’s note: We need to define the term “OS-Independent applications”
	UVE V1.0

	UVE-HLF-003
	UVE enabler SHALL enable online usage of applications; allowing users to use applications (hosted in the network) remotely by using their terminals.
	UVE V1.0

	UVE-HLF-004
	UVE enabler SHALL enable applications, hosted remotely, to access Local Resources, until the application is terminated.
	UVE V1.0

	UVE-HLF-005
	UVE enabler SHALL be network neutral and support multiple network bearers, e.g. 3G/WLAN/LTE.
	UVE V1.0

	UVE-HLF-006
	UVE enabler SHALL support a mechanism for the application output (display and audio/video) to be adapted according to the device rendering capabilities (e.g. screen size, resolution, supported audio/video codecs,…).
	UVE V1.0

	UVE-HLF-007
	UVE enabler SHALL support a mechanism for the device to convey user interactions to the application.
Editor’s note: In the future, we may state in the RD that all requirements apply to remote applications.
	UVE V1.0

	UVE-HLF-008
	UVE enabler SHALL support a mechanism to convey applications output, as audio/video streams, to the device.
	UVE V1.0

	UVE-HLF-009
	UVE enabler SHALL support multiple video and audio codecs, e.g. MJPEG/H.264, LPCM/AAC/MP3.
Editor’s note: The RD can state that the full list of codecs supported might be specified in the TS.
	UVE V1.0

	UVE-HLF-010
	The UVE Enabler SHALL enable a mechanism to control the usage of network bandwidth,
	UVE V1.0

	UVE-HLF-011
	UVE enabler SHALL support suspend and resume the application session. 
Editor’s note: Related requirements for suspending/resuming application sessions are for further study.
	UVE V1.0

	UVE-HLF-012
	UVE enabler SHALL support capability negotiation between UVE client and server, e.g. audio/video codecs.
	UVE V1.0

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Release

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

	Label
	Description
	Release

	UVE-AUC-001
	The UVE Enabler SHALL be able to authenticate users for accessing UVE enabled environment.
	UVE V1.0

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

	Label
	Description
	Release

	UVE-AUT-001
	UVE enabler SHALL provide a mechanism to authorize users for accessing UVE enabled applications.
	UVE V1.0

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

	Label
	Description
	Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging Events
<< This clause identifies the specific charging events needed for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Charging requirements here>
	Label
	Description
	Release

	FOO-CHG-001
	The list of Charging events SHALL include at least.

- event#1

- event#2

- …
Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Events Items

6.1.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	FOO-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Usability requirements here>
	Label
	Description
	Release

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Interoperability requirements here>
	Label
	Description
	Release

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.

DELETE THIS COMMENT >>

<intro text for System requirements here>
	Label
	Description
	Release

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>
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Appendix B. Use Cases
(Informative)



B.1 Online Application Trials

Online application trials: This use case describes how a user can try-out the application remotely on the server-side without first downloading them on his/her device. <text here>
B.1.1  ASK  \* MERGEFORMAT Short Description

Alice goes to a SP (App Store) searching for an application related with racing games. She found one application which cost about $20. Considering the cost Alice went into dilemma whether to buy that application or not. She found a button saying “On-line Trial”, she clicked that button and window popped-up on her mobile device in which the games got initialized instantly. She tried that game, played for about 10-15 minutes and decided to go for that game. She then went for the download/buy process. 
B.1.2 Market benefits

Alice don’t have to first choose, buy, download,  install, run, play the game and then in case she don’t like it uninstall , probably ask for refund and then again start from choosing another game. Instead, she can go for online trial, make up her mind and then buy and download the game.
B.2 OS-independent application

Multi-OS support: This use case describe how a user can use any application irrespective of the device platform he/she is using and the device platform the application is built for. This is achieved by hosting applications on the network-side and allowing users to use that application remotely from their terminal.
B.2.1  ASK  \* MERGEFORMAT Short Description

Alice is having a device with Symbian OS. She goes to an Appstore with an intention to buy an application. She liked an application but found that the application is for Andriod device only. She was also provided with an option to use that application from any OS i.e “Online Subscription”. Alice found it feasible to go for this option and successfully subscribed for the “Online Subscription” for that application. Now Alice can use this application online as and when required irrespective of the OS what she is using.
B.2.2 Market benefits

User doesn’t have to take their device platform in consideration while choosing a suitable application of their needs. Developers don’t have to create different version (for each mobile OS) of a single application.

B.3 Local Resource Usage 
This usecase describe usage of Local Resources (present on the terminal) while consuming application remotely.

B.3.1  ASK  \* MERGEFORMAT Short Description

Some application requires input from the Local Resources of the terminal to function properly. The image based search application will require input from camera on the terminal; the location based application may require GPS information from the GPS module running on the terminal; the schedule planner would require calendar data (meetings, task) from the terminal.
Alice is using an application called “My locality” which provides a list of near-by attraction. This application makes use of GPS information, from the GPS module running in its host, to find the exact current user location. Since the application is being used remotely and hosted on the network, its need user terminal to provide its GPS information for application to provide correct results (near-by attraction of user not the server where the application is hosted). While Alice uses the application the local GPS data is sent to the server, where it is used to provide correct results.
B.3.2 Market benefits

It will further make online application more efficient and complete. The result, which is based on input from the Local Resources on the terminal, will be more accurate and complete.

B.4 



B.4.1 








B.5 

Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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