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This document contains a draft Roadmap on standards for Network Aspects of Identification Systems (including RFID). 
The JCA-NID participants are invited to review the current version and provide missing information.

	NID Areas

	Entity

	Scope
 of the deliverable
	Existing Deliverables

	Deliverables under development/expected date of approval

	
	SG 13
Q2
	This draft Recommendation defines the scope of ID-based NGN applications and services that expand the NGN Release 1 including:

· Description and scope of ID-based applications and services with some example scenarios;

· High level service requirements of ID-based applications and services to identify required features and capabilities; and 

· Extended or new NGN capabilities based on the service requirements.
	
	ITU-T Rec. Y.idserv-reqts NGN service requirements and capabilities for NID-based applications and services.

(expected date of approval September 2007)

	
	SG 13 
Q15
	This Recommendation:

· Describes the fundamental concepts associated with NGN Identity Management,

· Provides a framework for Identity Management that is based on the NGN Functional Requirements and Architecture (FRA) Release 2. The IdM framework is applicable to all NGN entities (e.g., service providers, network providers, network elements, users and user’s equipment).

· Outlines the threats and risks to Identity Management within an NGN environment 

· Describes trust models for Identity Management within an NGN environment, and

· Specifies security objectives and requirements for NGN Identity Management
	
	ITU-T Rec Y.NGN IdM (ex. Y.IdMSec) NGN identity management security

(expected date of approval TBD)

	
	SG 16
Q22
	Architecture: This document belongs to the H-series with a possible connection with the next generation multimedia protocol (H. 325) project. 
	
	ITU-T Rec. H.MID

(expected date of approval July 2007)

	
	SG 16
Q22
	Service descriptions and requirements: this document belongs to the F-series and it divides various requirements into two different classes:

1. General requirements 

2. Specific requirements, such as the requirements for an ID resolution protocol.
	
	ITU-T Rec. F.MID

(expected date of approval July 2007)

	
	SG 16
Q 22
	Components: Possible components to be standardized include, among others, ID code, ID resolution protocols, Multimedia representation, Security and DRM.
	
	[TBD] ITU-T Recs in the H-series, foreseen for Components:

1. ID code  
(April 2008)

2. ID resolution protocol (April 2008)

	
	SG 17
Q10
	Procedures for the operation of OSI Registration Authorities: General procedures and top arcs of the ASN.1 Object Identifier tree  


	ITU-T Rec. X.660 | ISO/IEC 9834-1
	

	
	SG 17
Q10
	Extend ITU-T Rec. X.660 | ISO/IEC 9834-1 to support for Internationalized Object Identifiers
	
	Amd. 1 to ITU-T Rec. X.660 | ISO/IEC 9834-1

(Planned for Consent in September 2007)

	
	SG 17
Q10 

and

JTC1 
SC6/WG9 
	Procedures for the operation of OSI Registration Authorities: Registration of object identifier arcs for ID-based applications.

It specifies the information to be provided when registering a new Object Identifier (OID) for coding schemes for ID-based applications and services, and the procedures for the operation of the Registration Authority
	
	ITU-T Rec. X.RA-nid | ISO/IEC 9834-x

(Planned for Consent in April 2008)

	
	SG 17
Q6
	Purpose of this Rec is to: describe the  problem space related to IdM; describe relevant IdM use case scenarios; describe requirements based upon the IdM problem space and IdM use case scenarios; describe a generic framework that addresses the IdM requirements and use-case scenarios; describe the components of the framework; provide a roadmap for future standardization
	
	ITU-T Rec. X.idmf on identity management (IdM) framework

(expected date of approval April 2008)

	
	SG 17
Q9
	This Recommendation describes privacy infringements for networked RFID service environment and requirements for privacy protection, and develops privacy protection services based on a user privacy policy profile.
	
	ITU-T Rec. X.rfidsec-1 Privacy Protection framework for Networked RFID Services

(expected date of approval April 2008)

	
	SG 17
Q2
	X.520 defines attribute types for Directory Services. The amendment 3 to X.520 will extend it to support identification management in Directory Services
	
	Amd.3 to ITU-T Rec. X.520

(this work item has to be confirmed so the expected date of approval is not available)

	The objective of the Focus Group is to facilitate the development of a generic Identity Management framework, by fostering participation of all telecommunications and ICT experts on Identity Management
	ITU-T
FG IdM

WG1
	WG 1 (Framework Coordination) will develop a functional architecture for IdM taking into account discovery issues, satisfying the requirements and use cases, and leveraging an abstract data model:

· Capture IdM-related requirements, derive requirements from use cases and identify requirements from various planes of perspective (e.g. user, network, application…). 

· Identify examples of use cases (user, operator).

· Develop an abstract, generic data model interconnecting interoperable entities (e.g. networks, devices, content resources, people, applications etc.).

· Identity suitable architectures for IdM in Telecommunications, including an analysis of candidate architectures from the viewpoint of IdM. Will define functional entities and identify (exposed) interfaces in the IdM architecture, and associated security functions. Clarify mapping/relationship of IdM architecture with Telecommunications architecture(s) and identify/close gaps.
	
	Technical Report ”IdM Requirements”

(stable draft  by Q3/2007)

Technical Report “IdM Use cases”

(stable draft  by Q3/2007)

Technical Report “Data Model for IdM”

(stable draft  by Q3/2007)

Technical Report “IdM Architecture for Telecommunications” 

(stable draft  by Q3/2007)

	
	ITU-T
FG IdM

WG2
	WG 2 (Discovery) will study the means of contextualized discovery of resources (e.g. person, device, application, access point, service, process, network, object, providers, content resources) and attributes and policies (for interaction, quality, security and privacy) about them.


	
	Technical Report “Contextualized discovery of resources”

(stable draft  by Q3/2007)

	
	ITU-T
FG IdM

WG3
	WG3 will address Legal and Regulatory aspects  including privacy protection 
	
	Draft Legal, Regulatory and Privacy Requirement document

(stable draft  by Q3/2007)

	
	ITU-T
FG IdM

WG4
	WG4 will investigate Lexicon and Ecosystems including terminology, definitions, and links to other IdM forums, activities, and developments
	
	Lexicon, Glossary, Living List:  

(stable draft  by Q3/2007)

	
	ISO TC 104/SC 4
	Provides a system for general application for the identification and presentation of information about freight containers. Specifies a identification system with mandatory marks for visual interpretation and optional features for automatic identification and electronic data interchange and a coding system for data on container size and type. Replaces the second edition, which has been technically revised.
	ISO 6346 

Freight container identification (BIC-Code)

Pub 1995
	Published standard - Stage 90.92

	
	ISO TC 104/SC 4
	Specifies all necessary user requirements. Includes: a container identification system, data coding systems, description of data, performance criteria and security features. 
	ISO 10374

Freight containers automatic identification 

Pub 1991
	Published standard - Stage 90.92

 

	
	ISO  TC 104/SC 4
	Revision of ISO 10374:1991
	
	ISO 10374.2

Freight containers – RF automatic identification

CD study/ballot initiated – Stage 30.20

	
	ISO/IEC JTC 1/SC 31
	Unique identification can occur at many different levels in the supply chain, at the transport unit, at the item level, and elsewhere. Such distinct entities are often handled by several parties: the sender, the receiver, one or more carriers, customs authorities, etc. Each of these parties must be able to identify and trace the item so that reference can be made to associated information such as address, order number, contents of the item, weight, sender, batch or lot number, etc. The information is often held on computer systems, and may be exchanged between parties involved via EDI (Electronic Data Interchange) and XML (eXtensible Markup Language) messages.

There are considerable benefits if the identity of the item is represented in bar code format, or other AIDC (Automatic Identification and Data Capture) media and attached to or made a constituent part of that which is being uniquely identified so that it can be read electronically, thus minimising errors; one identifier can be used by all parties; each party can use the identifier to look up its computer files to find the data associated with the item; the identifier is unique within the class and cannot appear on any other item of the class during the lifetime of the item.

The unique identifier for transport units defined in ISO/IEC 15459-1:2006 and represented in a bar code label, two-dimensional symbol, radio-frequency identification tag, or other AIDC media attached to the item meets these needs. All AIDC technologies have the potential to encode a unique identifier. It is expected that application standards for items, using various automatic identification technologies, will be developed based upon the unique identifier as a prime key. These application standards may be made available from the Issuing Agency.

ISO/IEC 15459-1:2006 specifies a unique, non-significant, string of characters for the identification of transport units. The character string is intended to be represented in a bar code label or other AIDC media attached to the item to meet item management needs. To address management needs different classes of items are recognized in the various parts of ISO/IEC 15459, which allows different requirements to be met by the unique identifiers associated with each class. The rules for the unique identifier for transport units, to identify physical logistical transfers, with the identity relevant for the duration of one or more items in the load being held or transported as part of that load, are defined and supported by an example.
	ISO 15459-1

Unique identifiers for transport units

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	Unique identification can occur at many different levels in the supply chain, at the transport unit, at the item level, and elsewhere. Such distinct entities are often handled by several parties: the sender, the receiver, one or more carriers, customs authorities, etc. Each of these parties must be able to identify and trace the item so that reference can be made to associated information such as address, order number, contents of the item, weight, sender, batch or lot number, etc. There are considerable benefits if the identity of the item is common between all the relevant parties. 

ISO/IEC 15459-2:2006 specifies the procedural requirements to maintain a non-significant, unique identifier for item management applications, and outlines the obligations of the Registration Authority and Issuing Agencies.

ISO/IEC 15459-2:2006 excludes those items where ISO has designated Maintenance Agencies or Registration Authorities to provide identification schemes. It does not apply to

· freight containers, because their unique coding is specified in ISO 6346, Freight containers -- Coding, identification and marking; 

· vehicles, because their unique identification is specified in ISO 3779, Road vehicles -- Vehicle identification number (VIN) -- Content and structure; 

· car radios, because their unique identification is specified in ISO 10486, Passenger cars -- Car radio identification number (CRIN).

The exclusion also applies to ISO 2108, Information and documentation -- International standard book number (ISBN) and ISO 3297, Information and documentation -- International standard serial number (ISSN). 

NOTE The scope of each of ISO 2108 and ISO 3297 identifies the title rather than the individual copy of a book or periodical. As such, the level of identification achieved is at a level higher than the unique identity required to be compliant with ISO/IEC 15459-2:2006.
	ISO 15459-2

Unique identification - Registration procedures

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	Unique identification can occur at many different levels in the supply chain, at the transport unit, at the item level, and elsewhere. Such distinct entities are often handled by several parties - the sender, the receiver, one or more carriers, customs authorities, etc. Each of these parties must be able to identify and trace the item so that reference can be made to associated information such as configuration, maintenance history, address, order number, contents of the item, weight, sender, batch or lot number, etc. 

The information is often held on computer systems, and may be exchanged between parties involved via EDI (Electronic Data Interchange) and XML (eXtensible Markup Language) messages.

There are considerable benefits if the identity of the item is represented in bar code format, or other AIDC (Automatic Identification and Data Capture) media and attached to or made a constituent part of that which is being uniquely identified so that

· it can be read electronically, thus minimising errors; 

· one identity can be used by all parties; 

· each party can use the identity to look up its computer files to find the data associated with the item; 

· the identifier is unique within the class and cannot appear on any other item of the class during the lifetime of the item.

ISO/IEC 15459-3:2006 specifies the common rules that apply for unique identifiers for item management that are required to ensure full compatibility across classes of unique identifiers.
	ISO 15459-3

Unique identification — Common rules for unique identifiers

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	Unique identification can occur at many different levels in the supply chain, at the transport unit, at the item level, and elsewhere. Such distinct entities are often handled by several parties: the sender, the receiver, one or more carriers, customs authorities, etc. Each of these parties must be able to identify and trace the item so that reference can be made to associated information such as configuration, maintenance history, address, order number, contents of the item, weight, sender, batch or lot number, etc. 

The information is often held on computer systems, and may be exchanged between parties involved via EDI (Electronic Data Interchange) and XML (eXtensible Markup Language) messages.

There are considerable benefits if the identity of the item is represented in bar code format, or other AIDC (Automatic Identification and Data Capture) media and attached to or made a constituent part of that which is being uniquely identified so that

· it can be read electronically, thus minimising errors; 

· one identity can be used by all parties; 

· each party can use the identity to look up its computer files to find the data associated with the item; 

· the identifier is unique within the class and cannot appear on any other item of the class during the lifetime of the item.

The unique identifier for supply chain management defined in ISO/IEC 15459-4:2006 and represented in a bar code label, two-dimensional symbol, radio-frequency identification tag, or other AIDC media attached to the item meets these needs. 

All AIDC technologies have the potential to encode a unique identifier. It is expected that application standards for items, using various automatic identification technologies, will be developed based upon the unique identifier as a prime key. These application standards may be made available from the Issuing Agency.

ISO/IEC 15459-4:2006 specifies a unique, non-significant string of characters for the unique identifier for supply chain management. The character string is intended to be represented in a bar code label or other AIDC media attached to the item to meet supply chain management needs. To address management needs different classes of items are recognized in the various parts of ISO/IEC 15459, which allows different requirements to be met by the unique identifiers associated with each class. The rules are defined for the unique identifiers for supply chain management to identify the unique occurrence of an item, understood to mean the layers zero and one as will be defined in two future International Standards (ISO 17367 and ISO 17366, respectively).
	ISO 15459-4

Unique identifiers for supply chain management

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	ISO/IEC 15459-5:2007 specifies a unique, non-significant string of characters for the unique identification of returnable transport items (RTIs). The character string is intended to be represented in a radio frequency identification (RFID) transponder, bar code label or other automatic identification and data capture (AIDC) media attached to the item to meet supply chain management needs. To address management needs different classes of RTI are recognised in the various parts of ISO/IEC 15459, which allows different requirements to be met by the unique identifiers associated with each class. The rules for the unique identifier for RTIs, to identify the unique occurrence of an item, with the identity being relevant for the complete life cycle of the item, are defined and supported by an example.
	
	ISO 15459-5

Unique identifier for returnable transport items (RTIs)

Ballot passed - BRM  expected 2007-07-31 – Stage 50.20

	
	ISO/IEC JTC 1/SC 31
	ISO/IEC 15459-6:2007 specifies a unique, non-significant string of characters for the unique identifier of product groupings. The character string is intended to be represented in linear bar code and two-dimensional symbols, radio frequency identification (RFID) transponder or other automatic identification and data capture (AIDC) media attached to the product and/or material to meet the management needs in a batch or lot unit. To address management needs, different classes of item are recognised in the various parts of ISO/IEC 15459. This allows different requirements to be met by the unique identifiers of each class.

The unique identifier for product grouping enables a product grouping defined by a batch or lot number to be uniquely identified from all other lots and batches compliant with ISO/IEC 15459-6:2007. Encoding this unique identifier in a data carrier enables information about the quality of product and end-of-life processing to be clearly identified.

The rules for the unique identifier for product grouping, to identify the unique occurrence of that quality, are defined and supported by an example.
	
	ISO 15459-6

Unique identifier for product groupings

Text for FDIS ballot – Stage 50.20

	
	ISO TC 122
	ISO 17363:2007 defines the usage of read/write radio-frequency identification technology (RFID) cargo shipment-specific tags on freight containers for supply chain management purposes (shipment tags). It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

It contains recommendations about a containerized cargo supply chain RFID system, based on shipment tags; specific recommendations about mandatory non-reprogrammable information on the shipment tag; and specific recommendations about optional, re-programmable information on the shipment tag. 

Identified within ISO 17363:2007 are the air-interface and communication parameters for active radio-frequency identification communications using ISO/IEC 18000-7. 

ISO 17363:2007 is applicable to freight containers as defined in ISO 668 and to freight containers that are not defined by other ISO standards. It complements ISO 10374 for permanent container license-plate tags. 

It fully describes cargo shipment-specific tags.

It does not address smart container technologies affixed to, or inside, freight containers (e.g. sensors) for supply chain management purposes. 
	
	ISO 17363

Supply chain applications of RFID – Freight containers

Submitted for FDIS Ballot Stage 50.20

	
	ISO TC 122
	ISO 17364 defines the basic features of RFID for the use in the supply chain when applied to returnable transport items. In particular: 

·  Provides specifications for the identification of the RTI. 

·  Makes recommendations about additional information on the RF tag. 

·  Specifies the semantics and data syntax to be used. 

·  Specifies the data protocol to be used to interface with business applications and the RFID system. 

·  Specifies the minimum performance requirements. 

·  Specifies the air interface standards between the RF interrogator and RF tag. 

·  Specifies the reuse and recyclability of the RF tag. 
	
	ISO 17364

Supply chain applications of RFID – Returnable transport items

Submitted for FDIS Ballot Stage 40.99

	
	ISO TC 122
	ISO 17365 defines the basic features of RFID for the use in the supply chain when applied to transport units. In particular: 

· Provides specifications for the identification of the transport unit. 

· Makes recommendations about additional information about the product on the RF tag. 

· Specifies the semantics and data syntax to be used. 

· Specifies the data protocol to be used to interface with business applications and the RFID system. 

·  Specifies the minimum performance requirements. 

·  Specifies the air interface standards between the RF interrogator and RF tag. 

· Specifies the reuse and recyclability of the RF tag. 
	
	ISO 17365

Supply chain applications of RFID – Transport units

Submitted for FDIS Ballot Stage 40.99

	
	ISO TC 122
	Revision of ISO 17366

ISO 17366.2 defines the basic features of RFID for the use in the supply chain when applied to product packaging. In particular: 

· Provides specifications about the encoded identification of the product packaging. 

· Makes recommendations about additional information on the RF tag. 

· Specifies the semantics and data syntax to be used. 

· Specifies the data protocol to be used to interface with business applications and the RFID system. 

· Specifies the minimum performance requirements. 

Specifies the air interface standards between the RF interrogator and RF tag. 
	
	ISO/DIS 17366.2

Supply chain applications of RFID – Product packaging 

BRM held 2007-03-02 – Stage 40.60

	
	ISO TC 122
	Revision of ISO 17367

ISO 17367.4 defines the basic features of RFID for the use in the supply chain when applied to product tagging. In particular: 

· Provides specific recommendations about the encoded identification of the product. 

· Makes recommendations about additional information about the product on the RF tag. 

· Makes recommendations about the semantics and data syntax to be used. 

· Makes recommendations about the data protocol to be used to interface with business applications and the RFID system.

· Makes recommendations about the air interface standards between the RF interrogator and RF tag. 
	
	ISO/DIS 17367.4 

Supply chain applications of RFID – Product tagging

BRM held 2007-03-02 – Stage 40.60

	
	IEC TC 3
	This standard specifies basic requirements for identification systems for the identification of objects (such as products, “items”, documents, database entries, etc.) including requirements for the application of identifiers in computer sensible form, and requirements for their interchange. The specification of a physical file formats required for such an interchange is not included in this standard, nor is possible physical marking for the identification of objects dealt with.
	
	IEC TC3 / 810

Basic rules for identification systems

IEC TC 3/810 duplicates the work of ISO/IEC 15459.  Comments have been sent to IEC TC 3 Secretariat.  Response received (3/836/RVN) on 2/2/7.  

	network identity aspects standardization
	OMA
	Work on OMA enablers that are addressing network identity aspects and resulted in technical specifications.

In that category, OMA has issued an approved release, V1.0 (OWSER NI V1.0), that includes a requirements specification (independent of technology realization), an architecture specification, and technical specifications which are based on the Liberty Alliance Project specifications
	V1.0 (OWSER NI V1.0) 

(approved release of OMA Web Services Network Identity)
	

	network identity aspects standardization
	OMA
	Work on OMA enablers that resulted in additional network identity requirements specifications, without additional architecture or technical specifications.

In that category, OMA has issued a candidate requirements specification, the OMA Identity Management Framework Requirements V1.0.
	
	OMA Identity Management Framework Requirements V1.0.

(expected date of approval not available)

	
	OMA ARC Working Group
	Work on multiple OMA enablers that are not focused on network identity aspects standardization, but needs support for some related issues – e.g. work on data types, formats and identifiers conventions for parameters representing network identities of principals (users, systems, devices, applications and/or any resources). 

Such need has been identified recently in OMA ARC Working Group, in the context of working on Global Permissions Management (GPM) enabler and Policy Evaluation, Enforcement and Management (PEEM) enabler. Work to address these particular aspects has just started recently.
	
	Work to address these particular aspects has just started recently.

(expected date of approval not available)


� JCA-NID will define standardization areas at a later stage


� Official designation of the entity e.g. SGxy


� Short description of the scope of the deliverable


� The term “deliverable” denotes an ITU Recommendation, a Focus Group Technical Specification or any other document developed by standard developing organizations (SDOs), forums or consortia that can be considered a NID international standard or can help in the development of a NID international standard.
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