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1 Reason for Contribution

The SCIDM WI currently is assigned to REQ for RD development. It needs to be transferred to a technical working group for further development (e.g., AD, TS, etc).  This contribution provides a recommendation from REQ regarding this issue.

2 Summary of Contribution
This contribution summarizes the discussion within REQ and socialization with relevant WGs, and makes a recommendation to TP to transfer SCIDM to the SEC WG.

3 Detailed Proposal

SCIDM aims to provide secure content identification service to identify all kinds of content including both premier and user generated content, for various applications such as copyright verification, software authentication, and content filtering/monitoring, etc. 
Since SCIDM deals with content and the “secure” way to identify them, it is related to a few WGs such as CD, DRM, SEC, and ARC, all have been suggested as the potential WG to assign SCIDM to in the early discussion within REQ.  The WI Champion Kevin Zeng (Huawei) has argued that “It serves more like a horizontal enabler to enable various types of potential new services, such as CBCS (Categorization based Content Screening), UGCS (User Generated Content Service), MC (Mobile Code), Mobile Ad, Spam/virus detection/filtering, etc. The most significant component of SCIDM is the security aspect of content identification mechanisms. It addresses an advanced security issue, i.e., content security (content monitoring/blocking, spam filtering, software integrity verification etc), which is what SEC is charged to do.”
In order to identify the most appropriate hosting WG for SCIDM, broader email discussion has been initiated within REQ, and also with the chairs of CD, DRM, SEC, and ARC. Furthermore, socialization with DRM, SEC and ARC was conducted in the Chicago meeting. 
The feedback from CD Chair and views from ARC, DRM and SEC after the socializations are summarized below.

·  CD (quote from CD Chair)

· “CD's role is primarily in content management and delivery. While it does address related metadata, this is primarily related to the operation of the delivery-focused enabler CD works on. I think the same could be said for CBCS: it is a service enabler that could use a secure identity as part of a screening process, but might not be involved in the assignment etc of it. The function of the SCI seems more directly related to DRM or in general, security.” 
· SEC position (summary from SEC Chair)

· SEC officers and the majority of member companies at SEC welcomes SCIDM to SEC. 
· Although not objecting to a SEC placement, there has been some concerns on the overlap or similarity with (1) CBCS, suggesting a placeholding at ARC WG, with (2) DRM and/or BCAST and with (3) CD work, suggesting that placeholding at these groups might be more appropriate. This combined with the argument the SEC should work on "SEC-traditional work" only (100% security related), and with fear that a SCIDM agenda item might dominate the SEC agenda. 

· SCIDM WI Champion does in these discussions at SEC not agree on the general overlap remarks with CBCS, DRM etc. REQ chair, present in these discussions, pointed out the comparatively limited and separated functionality scope of SCIDM. As for the SEC agenda etc, SEC chair wished to compare with SEC's work on e.g. SUPL in past years, and on other work items more recently. Although these WIs are owned by other WGs, they have certainly sometimes dominated the SEC agenda. Still, if SCIDM were to be placed at SEC, stability in SEC agenda time allocation is needed, also to ease cooperation and involvement with the competences from other mentioned WGs. Such good cooperation is necessary. The use of a dedicated mailing list and/or AD HOC group forming is TBD.
· DRM position (summary from DRM Chair)

· Although the WI is very interesting, the DRM WG feels that it is not the right candidate for hosting the SCIDM activity. We hope that a more suitable host for the SCIDM WI will be found.
· ARC position (summary from ARC Chair)

· ARC recognizes there is a relation between SCIDM and CBCS, in that CBCS could use the secure content identifiers when categorizing content. ARC believes the issue of pattern matching is an aspect of SCIDM. The target WG to own SCIDM should have expertise in the area of pattern matching, content manipulation and recognition. ARC does not have this expertise and furthermore is not sure which is the more appropriate target WG in this regard.

· ARC asks SCIDM to schedule a follow-up meeting, if necessary, to check the relationship with the CBCS enabler, as the SCIDM AD is being developed.

Based on the above feedback from relevant WGs and further discussion within REQ, REQ agreed to recommend to TP to assign SCIDM to SEC.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to TP to assign SCIDM to SEC so that the AD work can start in such group.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

