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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

Mobile internet is growing fast, which provides more and more online applications to mobile devices. Some of these applications need to keep online all the time, such as MSN, twitter, SNS. Currently, each client of these applications maintains a dedicated connection to its application server. This ‘One connection for One application’ solution causes a lot of problems, including

· Too much power consumption of the terminal device to keep its applications online, (sending keep-alive and status update messages),

· Waste of bandwidth resources.

To solve the problems, this work item attempts to establish an Always Online Infrastructure. The AOI keeps applications online, while dramatically reduces the number connections needed by providing a unified connection mechanism between different application clients and servers. Furthermore, the AOI could dynamically optimize the use of bandwidth based on connection priority and vacant bandwidth utilization.
The following use cases further illustrate some of the scenarios the AOI supports:

Use case 1: Keep always online

Alice uses several instant message applications, including app A, B, C, D and E, to communicate with her friends. In the past, she needs to keep all the 5 applications “online” status, in order to not miss any messages for her. This requires 5 connections.

Now with the AOI support…

Alice registers app A, B, C, D and E to the AOI Client, and set the status of them as “online” in the AOI Client. After that, She can close the 5 applications.

The AOI Client notifies the AOI Server of the status of Alice’s applications.

Now the AOI Server will keep the “online” status on the server of her applications.

Use case 2: Wake up applications

After the 1st use case.

Bob is Alice’s friends. He noticed that Alice’s status of app A is “online”, then he sends a message to Alice using app A.

This message is transferred to the AOI Server, then the AOI Server transfers it to the AOI Client on Alice’s device.

The AOI Client wakes up the app A and transfers the message to it.

Now Alice sees the message from Bob on her app A.
Work Areas:

The AOI provides a unified connection mechanism for application clients and servers. The AOI consists of AOI Client and AOI Server.
The work areas in scope of AOI v1.0 are as followed:
· Application/Service management

· The interfaces of AOI Client on the device side, which is provided to applications
· Application Registration/De-registration

· Wake up

· Sending/Receiving Message
· The management of connections between AOI Client and AOI Server
· Vacant bandwidth utilization
· The interfaces of AOI Server on the server side, which is provided to service providers.

Issues this Work Item is Aimed to Solve
The ‘One connection for One application’ solution causes a lot of problems, including

· Too much power consumption of the terminal device to keep its applications online, (sending keep-alive and status update messages),

· Waste of bandwidth resources.

Market Benefits:
This work item provides benefits as:

For Network Operators:

· Better utilization of the bandwidth, serving for more subscribers and applications
· Unified application management
For Developers:

· Developing the AOI application with low cost

· Upgrading the user experience.
For End Users
· Saving the device power and bandwidth

· Keeping always online without keeping applications always on

Expected Market Penetration:
Some IT companies have already adopt similar technologies to send push notifications to terminal devices. This work item tries to provide a standardized solution for operators to provide always online capabilities.
Complexity:
To deploy an AOI, an AOI client should be installed on the device, which could be easily applied for smart phones. And an AOI server should be established.
Time to Market:
There are lots of applications which need to keep online all the time. On the other hand, it costs too much for the network to support the current “One connection for One application” solution. The AOI could enable operators to provide always online capabilities.
Uniqueness:
The work item is unique in that there is no similar work in OMA or other SDOs.
Existing Specifications or Documents Affected:

None
Linked Work Items:

Existing enablers will be reused where possible.

OMA PUSH enables server-to-client content delivery. OMA DCD provides a delivery mechanism. Their capabilities may be reused based on some extensions.
Linked Affected OMA Groups and External Fora

None
2 Planned Deliverables

Enabler Release Package:      FORMCHECKBOX 


(Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. )
Reference Release Package:  FORMCHECKBOX 

	Please Indicate how requirements will be documented
	Select one

	Baseline (pre-existing) Requirements
	

	None
	X

	Requirements are documented in an existing OMA RD or combined Release document (ER or RR)
	

	Reference to external requirements (note a CA/CF must be in place allowing for this)
	

	New Requirements
	

	None
	

	Create New OMA RD or combined Release (ER or RR)
	X

	Update an existing OMA RD or combined Release document (ER or RR)
	

	Other (please describe) _____________________________________________________________
	

	Please Indicate how new requirements will be reviewed

(Note: If there are new requirements then these need to be reviewed)
	Select one

	RD Review at the end of the requirements phase
	

	Closure review at the end of the Requirements phase
	X

	Requirements reviewed as part of the ER/RR at the end of the development phase
	

	No requirements review (please justify)
	

	

	Please Indicate how Architecture will be documented
	Select one

	New Architecture Document (AD) (or new version of existing AD)
	

	Architecture will be documented in combined Release document (ER or RR)
	X

	No Architecture documentation
	

	Other (please describe) _____________________________________________________________
	

	Indicate how Architecture will be reviewed

(Note: If there are Architecture components then these need to be reviewed)
	Select one

	AD  Review at the end of the Architecture phase
	

	Closure Review at the end of the Architecture phase
	X

	Architecture reviewed as part of the ER/RR at the end of the development phase
	

	No Architecture review (please justify)
	

	

	Development Phase  (please indicate which type of deliverable(s) will be produced)
	Tick all that may apply

	Technical Specifications


	

	Combined Release document (ER or RR)
	X

	Data Description Specifications (e.g. Schema, MO, DDS, etc)
	

	White Paper
	

	Other (please describe) _____________________________________________________________
	

	None
	

	Please Indicate how the release will be reviewed
	Select one

	Consistency review at the end of the development phase
	X

	Closure review when the Release is complete
	

	None (please justify) ________________________________________________________________
	


3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	X
	X
	
	
	X
	X
	
	X


Service Impacts:

Terminals: will be impacted for an AOI client should be applied on AOI compliant devices.

Servers: will be impacted for an AOI server should be established.

Architecture Impacts:

None
Charging/Billing Impacts:

This work item will define different charging/billing policies.
Security Impacts:

TBD
Privacy Impacts:

None
IOT Impacts:

IOT will be impacted for AOI clients and AOI servers.
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