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1. Scope
(Informative)

This document lists possible Use Cases and High Level Requirements for the CDM BOF.

2. References
2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


2.2 Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Converged Device
	A device that works on more than one network, typically employing more than one bearer technologies.

	Mobile Device
	A user held device capable of using network services over a wireless or wired network interface.

	Network Service Provider
	A network operator that provides network services to a mobile device.

	Service Provider
	A business entity that is in the business of providing network services to subscribers.

	Service Provider Network
	The network infrastructure owned and operated by a service provider.


3.3
Abbreviations
	OMA
	Open Mobile Alliance

	
	

	
	


4. Introduction
(Informative)

The CDM BOF has attempted to collate a set of use-cases and requirements that highlight the need for management of converged devices and the need to address converged management issues..

The present contribution provides some associated requirements relevant to CDM.

5. Use Cases
(Informative)

6. Requirements
(Normative) 

6.1 High-Level Functional Requirements

The system for the mobile consumer network interaction SHALL cover the following requirements:

	Req 1
	It SHOULD be possible to configure devices such that a mobile device user is be able to start a service on one device and transition service consumption to another device.

	Req 2
	It MUST be possible to configure devices such that a converged mobile device MUST be able to transition from one network to another without disruption to a service currently being consumed by a user.

	
	


Table 1: High-Level Functional Requirements 

6.1.1 Security

High level of security is required to create confidence in mobile device users to use new services. 

	
	

	
	

	
	

	
	

	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

The requirements for charging are detailed below:

	
	

	
	

	
	


Table 3: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

Requirements for administration and configuration are given below.

	Req 1
	A device MUST be capable of being configured for service continuity across bearer technologies and networks.

	Req 2
	The device SHOULD be able to request configuration to operate in a new network.  

	Req 3
	The device MAY be able to designate a second device as a participant in service continuity.


6.1.4 Usability

	
	

	
	

	
	


Table 4: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	
	

	
	


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	
	

	
	


Table 6: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	
	


Table 7: High-Level Functional Requirements – Security Items

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>

	Document Identifier
	Date
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	Description

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

B.1 App Headers

<More text>

B.1.1 More Headers

<More text>

B.1.1.1 Even More Headers

<More text>
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