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1 Overview

This liaison responds to the liaisons COM17-LS107 and COM17-LS108 received from ITU-T SG 17.
The response to each liaison is in the following section.
2 Proposal

2.1 Response to COM17-LS107
OMA thanks ITU-T SG 17 for introducing the Q 9/17 study of message security architecture for mobile web services and providing OMA with the draft “Recommendation X.webset-3, Security Architecture for Message Security in Mobile Web Services” (TD 2366). We have the following comments re this draft:
· The specifications comprising the OMA Web Services Enabler, or OWSER, define the web services architecture and describe the security treats and counter-measures. The most recent OWSER release can be found at http://www.openmobilealliance.org/release_program/owser_v1_1.html and comprises:
	OMA Web Services V1.1 -  Status: Approved Enabler - Release date: 2006-03-28

	Enabler Package
	OMA-ERP-OWSER-V1_1-20060328-A.zip

	ERELD
	Enabler Release Definition for OMA Web Services Enabler
	OMA-ERELD-OWSER-V1_1-20060328-A.pdf

	Arch Doc
	OMA Web Services Enabler Architecture
	OMA-AD-OWSER_Overview-V1_1-20060328-A.pdf

	Req Doc
	Mobile Web Services Requirements
	OMA-RD-OWSER-V1_1-20060328-A.pdf

	Specifications
	OMA Web Services Enabler (OWSER) Core Specification
	OMA-TS-OWSER_Core_Specification-V1_1-20060328-A.pdf

	
	OMA Web Services Enabler (OWSER) Best Practices WSDL Style Guide
	OMA-TS-OWSER-Best_Practice_WSDL_Style_Guide-V1_1-20060328-A.pdf


· There is a great deal of commonality between the OMA OWSER and the current draft recommendation contained in TD2366. 
Many of the usage scenarios in section 7 of TD2366 have parallels in OWSER.

However it is not clear how much of the information provided in the architecture within section 6 and illustrated in figure 4 of TD2366 is informative re the scope of the recommendation vs there to help describe the usage scenarios in section 7. It might help to clarity figure 4 in the context of section 6 to ensure the intent is clear to the reader. 
2.2 Response to COM17-LS108

OMA thanks ITU-T SG 17 for introducing the Q 9/17 guideline on Single Sign-On ad access control methods for mobile web services and providing OMA with the draft Guideline on Single Sign-On and access control methods for Mobile Web Services “ (TD 2365). We have the following comments re this draft:

· The specifications comprising the OMA Web Services Network Identity Enabler, or OWSER NI, define an identity, the relationship between the identity, identity provider, discovery service provider and service providers. The most recent OWSER NI release can be found at http://www.openmobilealliance.org/release_program/owser_ni_v1_0.html and comprises:
	OMA Web Services Network Identity V1.0 - Status: Approved Enabler - Release date: 2006-03-28

	Enabler Package
	OMA-ERP-OWSER_NI-V1_0-20060328-A.zip

	ERELD
	Enabler Release Definition for OMA Web Services Enabler Network Identity 
	OMA-ERELD-OWSER_NI-V1_0-20060328-A.pdf

	Arch Doc
	OMA Web Services Enabler Network Identity Architecture
	OMA-AD-OWSER_NI-V1_0-20060328-A.pdf

	Req Doc
	Mobile Web Services Network Identity Requirements
	OMA-RD-OWSER_NI-V1_1-20060328-A.pdf

	Specifications
	OMA Network Identity Federation Framework Specification
	OMA-TS-OWSER_NI_FF-V1_0-20060328-A.pdf

	
	OMA Network Identity Web Service Framework Specification
	OMA-TS-OWSER_NI_WSF-V1_0-20060328-A.pdf


· The document TD2365 and OMA’s OWSER NI have slightly different purposes so are not directly comparable but complement one another. 
TD2365’s focus in the draft appears to be on the authentication itself whereas in OWSER NI the focus is on the use of a network identity, the relationship between the identity, identity provider, discovery service provider and service providers. 
3 Requested Action(s)

OMA Technical Plenary hopes ITU-T SG17 finds this information re its work in Mobile Web Services and its associated security informative and uses this information in the generation of its activities.
4 Conclusion

OMA Technical Plenary has provided some references to its existing work related to the studies of SG17 re Security Architectures for Message Security in Mobile Web Services. If there are questions or matters arising as a result of this liaison please feel free to contact OMA again.
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