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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The present proposal is to create several Management Object definitions for use, in conjunction with the OMA Device Management Enabler, to manage data network connectivity settings for mobile terminals over common bearer and proxy types. 

Standardized Connectivity Management

Providing a standardized set of management objects for configuration of data network connectivity through the OMA Device Management system will improve the usability and customer experience of mobile terminals that rely upon data services. As proposed, the management object definitions may be used in conjunction with OMA Device Management Candidate and Approved Enabler Releases over a variety of transports including: HTTP, HTTPS, OBEX over IrDA, OBEX over Bluetooth, and various forms of Smart Card.

Application-Neutral

By proposing to do this work in an application-neutral fashion, we avoid reinvention of solutions to the same set of problems in each of the OMA working groups that produces an application enabler. This reduces the connectivity parameters that an application enabler specification must define to a simple reference node, ConRef (Connectivity Reference). OMA Device Management Working Group has consistently provided this simple feedback to existing application enabler working groups as they have presented their management objects for review by the DM WG. This ensures there will be good alignment between application enablers and these connectivity management objects when the specifications are completed.

Bearer-Neutral

By proposing to prepare the specifications in two parts, a bearer-neutral part and bearer-specific bindings, we reinforce the OMA principle of network neutrality while providing specificity where needed but without bias for or against any particular network type.

Single Enabler Release Version

It is proposed to produce a single approved enabler release of these connectivity management object specifications. After final approval of that enabler release, it is recommended that this work item be closed. This limitation on scope is intended to improve interoperability by reducing version-driven fragmentation in the market. The candidate release period is believed to be sufficient to work out any practical interoperability problems prior to final approval.

Deliverable(s):

Data Bearer Connectivity Management Requirements (RD)

Management Object Architecture (AD)

Network Access Point Connectivity Management Object Specifications:

1. A Bearer-Neutral Network Access Point Management Object Specification

Bearer-Specific Network Access Point Management Object Parameters for use in conjunction with the Bearer Neutral NAP MO Specification:

2. NAP Parameters for 3GPP Circuit Switched Data Bearer

3. NAP Parameters for 3GPP Packet Switch Data Bearer (including W-CDMA)
4. NAP Parameters for 3GPP2 CDMA Data Bearer

5. NAP Parameters for Wireless Local Area Network (WLAN) Data Bearers.

Proxy Connectivity Management Object Specifications:

6. A Bearer-Neutral Proxy Management Object Specification
7. Proxy Parameters for WAP Proxy

Management Object Identifiers for each MO for registration with OMNA

Existing Specifications or Documents Affected:

None

Linked Work Items:

None

Linked Affected OMA Groups and External Fora

OMA Device Management Working Group

OMA Requirements Working Group

OMA Architecture Working Group

3GPP

3GPP2

Wi-Fi Alliance

2 Impacts

	Service Requirements
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Service Impacts:

Terminals implementing the specified connectivity management objects will expose them through their management tree for use by servers that also support the specified connectivity management objects. Terminals supporting the specified management objects may accept bootstrap and management requests for these over any DM-supported transport including HTTP, HTTPS, OBEX, or from files stored on a smart card. No additional restriction on transport is anticipated by this work.

Architecture Impacts:

None

The specified connectivity management objects will be built on the existing OMA Device Management architecture. No new architectural elements will be introduced. However, it is anticipated that a brief architectural summary of the connectivity objects and how they fit into the existing OMA Device Management architecture will be included in the technical specifications, with appropriate reference to the DM Enabler.

It is anticipated that these connectivity management objects will be referenced from the management objects of application enablers such as PoC, IMPS, MMS, and others. The means for making this reference is already anticipated in the application management objects via the ConRef and ToConRef nodes reserved for that purpose.

Charging/Billing Impacts:

None 

Security Impacts:

None

Privacy Impacts:

None

IOT Impacts:

At the time of this drafting, a process for interoperability testing of DM Management Objects is still to-be-developed. These management objects are expected to add no additional complexity to a generic process for interoperability testing of management objects. It should also be recognized that static XML definitions of a terminal’s support for these management objects can be produced by manufacturers and published in the form of DDF (Device Description Framework) files. These DDF files can be used to simplify after-market compatibility testing of MOs between DM Clients and DM Servers.

3 Document History

3.1 Approved Versions

	Version
	Date
	Notes

	1.0
	
	


3.2 Draft Version 1.0 Revisions

	Date
	Notes

	12-Jul-05
	Initial Draft

	30-Aug-05
	Comments received during Montreal Working Group meetings and through socialization of the WID with REQ, ARC, and other working groups. Added REQ and ARC to linked affected OMA groups section; updated Service Impacts matrix to reflect comments received.
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