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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

In a service provider, there are many sources of user specific data ranging from application or enabler specific preferences and settings, to service subscription details, asset inventories, authentication and authorization information, user specific policies and usage histories. In addition, dynamic or even real time data is stored in the network, OSS/BSS, enablers and applications.  Typically there is no single API or enabler exposing consolidated or aggregated view of the data. There is no single mechanism to access or manage such “user profile data”.

There are today several activities at OMA and in other industry fora that address such aspects but none aim at consolidating or aggregating the data with a common well defined interfaces. In fact, the resulting specifications are optimized for specific data models or usage model and they are especially not design to cope with the need to often federate and manage the user identities across the different sources of data as well as when exposing it to requesters.
This work item on consolidated user profile aims at providing in the service layer, and independently of the underlying network characteristics:
· An interface to access and manage user profile data specific to OMA enablers

· A consolidate interface to access aggregated user profile data specific to other service provider aspects like OSS, BSS, network and dynamic data and manage them consistently with these sources

· A data model or  mechanisms to aggregate data model from multiple user profile sources

· Mechanisms and interfaces to federate and manage identities of the users and it exposure to requesters

Resulting CUP enabler implementations will facilitate access to user data therefore reducing cost of integration and development of applications. The value proposition of this and it latent demand is already demonstrated by commercial solutions that are today ad hoc or proprietary. Many service providers have de facto their interpretation of a CUP deployed in the network. Applications rarely can take efficient advantage of it though.

Existing Specifications or Documents Affected:

It is not expected that the work on CUP will directly affect existing specifications or documents. It is expected that in the uture enabler specifications will take advantage of CUP to store, access or model user profile data.
Linked Work Items:

The work item linked here address topics related to CUP like data model or data to support or enablers that could directly rely on CUP in the future. These are not identifying dependencies at this stage nor implying that these enablers in any way be affected. The list is also not intended to be exhaustive. Some of these work are “closed”. Listing them here identifies the expectation that CUP may refer to some of the work in that context.
· W0056: Policy Evaluation, Enforcement and Management

· W0049: Identity Management Framework.

· W0089: OSE – Architecture 

· W0118: Categorization based ContenT Screening

· W0122: Global Permission Management

· :W0136 General Service Subscription Management

· W0134; Secure User Plane Location 2.0

· W0107: Mobile Location Service

· W0135: Converged IP Messaging 

· W0103: OWSER Network Identity Release 2

· W0115: XML Document Management (XDM) Release 2

· W0114 : Presence Enabler based on SIMPLE release 2
Linked Affected OMA Groups and External Fora
· Generic User Profile (GUP) that people might

· Requirements in TS 22.240 
· Architecture specification in TS 23.240 

· Data Description Framework in TS 23.241 

· Common Objects in TS 24.241

· TMF:
· SID

· eTOM

· SAN

· ETSI TISPAN Subscription Management:

· Subscription Management Requirements  (TS 188 002-1)

· Subscription Management Information Model (TS 188 002-2)

· Subscription Management Functional Architecture (TS 188 002-3)
· 3GPP SUM (Subscriber Management) NRM (Network Resource Management):

· IRP (Integration Reference point)

· IOC (Information Object Class)

· 3GPP2 SUM NRM IRP

· Liberty Alliance Identity Management
· OASIS WS-Federation Identity Management
· LDAP
2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
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Service Impacts:

Services will be able to take advantage of user profile information (credentials, authorizations preferences, policies, …)
Architecture Impacts:

CUP is a common function that many future enablers and applications are expected to reuse.
Charging/Billing Impacts:

Subscription information may be relevant to some charging usage scenarios (e.g. service level charging based on rates described as subscription data etc…) 
Security Impacts:

User profile may include details on credentials or authorization and involved identity management.
Privacy Impacts:

Preferences and user specific policies may include privacy considerations.
IOT Impacts:

Interoperability will be important at several levels:
· Northbound interface exposed to requesters of the CUP

· Aggregation of user profile sources (interfaces and data models)
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