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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The OMA Dictionary defines the User Profile as the following

It is the set of information, including the user identity, personal information, personal preferences, necessary to provide a user with a consistent, personalised service environment, irrespective of the user’s location or the terminal used (within the limitations of the terminal and the serving network)

In order for OMA and external enablers to refine and contextualise services or content for users, consistent with the users’ wishes, or user categories, on how to receive and consume those services, these enablers require access to user profile information.

Currently OMA enablers are intrinsically creating their own user profile mechanisms to determine how to refine and contextualise services or content for users.  Other OMA enablers are identifying interfaces or reference points for accessing such information (e.g. OMA MobAd).  However there is no general capability either inside or outside OMA to support enablers specifically seeking to contextualise services or content.  Consequently, this has resulted in the creation, access and management of the users’ services and content related data being inconsistently supported in different enablers and across the services layer.
The objective of the Services User Profile Management work item is to provide the means to consistently, and efficiently, access and manage user data information for the user’s mobile and fixed services and content.  This may be achieved by creating an access data model representing the virtual view of the user service-related data, and a common mechanism to access the data as viewed through this access data model.  The SUPM access data model will define a taxonomy for categorising any type of user data while mapping in detail only the user service-related data.
The Services User Profile Management enabler will provide the following:-
· Definition of the access data model for user data (e.g. preferences) residing in the Service Provider Environment, regarding applications/services:
·  identifying roles and actors
·  identifying existing different types of data and related elements (such as personalisation) provided by OMA enablers and external entities
·  identifying data model of underlying service-related data structure and defining a common framework of user data model
·  Defining how additional (new) data to be extended on the framework
· data management mechanism (creation, modification, search, retrieval, etc.)
· access authentication mechanisms

· consistent, unified and efficient access to access to existing services user data of services enablers
· controlled, secure access by authorised entities
· charging information support
Issues this Work Item is Aimed to Solve

The main objective is to define a unified data model for user service-related data, and provide one unique central management and access point for all user service-related data, fulfilling the need of OMA services/enablers, by avoiding  duplication of User Profile functionality . During the development of the work item, the ongoing activity of 3GPP UDC (User Data Convergence) will be considered with the aim of being complementary to it.
Market Benefits:

As the user data model and User Profile access will be unique, it will be possible in a unified way, to provide a means to consistently maintain, modify and enhance all user service-related data.  This will facilitate and promote new service application development.

Expected Market Penetration:

It is expected that new and existing services/applications will benefit from this functionality.
Time to Market:

OMA (and other) enablers requiring to provide user profile access will not need to develop the functionality intrinsically, allowing those enablers to be more quickly developed.  Further, access to a user profile enabler will allow the development time of new services and applications to be reduced.
Existing Specifications or Documents Affected:

· 3GPP Generic User Profile
Linked Work Items:

· CBCS, PIOSE, PSA, GPM, GSSM, DPE, BCAST, DCD, MobAd, Charging 1.x, XDM, Presence, CPM, PoC, CMR…
Linked Affected OMA Groups and External Fora

· OMA:  REQ, ARC, PAG, CD, MWG …
· 3GPP SA1/SA2/CT (Generic User Profile, User Data Convergence)
· Liberty Alliance

· GSMA
· TM Forum (SID & TIP SM (MTOSI))

· TISPAN (SuM – Subscription Management)
2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.
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AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.
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White Paper Package – Informative technical document not associated with an enabler.
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Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
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Service Impacts:

Enablers may consistently store and access services/content related user information
Architecture Impacts:

Definition of the architecture required within the service layer to support and enable access to services/content related user information
Charging/Billing Impacts:

Charging mechanisms which may be needed to provide access to services/content related user information.

Security Impacts:

Support for authenticated access to services/content related user information.

Privacy Impacts:

Support for privacy of users’ services/content related information.

IOT Impacts:

It is anticipated that the Service User Profile will need to provide interoperability to existing services/content related information in other entities
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