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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The objective of this WI is to reference OMA APIs in order to expose RCS features to 3° party developers, more specifically the web 2.0 community hence to create the functional APIs according to the requirements for the UNI/Long Tail APIs (Deliverables, Interface Specifications, API functional definition) and define the security framework to support  authorization requirements on the basis oAuth.
Requirements on UNI/Long Tail API’s are the following:
· The APIs shall be http REST based 

· The APIs shall mimic the RCS client/user behavior, not the underlying enabler/protocol and shall be on the highest possible abstraction level without options and flexibility normally not exposed to an user

· The APIs aim at allowing implementation of thin clients (i.e. web based clients). As a result the concept of an User Agent seems quite in line with this objective and should be used, i.e. the application and API usage of RCS shall mimic the RCS functionality exposed through the “native” RCS UNI

· The services or applications implemented using these APIs shall perform operations on behalf of a RCS user
· able to choose whether to provide the full API functionalities or a subset of them

· When possible, the context, session and state information handling shall be performed within the server component exposing the RCS APIs rather than within the client aplication or service accessing the APIs

· The  third party application of the RCS enablers shall be authorized with respect to the privacy and operator policies. The security framework shall thereby address those following requirements:

· Application shall be authenticated by the RCS services under the control of the SP

· The user shall be authenticated by his RCS service provider.

· Application access to the RCS methods must be authorized by the RCS user and comply with operator policies 

· User must not have to reveal his or her credentials to the application 

· A token indicating the user authority delegation must be passed to the application 

· The authority delegation must be defined for a specific scope (limiting accessible data)

· The user must be able to revoke authority delegation at any time

· For the authorization aspect of the security framework, oAuth technologies shall be considered in a non exclusive approach. A selection of one of the mentioned technologies might be done later on within RCS and will be communicated to OMA.

· The API shall only be able to access data available to the user account that has been used for the authentication

Work Areas:

Specifically, this work item will provide RESTful API descriptions for the following RCS features :

· Presence

· SMS/MMS

· Service Capability Indication

· Chat (SIMPLE IM based)

· File Transfer

· Call

· Video Sharing

· Image Sharing

· Address Book

Issues this Work Item is Aimed to Solve
Define a commonly supported, lightweight, Web-friendly API to allow mobile (and other network) operators to expose useful information and capabilities to application developers. It aims to reduce the effort and time needed to create applications and content that is portable across mobile operators. 
This work item will make the Rich Communication service more of an open standard enabler with sufficiently flexible interfaces. 
Market Benefits:

API openness objective is to enhance the value of the RCS by allowing all developers to innovate /leverage these new telco capabilities/ services within their applications.
Subscribers

· Will be presented with a larger pool of 3rd party applications from which to choose from.

· Will be presented with more applications they can use in their mash-ups or widgets.

· Can benefit from network capabilities being accessed from a PC or other access device.
Application Software Developers

· Are more likely to build applications that leverage the APIs since they can rely on the APIs being widely and consistently available

· Evolution of the APIs will factor in developer feedback to ensure relevance and quality

Operators

· Can tap into larger and different developer communities to have applications developed for their networks

· Encourages innovative, 3rd parties to deliver services to operator’s customers; reaching out to The Long Tail of customers desiring such services.
· Presents a common industry standard to put network enablers in the API ecosystem and stimulate innovation

· Provides a chance to replicate Web success (transparent networks) and include network enablers in the ecosystem

Expected Market Penetration:
 Not independent from mobile communications sector of the industry.
Complexity:
No complexity is expected in light of the proposed scope of the work, which will basically employ existing and available technologies. 

Time to Market:
Time to market will be reduced by the results of this Work Item.

The availability of a lightweight, consistent set of APIs that developers can rely upon to be available across multiple carriers should appeal strongly to the web developer community and will help increase market penetration of the applications created and launched.

Uniqueness:
There is no other known related standardisation work. Therefore, this work is not available in other fora at this time, and this OMA WI must be unique in that sense.
Existing Specifications or Documents Affected:

No existing specifications documents will be affected. This WI will leverage the existing IMS platform and build upon by adding new features and functions.
Linked Work Items
ParlayREST 1.0
ParlayREST 2.0
Linked Affected OMA Groups and External Fora

Internal: OMA ARC, ARC/SEC, CD, CAB
External:  GSMA mainly RCS project, WAC 
Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (Fast track enabler TS, etc) and interoperability testing 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
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Service Impacts:

Definition with GSMA RCS.
Architecture Impacts
Developed with GSMA RCS.
Charging/Billing Impacts:

None expected
Security Impacts:

There might be some impacts; details TBD.
Privacy Impacts:

There might be some impacts; details TBD
IOT Impacts:

There might be some impacts; details TBD
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