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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

APIs are programmatic interfaces used by application software developers to create applications and services. These programmatic interfaces are abstract in that they are defined independent from underlying technologies (such as operating system and network access). Such abstract APIs can then be bound to a specific protocol to communicate with resources in the network, e.g. invoke operations on a server and carry results back to the application using the REST architectural style over HTTP. In terms of operations, REST may be summarized as the set of CRUD (Create, Read, Update and Delete) operations, and these operations are mapped to the basic HTTP operations (GET, PUT, POST, DELETE), and carry the API parameters as parameters in the URI, or as HTTP parameters. As such, it acts like any browser-based application, and hence has a certain appeal in the Internet developer community. 

The objective of the “RESTful Network API for Capability Discovery” WID therefore is to specify an HTTP binding for the  Capability Discovery, using the REST architectural style:
· The RESTful API for Capability Discovery will be able to register/deregister service capability information.

· The RESTful API for Capability Discovery will be able to enable or disable any registered capability

· The RESTful API for Capability Discovery will allow an application to query the service capabilities of a user

There are no backwards compatibility concerns involved with this WID. 

Use of RESTful API would lower the usage barrier for developers from the Internet domain, supporting the Web2.0 consumers. There are some initiatives in the telecom domain to address this, but not by a SDO (GSMA RCSe + others)
Fast track will be used to complete this work item
Work Areas:

Provide RESTful Network API to Capability Discovery, as defined in GSMA: “Rich Communication Ecosystem

RCS-e Network API Detailed Requirements 1.0” and adds improvements
Issues this Work Item is Aimed to Solve
In deployment scenarios where a certain protocol or design paradigm is considered less appropriate, any abstract API that only supports a binding to that particular protocol will suffer from low adoption rates.

For example:

· A developer community not familiar with a certain protocol will be less likely to develop attractive applications using the API that only supports that particular protocol binding

· An operator who does not support a certain protocol in their network will be less likely to deploy enabler implementations of the API supporting that particular protocol binding

The “RESTful Network API for Capability Discovery” WID aims to solve this issue by specifying an additional protocol binding choice for the abstract API

Market Benefits:

Subscribers

· Will be presented with a larger pool of 3rd party applications from which to choose from.

· Will be presented with more applications they can use in their mash-ups or widgets.

Application Software Developers

· Have the ability to pick and choose the protocol binding and design paradigm that fits their experience and adheres to their development environment and tools

· Provide browser based applications to the Internet community.

· Widgets running in browsers could benefit from RESTful style Web Services

Operators

· Can tap into larger and different developer communities to have applications developed for their networks

· Can pick and choose the protocol binding that supports their service provider policies and fits their deployment infrastructure

· Lower the barrier to entry for Web providers 

· Encourage innovative, 3rd parties to deliver services to operator’s customers; reaching out to The Long Tail of customers desiring such services.
Expected Market Penetration:

The RESTful Web Services design paradigm typically attracts a different developer community, i.e. the Internet developer community who are used to create Internet, browser-based applications. Supporting a protocol binding that appeal strongly to this community will help increase market penetration of the applications created and launched.
Complexity:

The RESTful style for Web Services is generally considered to be a light-weight approach that works well in existing WEB architectures and that has gained great popularity with WEB developers.
Time to Market:

The RESTful API’s could possibly be implemented over exiting enablers, with moderate effort

Uniqueness:

This WID concerns the architectural style (REST) and a protocol binding related to REST architectural style (HTTP), and there are no impacts on other specifications, or on the underlying architecture needed to support such APIs.

Existing Specifications or Documents Affected:

None
Linked Work Items:

Autho4API 1.0
REST_NetAPI_RCSeProfile V1. 0
Linked Affected OMA Groups and External Fora

Internal: OMA ARC

External: GSMA RCE
2 Planned Deliverables

Enabler Release Package:      FORMCHECKBOX 


(Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing.)
Reference Release Package:  FORMCHECKBOX 

	Please Indicate how requirements will be documented
	Select one

	Baseline (pre-existing) Requirements
	

	None
	

	Requirements are documented in an existing OMA RD or combined Release document (ER or RR)
	

	Reference to external requirements (note a CA/CF must be in place allowing for this)
	X

	New Requirements
	

	None
	X

	Create New OMA RD or combined Release (ER or RR)
	

	Update an existing OMA RD or combined Release document (ER or RR)
	

	Other: Reference to external requirements _____________________________________________________________
	

	Please Indicate how new requirements will be reviewed

(Note: If there are new requirements then these need to be reviewed)
	Select one

	RD Review at the end of the requirements phase
	

	Closure review at the end of the Requirements phase
	

	Requirements reviewed as part of the ER/RR at the end of the development phase
	

	No requirements review (please justify) Reference in TS to external requirements
	X

	

	Please Indicate how Architecture will be documented
	Select one

	New Architecture Document (AD) (or new version of existing AD)
	

	Architecture will be documented in combined Release document (ER or RR)
	

	No Architecture documentation
	X

	Other (please describe) _____________________________________________________________
	

	Indicate how Architecture will be reviewed

(Note: If there are Architecture components then these need to be reviewed)
	Select one

	AD  Review at the end of the Architecture phase
	

	Closure Review at the end of the Architecture phase
	

	Architecture reviewed as part of the ER/RR at the end of the development phase
	

	No Architecture review (please justify)
	X

	

	Development Phase  (please indicate which type of deliverable(s) will be produced)
	Tick all that may apply

	Technical Specifications


	X

	Combined Release document (ER or RR)
	

	Data Description Specifications (e.g. Schema, MO, DDS, etc)
	

	White Paper
	

	Other (please describe) _____________________________________________________________
	

	None
	

	Please Indicate how the release will be reviewed
	Select one

	Consistency review at the end of the development phase
	X

	Closure review when the Release is complete
	

	None (please justify) ________________________________________________________________
	


3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	
	X
	
	
	
	X
	
	X


Service Impacts:

None
Architecture Impacts:

None
Charging/Billing Impacts:

None
Security Impacts:

TBD
Privacy Impacts:

None
IOT Impacts:

The new protocol binding will have to be IOT tested.
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