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1 Reason for Contribution

This contribution is being presented to the architecture group to enhance the OMA architecture in the area of Application access, control and provision.

2 Summary of Contribution

This document describes a functional application layered architecture whose purpose is to take raw network capabilities and present them to service providers in order for them to create and run compelling new services.  It then shows how this architecture can support this process and introduces some important architectural concepts.

3 Functional Application Layered Architecture

3.1 Introduction

This document introduces a flexible, extensible, and component-based application architecture that gives the agility to respond to technology changes and offer support to a diverse group of application developers and service providers.

The purpose of the application layer architecture is to take network and intelligence capabilities and present them to service providers in order for them to create and run compelling new services.  

To preserve document numbering after doing a cut-n-paste, select the paragraph in question (e.g. Heading 1-5) select Bullets and Numbering under the Word Format menu, Select the Outline Numbering tab and hit the Customize button where you can then set the starting values for the different levels of the outline.
4 Rationale

The application layer architecture aims to increase revenues by raising the usage and value of network transport and network capabilities by: 

-     Stimulating novel applications;


· Facilitating the exploitation of new business or content models;

· Encouraging the use of 3rd party applications via open interfaces;

· Reducing the deployment time and cost of new applications.

· Encouraging component reuse.

5 Architecture Principles

The application layer architecture is based upon a number of key principles, designed to support the rationale described above. These include:

5.1 Controlling exposure of Capabilities

The application layer will expose functionality to service providers, however this must be through controlled and managed interfaces.  This may be achieved by providing capability exposure functions (CEF) that protect the underlying network resources from potentially damaging applications and manage the in-life relationship between applications and the raw capabilities.
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Figure 1 - Controlled Exposure

5.2 Service provider engagement

As a result of the increase in the number of service providers creating and running applications there will be a greatly increased number of business relationships to manage.  To achieve the cost reductions required, these relationships will need to be managed automatically.  This will be achieved by an entity called the Service Provider Framework that is responsible for managing the entire service provider engagement procedure including account creation, SLA management, and discovery as shown below. Note, the common capabilities provide services to the service provider both during service development and once service is deployed. 
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Figure 2 - Service provider engagement

5.3 Extensibility

The application layer will be an extensible server to new interface services, new interface technologies, development environments, and transports which can all be added without disrupting existing offerings.

5.4 Componentization 

The application layer will view the network in terms of a set of capabilities or components. It will be possible to add and remove components without disrupting other components in the network.

5.5 Single component interfaces

Network components will generally offer a single (low level or fine grained) interface to the application layer.  The capability exposure functions will be responsible for abstracting this to a greater or lesser extent to cater for the expected audience

5.6 Trusted Or Un-trusted Provider Applications

It is important that the architecture applies the same rigid procedures for both hosted and third party applications therefore the principles of trust, SLA enforcement, resilience etc. apply in both cases and are only different in degree or depth of countermeasure.

5.7 Open interfaces

The interfaces offered by the capability exposure functions should have publicly published specifications that are agreed standards.  The capability exposure functions are intended to make the implementation specific specifications publicly accessible on a commercial basis.

6 Application Architecture
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Fig 3 Capability Exposure Function Architecture
The purpose of the application layer is to take the raw network components and package them in forms that are appealing to diverse groups of application developers and service providers. It provides support for the entire application lifecycle including self-provisioning, flexible levels of integration and proactive in-life management to minimise costs and skills of the service providers.

The application architecture consists of three main elements:

1. The capability exposure functions (CEF) – These provide the public interfaces that are used to access the network component in a form that is suitable for a particular class of application layer.  There will be a number of these implemented to cater for different needs.  Examples of a capability exposure function may be a Parlay gateway or a simple web services interface.

2. The application environment – Application environments are the software infrastructure in which an application will run.  These may be situated locally (hosted applications) or remotely in a service providers’ own premises (3rd party applications); or the environment may straddle the two.  Examples of application layers could include IBM Web Sphere or the Microsoft .Net enterprise servers.

3. The service provider framework – This is function allows application service providers to gain access to the capability exposure functions.  It provides for security, account management, SLA administration and design time discovery of capability exposure functions.

6.1 Capability Exposure function

Capability exposure function (CEF) provides a public exposure for the underlying network components that are suitable for a particular class of application.   It will amalgamate, abstract and/or repackage the capabilities of the generic components, and present them as required for the required interface.  

A CEF consists of one or more capability presentations (CP) and a run time framework (RTF) component.  A capability presentation is responsible for providing a particular interface and for managing the requests to that interface as defined in SLA.  The RTF element will provide security, discovery and access control for applications in real time.

It will be possible for any number of capability exposure functions to be implemented as required by business need and justification. 

Capability exposure functions are independent of one another, to allow environments to be added or retired without impacting on each other.

6.1.1 Run Time Framework Component

The run time framework (RTF) provides for the security, discovery, access control and CP registration.  It is invoked when an application wishes to establish a session with a capability under its control and negotiates access to the appropriate CP.  CP will publish their availability to the RTF on instantiation and termination and the RTF will be responsible for publishing its capabilities to the service provider framework.

6.1.1.1 Security

The RTF will be responsible for authenticating and authorising the application on initiation of an application session.  It will use the service provider profiles created during the provisioning engagement with the service provider framework.  Once initial negotiation is complete the RTF will hand off the session to the CP.

6.1.1.2 Discovery and Fail-over

The RTF is identified by the application using a reference that was configured off line.

The application is then authenticated and authorised using the service provider profile.  The framework then negotiates with one or more CPs to locate the required capacity and hands the session on to the appropriate CP.  

More than one CP can present the same interface at one time to provide resilience and incremental capacity growth.  In the event of a CP failure there will be an interface on the RTF to rediscover another CP for seamless fail-over.

6.1.1.3 Access control

Access control is the process of only allowing access to a particular capability if there is sufficient capacity to support the agreed level of service.  It is the responsibility of the individual generic service component to know how much spare capacity it has.  It is the responsibility of the CP to regulate each application session to remain within agreed parameters.  It is the responsibility of the RTF to interrogate a CP for capacity information before passing on an application session.

6.1.1.4 CP registration

The RTF will provide a registration interface for CP.  

The RTF will maintain a registry of CP and publish that registry to the service provider framework.

6.1.2  Capability Presentation

The capability presentation is responsible for the presentation of a particular interface.  The definition of a CP is deliberately open to interpretation by the implementer of the CEF to allow for flexibility in the type exposure.  It is a useful to have a framework that brings together multiple components to satisfy an individual need.

There may be more than one CP presenting the same interface to allow for fail-over in conjunction with the application framework.

A CP can exist in more than one CEF.  This is desirable to maximise the capacity utilisation and component reuse.

6.1.2.1  SLA enforcement

Before an application binds to a CP, it will be authenticated by the framework that will evaluate the SLA to determine the maximum resource usage required.  The framework will then negotiate with the CP or CPs offering the required functionality to determine if the CP has the required capacity to support the SLA.  Given a positive outcome, the framework reserves the capacity for the application and allows the binding.  It is then the responsibility of the CP to ensure the application remains within agreed limits.

6.2 Generic Service Component

The generic service components (GSCs) are the raw building blocks of capabilities that applications will make use of. These components will range from underlying network and intelligence functions such as call control, session control, resource brokers, signalling interfaces, etc., through to capabilities required to support multimedia services such as authentication, authorisation, presence, location, name and address management, etc.

The functionality of these components will be made available to applications via the capability exposure functions described above.

7 Intellectual Property Rights Considerations

Not aware of any IPR

8 Recommendation

This contribution should be reviewed by the architecture group and the text added to the appropriate OMA architecture document.
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