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1 Reason for Contribution

This contribution is being presented to the architecture group as a response to comments received in Berlin regarding a previous contribution on this subject.  The purpose is to enhance the OMA architecture in the area of Application access, control and provision.

2 Summary of Contribution

This document describes a functional application layered architecture whose purpose is to take raw network capabilities and present them to service providers in order for them to create and run compelling new services.  It then shows how this architecture can support this process and introduces some important architectural concepts.

3 Functional Application Layered Architecture

3.1 Introduction

This document introduces a flexible, extensible, and component-based application architecture that gives the agility to respond to technology changes and offer support to a diverse group of application developers and service providers.  The architecture satisfies the pre-requisites of the OMA Service Environment as defined in sections 4.1, 5.1, 5.2 and 6.1.

The purpose of the application layer architecture is to take network and intelligence capabilities and present them to service providers in order for them to create and run compelling new services.  

The architecture does not, as far as we can ascertain, put any constraints on the Requirements for the Service Environment as defined in OMA ARC-2003 0085R16- Architecture Requirements.

4 Rationale

The application layer architecture aims to increase revenues by raising the usage and value of network transport and network capabilities by: 

· Cut down time to market for new services

· Encourage innovative new applications 

· Encourage reuse - Stop stovepipes

· Open up service creation to 3rd parties

· Broaden the developer pool to include “non telecoms” developers. E.g. Visualbasic / perl

· Protect our network assets.

· Manage many complex business relationships automatically.

The way in which all of this is attained is by the nature of the architecture. The complete architecture is shown below in Figure 1 for completeness.  Each of the functional blocks are explained in the following sections, however it is worth noting the structure.  Effectively the applications environment is shielded from the actual underlying network structure seen in the guise of Common Capabilities.  The Capability Exposure functions and the Service Provider Framework act as a translator between what the Applications and service providers require and how the network will deliver.  For this reason one can add/change/delete different applications without effecting the underlying network functionality (common capabilities) and one can add/modify the underlying network without effecting the Applications.  Any changes below or above will be translated by the Capability exposure functions to ensure smooth and seamless interaction between the two.
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Figure: 1 Overall Architecture

5 Architecture Principles

The application layer architecture is based upon a number of key principles, designed to support the rationale described above. These include:

5.1 Controlling exposure of Capabilities 

The application layer will expose functionality to service providers, however this must be through controlled and managed interfaces.  This is achieved by providing capability exposure functions (CEF) that protect the underlying network resources from potentially damaging applications and manages the in-life relationship between applications and the raw capabilities.
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Figure 2 - Controlled Exposure

5.2 Service provider engagement 

As a result of the increase in the number of service providers creating and running applications there will be a greatly increased number of business relationships to manage.  To achieve the cost reductions required, these relationships will need to be managed automatically.  This will be achieved by an entity called the Service Provider Framework that is responsible for managing the entire service provider engagement procedure including account creation, SLA management, and discovery as shown below. Note, the common capabilities provide services to the service provider both during service development and once service is deployed. 
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Figure 3 - Service provider engagement

The Service provider discovers, through his Service Provider Framework functionality, capabilities that have been published within the Capability Exposure Functional block. (We will come to the expansion of that block in a moment.)  The applications that have been created and deployed on his app platform, now bind with those capabilities that have been pre- discovered.  The Capability Exposure functions make use of and control the service provider’s access to, the Common Capabilitiess.  So as you can see there is a direct web services model of the publish, find and Bind process here.  Although the architecture is by no means restricting the user to this type of model.

The architecture follows a number of basic principles that align well with that of the OMA namely:
5.3 Extensibility 

The application layer will be an extensible server to new interface services, new interface technologies, development environments, and transports which can all be added without disrupting existing offerings.

5.4 Componentization 

The application layer will view the network in terms of a set of capabilities or components. It will be possible to add and remove components without disrupting other components in the network.

5.5 Single component interfaces

Network components will generally offer a single (low level or fine grained) interface to the application layer.  The capability exposure functions will be responsible for abstracting this to a greater or lesser extent to cater for the expected audience

In other-words the Capability exposure function will map between the underlying protocols to the needs of the applications and visa versa.

5.6 Trusted Or Un-trusted Provider Applications

It is important that the architecture applies the same rigid procedures for both hosted and third party applications therefore the principles of trust, SLA enforcement, resilience etc. apply in both cases and are only different in degree or depth of countermeasure.

5.7 Open interfaces

The interfaces offered by the capability exposure functions should have publicly published specifications that are agreed standards.  The capability exposure functions are intended to make the implementation specific specifications publicly accessible on a commercial basis.

6 Application Architecture in detail
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Figure 4  Application Layer

	Interface
	Description
	Comments

	A1
	Interface between application environment and CEF.  
	This is the interface that applications use to access capabilities at "run-time".  This may be an internal or external interface, e.g. Corba/SAML/SIP

	G2
	Interface between the elements of the application layer and the Common capabilities below.
	Used to hide and protect the underlying components from service providers.

	G1
	Interface between the service provider framework and the Common Capabilitiess
	The service provider framework needs access to service provider profiles, security and SLA details to perform its role.  These will be retrieved from generic components.

	R1
	Interface between the service provider framework and external capability registries.
	It is likely that it will be desirable to publish details of the capabilities using external registries such as UDDI.  This interface is for that purpose.

	S1
	Interface between the service provider and  the service provider framework
	This interface handles all provisioning interactions between the service provider and the platform 

	S2
	Interface between the CEF's and the service provider framework
	This interface is used by CEF's to publish their capabilities into the global registry under the control of the service provider framework and for the service provider framework to query the CEF's for capacity information.  This interface can be internal or external e.g. UDDI

	U1
	Interface between the application and the user
	This interface is under the control of the application. The end user could be a human or another machine.


Fig 3 Capability Exposure Function Architecture
The purpose of the application layer is to take the raw network components and package them in forms that are appealing to diverse groups of application developers and service providers. It provides support for the entire application lifecycle including self-provisioning, flexible levels of integration and proactive in-life management to minimise costs and skills of the service providers.

The application architecture consists of three main elements:

1. The capability exposure functions (CEF) – These provide the public interfaces that are used to access the network component in a form that is suitable for a particular class of application layer.  There will be a number of these implemented to cater for different needs.  Examples of a capability exposure function may be a Parlay gateway or a simple web services interface.

2.  The application environment – Application environments are the software infrastructure in which an application will run.  These may be situated locally (hosted applications) or remotely in a service providers’ own premises (3rd party applications); or the environment may straddle the two.  Examples of application layers could include IBM Web Sphere or the Microsoft .Net enterprise servers

3. The service provider framework – This function allows application service providers to gain access to the capability exposure functions.  It provides for security, account management, SLA administration and design time discovery of capability exposure functions.

The figure below shows example implementations of the architecture, its aim being to clarify the purpose of each of the functions shown in Figure 3.
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Fig 4 Capability Exposure Function Architecture

6.1 Capability Exposure function
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Capability exposure function (CEF) provides a public exposure for the underlying network components that are suitable for a particular class of application.   It will amalgamate, abstract and/or repackage the capabilities of the common capabilities, and present them as necessary by the required interface.  

A CEF consists of one or more capability presentations (CP) and a run time framework (RTF) component.  A capability presentation is responsible for providing a particular interface and for managing the requests to that interface as defined in SLA.  The RTF element will provide security, discovery and access control for applications in real time.

It will be possible for any number of capability exposure functions to be implemented as required by business need and justification. 

Capability exposure functions are independent of one another, to allow environments to be added or retired without impacting on each other.

	Interface
	Description
	Comments

	A1-1
	Interface between the application environment and the CEF framework.  
	This is used to negotiate access to CP at "run-time" The framework endpoint is configured in the application and is well known.

	A1-2
	Interface between the application environment and the CP.  
	This is the interface that exposes capabilities to the application at "run-time"

	F1
	Interface between the CEF framework element and the CP
	Used to publish CP availability to the framework element.

	G2-1
	Interface between the runtime framework and the Common Capabilitiess.
	The runtime framework needs access to capabilities such as a Profile Capability to retrieve service provider profiles, security and SLA details to perform its role.  These will be retrieved from the Common Capabilities

	G2-2
	Interface between the CP and the Common Capabilitiess.
	The CP will amalgamate, abstract and/or repackage one or more generic components to present the required interface.

	G1
	Interface between the service provider framework and the Common Capabilitiess.
	The service provider framework needs access to service provider profiles, security and SLA details to perform its role.  These will be retrieved from Common Capabilities.

	S2
	Interface between the CEF's and the service provider framework
	This interface is used by CEF's to publish their capabilities into the global registry under the control of the service provider framework and for the service provider framework to query the CEF's for capacity information.


6.1.1 Run Time Framework Component

The run time framework (RTF) provides for the security, discovery, access control and CP registration.  It is invoked when an application wishes to establish a session with a capability under its control and negotiates access to the appropriate CP.  CP will publish their availability to the RTF on instantiation and termination and the RTF will be responsible for publishing its capabilities to the service provider framework. When an application wants to bind to a particular interface the app sets up a session with the CEF.  The RTF is the first thing the app contacts and this is responsible for authenticating and authorising  the application and then working out which "server" (or capability presentation) to redirect the session to.  The capability presentation then needs to read the SLA from the profile and enforce it.
6.1.1.1 Security

The RTF will be responsible for authenticating and authorising the application on initiation of an application session.  It will use the service provider profiles created during the provisioning engagement with the service provider framework.  Once initial negotiation is complete the RTF will hand off the session to the CP.

6.1.1.2 Discovery and Fail-over  

The RTF is identified by the application using a well known address that is provided as part of the service fulfilment process.

The application is then authenticated and authorised using the service provider profile.  The framework then negotiates with one or more CPs to locate the required capacity and hands the session on to the appropriate CP.  

More than one CP can present the same interface at one time to provide resilience and incremental capacity growth.  In the event of a CP failure there will be an interface on the RTF to rediscover another CP for seamless fail-over.

6.1.1.3 Access control 

Access control is the process of only allowing access to a particular capability if there is sufficient capacity to support the agreed level of service.  It is the responsibility of the individual Common Capabilities to know how much spare capacity it has.  It is the responsibility of the CP to regulate each application session to remain within agreed parameters.  It is the responsibility of the RTF to interrogate a CP for capacity information before passing on an application session.

6.1.1.4 CP registration

The RTF will provide a registration interface for CP.  

The RTF will maintain a registry of CP and publish that registry to the service provider framework.

6.1.2  Capability Presentation

The capability presentation is responsible for the presentation of a particular interface.  The definition of a CP is deliberately open to interpretation by the implementer of the CEF to allow for flexibility in the type of exposure.  It is a useful to have a framework that brings together multiple components to satisfy an individual need.

There may be more than one CP presenting the same interface to allow for fail-over in conjunction with the application framework.

A CP can exist in more than one CEF.  This is desirable to maximise the capacity utilisation and component reuse.

6.1.2.1  SLA enforcement.  The RTF manages and evaluates the SLA with the app provider.  It then negotiates with the CP to ensure it has sufficient capacity for this app after which if all acceptable, reserves the capacity allows binding.  The CP then ensures the app remains within these limits.

Before an application binds to a CP, it will be authenticated by the framework that will evaluate the SLA to determine the maximum resource usage required.  The framework will then negotiate with the CP or CPs offering the required functionality to determine if the CP has the required capacity to support the SLA.  Given a positive outcome, the framework reserves the capacity for the application and allows the binding.  It is then the responsibility of the CP to ensure the application remains within agreed limits.

6.2 Common Capabilitiess

The Common Capabilities are the raw building blocks of capabilities that applications will make use of. These components will range from underlying network and intelligence functions such as call control, session control, resource brokers, signalling interfaces, etc., through to capabilities required to support multimedia services such as authentication, authorisation, presence, location, name and address management, etc.

The functionality of these components will be made available to applications via the capability exposure functions described above.

6.3 Service provider framework

The service provider framework (SPF) is the gateway or portal for service providers to gain access to the capabilities offered.  It provides a compelling shop window where providers can browse, learn about and purchase the capabilities that are right for a proposed application.  The SPF will provide the ability to set up a business relationship including agreed levels of service and billing and will manage changes to and termination of contracts.  It will also support the development process with documentation, downloads of example code snippets, development environment libraries, and the configuration information required to deploy the application. It is anticipated that this framework will provide a combination of facilities for service providers suited to both human users and automated processes.  An example usage of the SPF could be that a developer accesses the SPF web site and chooses the capabilities that they need, sets up an SLA and is given a reference to the CEF.
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Figure 3 - Service Provider Framework Architecture

	Interface
	Description
	Comments

	G1-1
	Interface between account management and billing and OSS
	This interface is still to be defined

	G1-2
	Interface between account management and billing and service provider profiles
	This interface is used to store data pertinent to the service provider account such as account and contact details.  This will be used to govern the relationship between the application and the CEF.

	G1-3
	Interface between SLA management and service provider profiles
	Used to manage SLA agreements

	S1
	Interface between the service provider and  the service provider framework
	This interface handles all provisioning interactions between the service provider and the platform 

	S2
	Interface between the CEF's and the service provider framework
	This interface is used by CEF's to publish their capabilities into the global registry under the control of the service provider framework and for the service provider framework to query the CEF's for capacity information.

	S3-1
	Interface between the service provider portal and the account management and billing component
	Interface to access billing and account management

	S3-2
	Interface between the service provider portal and the SLA management component
	Interface to access SLA management

	S3-3
	Interface between the service provider portal and the capability registry component
	The component registry is the store of all the available capabilities.  This interface enables service providers to discover the capability they require.


6.3.1 Account management and billing

The SPF will be responsible for the provision and maintenance of service provider profiles although this will simply be a view onto the generic user profile component.  Service provider profiles will contain details of the service provider, the capabilities they have purchased, and service level agreements for those capabilities.  

The account management will also support an interface to an OSS component in order to set up billing relationships.

6.3.2 Service level agreements

Service level agreements contain a definition of the agreed level of service in terms of numerical measures of access frequency and resilience as well as the financial arrangements pertaining to the service.  There will be an agreed SLA for each capability accessed by the provider. The SLA is accessed by the run-time framework when an application attempts to bind to a CP to determine the capacity required to support the application session.

6.3.3 Discovery

The SPF will maintain a registry of all the capabilities on offer.  This will be updated by the RTF elements within the individual CEFs and will form the basis for a directory of capabilities accessible by the service provider.  The SPF will also be responsible for publishing the capabilities to external registries.

6.4 Application environment

An application environment is the container in which applications reside.  It provides functional support for the application lifecycle described above. This architecture should place minimal constraints on the application deployment which must be tailored to meet specific IT rather than telecom needs.  

The picture below is designed to be informative rather than definitive.
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Figure 4 - Illustrative Application Environment Example

It is anticipated that application environments will be local to the network (Hosted) or remote (3rd party) or straddling the two.

The application environment is often closely coupled to the IT fabric of the service provider for reasons such as interoperability with the legacy computing infrastructure, skills availability, IT policy, and licensing practice.  Therefore to ensure commercial success, any implementations should support the application environments that are favoured by the target service provider community.

7 Business model examples

The architecture has been designed to be able to span different business models.  This will enable operators, service providers and Enterprises etc. to have a great deal of flexibility.  It is not the intention of this section to describe these business models in detail but to show how each of the functional blocks could be interrelated. The following figures describe those interrelations.
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8 Intellectual Property Rights Considerations

Not aware of any IPR

9 Recommendation

The aim of this contribution is to provide draft text for the OMA Service Environment Specification, section 8.0 ‘OSE Functional Architecture.’
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